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Abstract

The National DNA Database raises controversial issues over privacy, consent, human rights, crime prevention and control. Taking these themes as guides, I will develop a critical discussion on the issue of sexed violence to exemplify how the law has failed to provide sanction for victims of this crime due to hegemonic masculinity. Campaigning groups for Violence Against Women call for more robust case-building in cases of sexed violence where DNA forensic evidence is crucial. The HM Inspectorate of Constabulary’s recent report ‘Without Consent’ highlights the low conviction rate for rape suggesting that this section of the criminal justice system is in a state of crisis. I will argue that it is necessary to utilise and develop the database as a tool for improved conviction rates and a possible reduction in incidence, through the power of detection and deterrence. However various human rights groups object to the existence and development of the database on grounds of privacy. I will challenge this notion of privacy and suggest that civil rights are founded through perceived threats and fear. Furthermore I will problematise whether there is a modern concept of privacy as masculinist that is employed by some human rights discourse. This concept of privacy operates a patriarchal hegemonic discourse to oppose women’s justice by keeping active criminals protected from investigation, therefore objections to the database on this basis should be contested in order to allow and accept DNA databasing as a crime control method against sexed violence. A compromise is necessary between operation and regulation. I will ask whether the database is only a small infringement on the rights of citizens for the assurance of improved detection, crime reduction and justice within today’s society.

1 This thesis was submitted by Sarah Lipscombe in partial fulfilment for the requirements of the degree of MA (by Research) at the University of Central Lancashire, June 2009
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‘Nothing great in the world has ever been accomplished without passion’

Hegel, G. (1770-1831)
DNA profiling\(^2\) has led to the most successful method of human identification since fingerprinting\(^3\). ‘DNA has significantly boosted the probability of crime detection’ (H.O DNA Expansion Programme 2005:12). The development of the National DNA Database (NDNAD), which is a world renowned tool, has provided a source from which the data of DNA profiles can be stored. The information stored on the database can assist in aiding a criminal investigation through identification or elimination of individuals.

In England and Wales, anyone arrested on suspicion of a recordable offence must submit a DNA sample to the database; under current policy this is kept on permanent record until age 100, however new proposals set by the Home Office may reduce this period to a maximum of 12 years\(^4\). The DNA legislation in Northern Ireland is essentially the same as that in operation in England and Wales, however in Scotland the law is different and most people are removed from the database if they are acquitted.

‘At 30\(^{th}\) June 2008 there were 5,193,986 subject profiles and 329,218 crime scene profiles stored on the National DNA Database’ (Email\(^5\)). There is a UK population of nearly 61 million so when it is put into perspective the database is not that vast. By the end of 2005 the Home Office claimed that over 3.4 million DNA profiles from the majority of the known active offender population were held on the database (H.O NDNAD 2006). However it is considered an intelligence database, not a guilty or criminal database.

The NDNAD currently remains the world leader for maintaining the largest DNA database, although the US has a larger database, as a percentage of the population our database is bigger at 6% (compared with 0.5% in the USA). In comparison, the next largest database is Austria’s at 0.5% of the population (McCartney Presentation 2008). The database has expanded significantly over the last five years and Europe (with an EU average of 1.13% of the population) is keen to emulate the crime-solving successes of the database.

Three agencies are currently responsible for the management and maintenance of the NDNAD; the Custodian, who is based within the Home Office, maintains the integrity of the database. A strategic board consisting of the Home Office, The Association of Chief Police Officers (ACPO), and a member of the Human Genetics Commission (HGC) carries out the

\(^2\) Deoxyribonucleic Acid is the chemical which is found in the cells of all living organisms, and which carries a unique genetic code throughout generations. Half of an individual’s DNA is inherited from the mother, and half from the father. It is believed that with the exception of identical twins, the DNA structure of each individual is unique. Siblings are likely to have more similar DNA to each other than are unrelated individuals. DNA profiling refers to the analysis of a DNA sample to determine from which individual it has originated. The DNA is examined to identify a gene at a particular locus on a chromosome. It is the locus that is analysed in order to obtain a profile. The locus is then made to replicate itself several times. The number of times in which it repeats itself may vary between individuals. This process is referred to as Short Tandem Repeat (STR). This process involves testing for ten STR’s and a gender marker.

\(^3\) DNA profiling is more complex than fingerprinting with many stages including the process of a profile and match. DNA profiling is sometimes called DNA fingerprinting and this is a false analogy as it is a dated way of referring to DNA profiling.


\(^5\) Lipscombe, S., slipscombe@uclan.ac.uk, 2008. NDNAD (Email) Message to Fairweather, A. M., (public.enquiries@homeoffice.gsi.gov.uk). Sent Monday 1 September 2008, 16:20 Available at: https://webmail.uclan.ac.uk/gw/webacc?action=Item.Read&User.context=dybjkeRe4rt1ls5Iid&Item.drn=7020z1z0&merge=msgitem&Url.Folder.type=Folder.UNIVERSAL (Accessed 18 September 2008)
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oversight of the database. The contract for receiving and loading DNA profiles onto the database is currently owned by the Forensic Science Service (FSS), which became a government owned company (GovCo) in December 2005. This contract is due for renewal in 2008 and there are also plans to establish an ethics group to contribute and offer advice (POST 2006).

New and refined techniques for DNA profiling have developed over the years. SGM (Second Generation Multiplex) was the original DNA profiling system used for the database on its introduction in 1995. It allows the simultaneous analysis of 6 non-coding STR regions of DNA (12 markers or alleles) and a gender marker to produce a DNA profile with an average match probability of about 1 in 50 million.

The DNA system in current use for the NDNAD (since 1999) is SGM Plus. This system is compatible with SGM, but more discriminating. It allows the simultaneous analysis of the SGM markers and an additional 8 STR markers or alleles from 4 further non-coding STR regions of DNA to give a DNA profile with a match probability of less than 1 in 1,000 million.

An STR is a Short Tandem Repeat of the non-coding region of DNA that is repeated, end to end. Only patterns of STRs (short tandem repeats) are stored on the NDNAD – not a person's full genomic sequence. Essentially, this pattern, or profile, is similar to that of a barcode. Under the current proposals by the Home Office, an individual’s DNA sample, which contains complete genetic information, will only be stored on the database for six months (H.O Press Briefing 2009).

The process of DNA profiling is constantly changing due to the enhancements of methods and technology. The advance of science means that the FSS can assure quality of all these methods. PLS (pendulum list searching) and DNAboost techniques have also been developed for mixture analysis. LCN (low copy number) DNA analysis can obtain a DNA profile from a sample expected to contain very few cells. SNPs (single nucleotide polymorphism) may be the future of DNA profiling because they’re more efficient than STRs. (H.O Annual Report 2005/6:47-8). The continued development of new techniques in DNA profiling results in the constant conclusion of crimes that occurred years ago, known as cold case files.

---

6 MLP (multi locus probing) was the first technique used for DNA profiling in 1987. The FSS and the Metropolitan Police Laboratory then developed SLP (single locus probing) which was considered more suitable for forensic work. Quad the first STR DNA profiling employed by the FSS, simultaneously analysing for 4 markers in the non-coding regions of DNA to produce a DNA profile with an average match probability of about 1 in 40,000

7 It contains DNA primers for an additional four STR loci (D3, D16, D2 and D19). The gender marker Amelogenin (Amelo) is used for the sex-indicating test.

8 Different people have different numbers of these repeats and hence different lengths of repeated DNA. The STR profiling technique examines the lengths of these repeat units and converts the lengths into a digital output by labelling them with radioactive probes. A mono image is made which produces a unique bar-code. It is then possible to establish kinship patterns as a mother and father will pass on their bar codes to offspring (The Observer 8th August 2008).

9 It may only be possible to obtain a partial DNA profile from samples when analysed, if that sample is deficient in quantity or quality. A mixed profile is obtained when the profiles of more than one individual are present within the sample.

10 However this could be made difficult by the ECtHR ruling against permanent retention of samples. The reduced period of 6 months gives only a small window for future research into improving profiling techniques.
Following collection and analysis of a sample, a new DNA profile can be compared with the profiles stored on the database. A match can arise in four different ways:

1. A new scene of crime profile matches the profile of an individual already on the database. This can help to identify a potential suspect very rapidly;
2. A new individual’s profile matches a stored scene of crime profile from an unsolved crime or crimes on the database. This type of ‘speculative search’ can identify a potential suspect long after a crime has been committed;
3. A new scene of crime profile is found to match that of an old crime scene. This can help the police in their investigations by linking crimes, even if a suspect is not identified; and
4. The person has been sampled and included on the database previously under the same or a different name. [However, the Data Quality and Integrity Team are constantly working to remove duplicates (H.O Annual Report 2005:41).]

Any matches identified through the database are used for intelligence purposes only, and are not evidential in court. An individual who’s DNA may be matched to a crime scene sample is required to provide an additional Criminal Justice sample which is evidential. The Home Office states clearly that the NDNAD does not affect your private rights and is proportionate to the gains. It is a key police intelligence tool that helps to quickly identify offenders, make earlier arrests, secure more convictions and provide critical investigative leads for police investigations. Furthermore, it helps to catch serious offenders when they are picked up for a minor offence and their DNA is matched to samples already held on the database. Importantly it can also eliminate individuals from suspicion when their DNA does not match with that found at a crime scene (H.O NDNAD 2006). ‘DNA profiling is a powerful tool in solving many serious crimes and deterring serious criminals. In a typical month, matches are found linking suspects to 30 murders, 45 rapes and 3,200 motor vehicle, property and drug crimes’ (GeneWatch 2005:6).

The establishment and use in Britain since 1995 of a DNA database is claimed by UK police for having had an important role in the reduction of overall crime rates (Gunn 1998 cited by Briody 2002:159). In order to facilitate the creation of the database, it became necessary to amend and introduce new legislation, which has been a contentious issue for critics due to the lack of public debate. In addition to this, civil liberty groups continue to condemn the development of the database, as they consider it to be an infringement of human rights. The Nuffield Council has claimed that the use of bio-information for forensic purposes has the potential to raise a number of ethical, social and legal issues concerning:

- the interpretation of the bio-information;
- the collection, storage and retention of profiles and samples;
- informed consent, privacy and confidentiality in the light of data protection and human rights legislation;
- access to and use of forensic databases for purposes of research;
- sharing of bio-information for forensic purposes across international boundaries; and
- governance of research conducted by or for forensic laboratories (Nuffield 2007)

Despite ethical concerns, which are important to consider, the NDNAD is a successful crime control method, used mainly in association with volume crime, however it could be used better for the purpose of reducing the incidence of violent sexual crimes and improving the low rate of conviction. This issue within the criminal justice system is of extreme importance. Furthermore, ‘the enormity of the effect on victims and on the fear of crime amongst women goes to the heart of quality of life’ (HM CPS 2002:1). Home Office
figures show ‘an ongoing decline in the conviction rate for reported rape cases, reaching an all-time low of 5.6% in 2002’ (Kelly 2005). The Sexual Offences Act 2003 came into force in May 2004 and in order to strengthen protection for adults and children this involves reviewing cold cases of rape and serious sexual assault, using the NDNAD (H.O Website Victims of Crime 2006).

The reason I use the crime of sexed violence to support existence and growth of the NDNAD is for three reasons; firstly, this crime is in a state of crisis with exceptionally low prosecution rates and a high level of distress. Secondly, to provide a feminist critique and thirdly, because it is unique in comparison to other crimes due to the frequent presence of forensic evidence left behind. ‘DNA profiling is of particular value in certain offences against the person, both fatal and non-fatal, i.e. murder and sexual offences, particularly rape. It is in relation to these offences that a biological sample suitable for DNA profiling is likely to be left at the scene of the crime by the defendant, e.g. semen in an offence of rape’ (Steventon 1993:37). The success rate for obtaining DNA recovered from crime scenes is ‘90% from semen, 87% from blood, 50% from hair with roots and 40% from saliva’ (FSS 2002). It has been shown that ‘DNA technology achieved results in rape cases both because of the physical suitability where offenders’ bodily fluids such as semen were detected, and because of the seriousness of the offence, which encouraged police to refer such cases to the laboratory’ (Briody 2002:163). I am therefore asking for a whole break down and analysis of how forensic evidence is used and practised within the CJS to achieve justice within this area of the law.

In chapter 1 of this dissertation I will introduce the problem of sexed violence within the criminal justice system by highlighting the incidence and impact of the crime. I will then discuss the reporting and trial difficulties faced by victims of sexed violence which have contributed to the low conviction rates. Despite cultural issues around consent and the masculine hegemony within the law, forensic science is still necessary for a conviction and the National DNA Database could help ensure that the use of forensic science is maximised to achieve this end.

In chapter 2 I will analyse critiques on the database, starting with the various changes in legislation regarding retention of DNA data. I will focus on the report from human rights group GeneWatch, which makes several recommendations to prevent permanent retention of DNA and development of the database, and how these views are similar to Liberty. I will discuss academic opinion and how the media impacts on society’s understanding of the database by inciting fear. In contrast to the subjective claims made by GeneWatch I will then look at the more nuanced approach from The Nuffield Council and discuss the prosecutor’s fallacy. Police error has contributed to doubts surrounding the efficacy of the database however the Home Office defends the system and I example various defences including successful crime control statistics. Finally I will look at how the rights of women and Violence Against Women (VAW) initiatives should also be considered as important to human rights groups such as GeneWatch.

In chapter 3 I will look at various examples of NDNAD success, starting with the advances in identification since fingerprinting and how DNA evidence can also be used for exoneration purposes. I will identify successful Home Office projects and cold case reviews which highlight the importance of DNA retention for crime control purposes. Advances in science have allowed for the analysis of crime scene samples that are mixed or partial and familial testing has broadened the abilities of the database. Despite the ECtHR
ruling which found permanent retention of DNA an infringement to human rights, I will explore arguments for a mass database. This could reduce civil liberty concerns and improve the crime detecting abilities of the database. I will then stress the particular benefits DNA databasing can bring to cases of sexed violence through improved conviction rates, and even a reduction in the incidence of sexed violence due to deterrence theory. Ultimately there are several improvements which need to be implemented in future for the accepted and positive functioning of the database.

In chapter 4 I will look at understandings of privacy, human rights and surveillance in relation to the specific database concerns. I will then consult the history and representation of women in the legal system and explain the masculine hegemony of the law. I will introduce the concept of a modern form of privacy as masculinist which operates to hinder sexed violence criminal justice. There are several definitions of privacy and this one specifically explores the elusive and ominous privacy arguments for having your DNA profile taken and stored. In order to further analyse and explain objections to the database I will postulate that human rights discourse could be ascribing to this form of privacy. It is important to recognise and confront this possibility of privacy as masculinist in order to understand and prevent objections to the database, which has been defended throughout the dissertation as a successful crime control method.

In my conclusion I will address how databasing techniques are a part of the modern world we live. It is important to improve the database and achieve support within society so that a stand against sexed violence and VAW can be achieved. Ultimately a compromise is necessary between operation and regulation, but technologies of fear will only hinder criminal justice, not improve it.
1) The issue of sexed violence

In this first chapter, I will problematise the serious and damaging issue of sexed violence relating to the high incidence, poor reporting and intimidating court procedure. The current criminal justice system (CJS) does not function effectively to deter or prosecute criminals responsible for this crime. I will further define how the state has legitimised sexed violence through masculine hegemony\(^{11}\) and the patriarchal order of the law\(^{12}\) and identify the implications posed by this system for those suffering from this abuse. I will argue that the operation of the legal system within the UK has contributed to the incidence of rape and abuse, and it is also a causal factor for the lack of successful prosecution and clearance rates.

While the number of rapes reported to the police and recorded has increased substantially over recent years (HM Govt. 2008:14), there has barely been any increase in the number of convictions. The justice gap is getting wider and there is little deterring the rapist. ‘What rape victims probably don't realise when they take the momentous decision of making a rape accusation is just how unlikely it is that their attacker will end up in jail’ (BBC News, Tighe 2006). The conviction rate is less than 6% for recorded offences of rape. ‘The proportion of rape allegations that result in a conviction currently stands at 5.6% out of 14,000 reported offences’ (BBC News 2006). There are several factors which contribute to this state of affairs and I will explore how the National DNA Database (NDNAD) could improve the efficiency of crime detection and punishment, especially for survivors and victims of sexual and violent abuse.

Sexed Violence

The majority of Sexed Violence (SV) crime is committed by men against women and children and this represents both a cause and consequence of gender inequality\(^{13}\). ‘There were 14,002 recorded rapes in 2004/05, 92 % of which were rapes of a female’ (Nicholas, Povey et al 2005:80). The term rape is now classified as penetration by the penis of somebody’s vagina, anus or mouth, involving the exercise of violence, without their consent\(^{14}\). Rape can be committed against men or women, but since it involves penile penetration it is only committed by men\(^{15}\).

Most serious sexual crime encompasses rape, sexual assault, and sexual activity with children. Using the terminology of ‘sex crime’, rape and assault, ignores the gendered and violent aspect of crimes committed by men and this is central because it ‘erases the

---


\(^{12}\) Critical feminist criminology challenges andro-centrism (or male-cenredness). Women should be visible as autonomous subjects within the patriarchal institution of the law, CJS and policing. Therefore it is subjective and objectivity is imbued with masculinist mis-representations of women. In contrast to the positivist commitment to objectivity, the woman centred character of feminist research highlights the importance of subjectivity and meaning. See Radford, J. (2000). Kelly, L. (2000). Daly, K. (1998).

\(^{13}\) This is not to say that men do not suffer from sexed violence, however I will focus on the majority of sexed violence victims in my dissertation, and they are women.

\(^{14}\) ‘A person consents if s/he agrees by choice and has the freedom and capacity to make that choice.’ Sexual Offences Act, section 74. Consent means making an active decision to say yes, an assumption of consent is not enough (H.O #4 2006).

\(^{15}\) Except for Assault by Penetration which can be committed by women against men. See the Home Office Guide to the Sexual Offences Act 2003 leaflet for further definitions on the of law sexual offenses. Adults: Safer from Sexual Crime. May 2004.
experiences of the majority of victims of sexual assault’ (Young 1998:147). The preferred term ‘sexed violence’ problematises the perceived sexual aspect of the crime. It is necessary to problematise or breach the conventional self-evidence of sex and gender. ‘Reading violence as sexed helps to break down the arbitrary division which separates public from privatised forms of sexual violence…reading a violent act as sexed crime means questioning the implicit messages about masculinity, femininity and sexuality which are contained in the act itself’ (Howe 1998:6). I will use the issue of SV\textsuperscript{16} to exemplify the need for the NDNAD to be developed and accepted for purposes of identification and prosecution.

**Incidence**

According to research conducted in the UK, 96% of those surveyed did not know the true extent of rape or thought it was far lower than the true figure. SV crime is not in the public domain. Only 4% thought the number of women raped exceeds 10,000 per year when the true figure is likely to be well in excess of 50,000 (AIUK 2005). Available data suggests that nearly one in four women worldwide may experience sexual violence by an intimate partner in their lifetime (WHO 2002). ‘Few of those offences will be reported…and fewer still of the reports will find their way into the official crime statistics’ (Croall 1998:196). Since the age of 16, 5% of women in the UK have been raped (Fawcett 2008: Source BCS 2001) and there are increasing numbers of young victims of rape aged under 20-years-old (Kelly 2005:55).

In 2007/08 there were 53,540 recorded sexual offences (H.O Statistical Bulletin 2008:9). The police recorded 41,460 most serious sexual offences in 2007/08, 5% fewer than the 43,738 recorded in 2006/07. These offences accounted for 77% of total sexual offences and less than 1% of all recorded crime in 2007/08.

Within this total, rapes of a female fell by 8% to 11,648 offences\textsuperscript{17}, and rapes of a male fell by 13% to 1,006 offences. Sexual assaults on a female fell by 4% to 20,534 offences, and sexual assaults on a male also fell by 4% to 2,642 offences (H.O Statistical Bulletin 2008:9). These figures indicate a decrease in the number of recorded sexual offences. However, it is hard to tell whether this reflects a decrease in the number of people reporting the crime or a decrease in the incidence of the crime. I would hypothesise that one of the reasons behind the drop in figures is due to the increased availability of DNA forensic evidence on the NDNAD but more research would be necessary to corroborate this. Nonetheless, the issue throughout this dissertation is the extremely low conviction rate for SV.

**Impact**

Sexual violence has a major psychological impact on those who survive. ‘Rape is perhaps the most devastating of all acts conducted by one human on another. Woman or man, the damage to the victim is life changing’ (MPS 2002). Sexual violence against women by men is an everyday occurrence and ‘167 women are raped everyday in the UK’ (AIUK 2005). Stephen Wooler, Chief Inspector of HMCPSI and chair of the CJ Chief Inspectors’ Group said ‘there are few offences that impact so severely on the victim as rape’ (H.O Press Release 2005). Furthermore, survivors of rape have to endure an intrusive physical examination and some a lifetime of reliving the assault. Many endure months of anguish and emotional trauma

---


\textsuperscript{17} With a sanction detection rate (clear-up) of 24.8% (H.O Statistical Bulletin 2008:192). Not all sanction detections result in a subsequent conviction.
as the wheels of the judicial process turn (MPS Sapphire 2002:1). Home Office Minister Baroness Scotland said, ‘sexual violence is a horrific crime which deeply affects the lives of victims and their families. One in four is under the age of 18. More work is needed to address the gap between the reporting of rape and convictions to ensure perpetrators are brought to justice and victims have confidence in the criminal justice system’ (H.O Press Release 2005).

**Reporting**

The actual occurrence of domestic violence and rape has been largely ignored in criminological literature until recently. While measures of domestic violence incidence are vague, victim surveys do suggest that there are low reporting rates for such offences and yet high rates of distress (Stanko 1990 cited in Criminology: A Reader 2002:499). It is currently estimated that between 75% and 95% of rape crimes are never reported to the police (HMCPSI 2007:2.1). Reporting of rape is notoriously low with many specialists in the field highlighting that only 1 in 10 victims even report to police. (MPS Sapphire 2002:3).

‘Rape is an under-reported crime and therefore a more extensive and urgent problem than is often assumed’ (Davidson & Layder 1994:80). Some rape victims are so scared or confused they fail to come forward until days or weeks after the crime has occurred and this has serious evidential implications. ‘The defence also uses this fact at a trial to suggest the victim has made up the allegation’ (BBC News 2006). Delays in reporting the offence cause difficulties in preparation of the case, both with witness testimony and forensic evidence. Mary Newton, manager of the dedicated Sexual Offences Intelligence Service said, ‘the priority must be to ensure that as much forensic evidence as possible is preserved for future court proceedings, as well as to ensure the victim feels as safe and reassured as possible in a traumatic situation. Evidence lost in the hours after an attack could often have proved vital in securing convictions or in exonerating an innocent person’ (FSS 2007).

The sensitivity of these offences has resulted in under-reporting; the Home Office says that,

‘Many victims of sexual and domestic violence in particular find it very difficult to report the crimes committed against them, or to engage with the CJS, because they are too traumatised and are reluctant to relive their experiences or break up the family. This is one of the reasons why very few perpetrators of sex offences in particular are convicted for their crimes. Earlier and better engagement with victims, awareness-raising and encouraging victims and witnesses to come forward to the police can all play a part in improving incidence and low conviction rates’ (HM Govt 2008:47).

The statement above denies that one of the main reasons victims do not report the crime of rape to the police is precisely *because* of the difficulties and ignorance within the CJS and among the police, not because they are too traumatised, or fear damaging family relationships.

One of the reasons women have been reticent to complain about the assaults they have suffered is because they fear they would receive little sympathy or help from the police or legal system. Women fear reporting the crime because women are seen as provoking their own demise and culpable for their behaviour. ‘The notion that women provoke men to hurt them is one of the English criminal law’s enduring truths, and whether it is enshrined in a provocation defence or a plea of mitigation, it will continue to buttress the antiquated ‘moral’ view that women who make their male partners angry provoke their own demise’ (Howe 1998:30). Any inference that the complainant may have contributed to the offence has been criticised as representing ‘an antiquated view of women and their participation in the world by saying that women who engage in particular behaviour, such as being out at night and...
drinking, put themselves at risk and make themselves vulnerable to sexual assault or, worse, freely available for sex’ (van de Zandt 1998 cited by Briody 2002:176).

However, there has been a progressive increase in the number of rape cases reported to the police for more than 20 years. This trend shows no sign of slowing, with an increase in recorded rape between 2001/05 of 40.9% [from 9,734 to 13,712 recorded crimes] (HMCPSI 2007:9). The Government has worked to improve the level of reporting through the opening of more Sexual Assault Referral Centres (SARC) in 2005 but there are only 15 centres currently open. (H.O Statistical Bulletin 2008:9). Independent Sexual Violence Advisers (ISVA) work with the police to facilitate the collection of vital evidence through forensic examination, which can help to secure convictions. The Home Office aims to more than double the current number of SARC’s, to ensure that they are available to all victims of sexual violence by 2011 (HM Govt 2008:48). New government initiatives do signify a change in attitude but the impact of these reforms are slow and hard to evaluate. Furthermore, these centres can only help so much if the forensic evidence they collect can’t be matched with DNA evidence on the NDNAD.

**Trial**

Police operate within a very considerable range of discretion, processing only a proportion of incidents and citizens through to a full criminal charge; therefore there is extreme difficulty in putting forward a rape charge. Between half and two thirds of cases reported do not advance beyond the investigation stage (HMCPS & HMIC, 2007). The HM CPS inspection team found that ‘victims from ethnic minorities find particular difficulty in bringing offences against them to police notice’ (HM CPS 2002:19). With less than a quarter of rape allegations resulting in the suspect being charged, the real odds of a rapist facing a court of law are in the region of 1 in 100 (MPS Sapphire 2002:3).

Sexual offences are also particularly affected by the process of attrition where cases are thrown out at court. ‘There are often no visible injuries and no witnesses, and in trials the victim’s version of events is pitted against the defendant’ (Croall 1998:196). High levels of attrition are also set against a background of decreasing detection rates. While detection rates remained broadly stable between 1990 and 1997, they have fallen steadily since and continue to do so. Although this trend now appears to be slowing, HMIC data covering 2001/02 to 2004/05 illustrate the ongoing decline – from 41 to 37, to 31 to 30% over the four-year period. (HMCPSI 2007:9) The 2002 HM CPS report highlighted the dilemma that forces face as a result of current classification categories under the HOCR – unless there is sufficient evidence to charge a suspect, the crime must remain classified as ‘undetected’, regardless of the fact that no other person will be sought for the offence. (HMCPSI 2007:3.48) The report ‘Without Consent’ conducted a study in 2005 where the suspect was either known or identified following investigation in 80% of cases that were classified as undetected (320 out

---

18 An evaluation of SARC conducted in 2004 found that proactive re-contacting of victims by support workers attached to SARC was associated with reduced withdrawals from the criminal justice process. (HM Govt. 2008:17)
19 In 1985 Jacqueline Berkeley was convicted of ‘wasting police time’ and given a suspended sentence of two years because she was courageous enough to complain of rape by two police officers at Moss Side police station in Manchester. (Guardian 12/4/85 quoted by Farrell 1992:134)
20 In the Metropolitan Police Service (MPS), for example, 88 minority ethnic women informed the Haven Centre (a dedicated sexual assault referral centre) of offences against them between May 2000 and July 2001. Only four wanted police to be involved, whilst a further five only supplied information anonymously.
21 Home Office Counting Rules.
of 402 cases). There were four main reasons why a suspect was not charged or no further action was taken:

- The victim chose not to complete the initial process (14.1%);
- The victim withdrew support for the investigation or prosecution (16.6%);
- police decision that there was insufficient evidence (8.1%); and
- Crown Prosecution Service (CPS) advice (50.6%) (HMCPSI 2007:3.47).

The latter of the above points are especially negative and ominous. Temkin 1999 states that ‘lack of resources and enduring cultural resistance has limited the ability of the police to respond sensitively and effectively to sexual assault victims’ (Cited in the Oxford Handbook of Criminology 2002:437). Rape trials often become a test of the victim’s credibility which deters many women from reporting the crime and taking cases to court. ‘Serious sexual crimes such as rape have low reporting rates because of women’s fear of shame and of police and court procedures’ (Heidensohn 2002:499). Trials continue to collapse due to the issue of consent and lack of sufficient evidence.

In addition to considerations of the victim, the most common reasons for the DPP withdrawing prosecutions are ‘that there is simply not a sufficient body of admissible, reliable evidence available to establish a case in law and thus to justify a prosecution’ (Sallmann & Willis 1984 cited by Briody 2002:174). Prosecutors treat medical evidence as an important factor in the prosecution of rape offences, and it was relevant to the investigation in 58 out of the 75 cases in the charged file sample (HMCPSI 2007:7.28). Furthermore, ‘most defendants in rape and other sexual assault cases plead not guilty, making a conviction more difficult and many rape cases are subsequently reduced to sexual assault’ (Croall 1998:196).

Solicitor General Mike O’Brien also wants to examine whether greater legal protection should be offered to those who are unable to consent to sex due to alcohol or drugs (BBC News 2006), this is because ‘when complainants are influenced by drugs or alcohol, a jury was almost 30 times more likely to acquit’ (Briody 2002:170).

Judge-made law made it difficult for the Crown to secure convictions however the CPS has reformed its own procedures in rape cases and it now initiates more prosecutions. The CPS can assist in charging so that it is not entirely down to the discretion of the police; the discretion is held by the CPS. Nevertheless, this change in the law has yet to improve prosecution or conviction rates. However there have also been several improvements to the court process which should help women. Recent changes in legislation now place limitations on examining the previous sexual history of victims at trials and there is a need to ensure that victims are aware of this new change in law. This should give them greater confidence in the trial process, which has in the past been perceived to be a trial of the victim, not the offender. The case of R v Edwards has also enabled similar fact evidence from previous rape trials when the offender was acquitted to be admissible in a subsequent trial of the same offender (MPS Sapphire 2002:4). Also, video interviewing of rape victims, (filmed at the time of their initial complaint) has been developed for use throughout the service [in response to the Youth Justice and Criminal Evidence Act] (MPS Sapphire 200:14).

Both the legal processes and the wider cultural representation of women who have been subject to men’s violence has historically been infused with patriarchy and actively served to subordinate and disadvantage women. The power of hegemony resides in the media,

---

22 Director of public prosecutions.
23 Section 41 of the Youth Justice and Criminal Evidence Act 2000.
societal and juror response to sexed crimes, these also perpetuate current scripts about SV and operate patriarchal opinions that degrade and affect women. Juries remain stubbornly resistant to convict. If the prosecution is allowed to call expert witnesses on trauma and other psychological effects of sexual violence, perhaps the defence ought to be able to call its own witnesses, which might leave the jury just as confused as before’ (BBC News Tighe 2006). Juries are also said to find it hard to understand why some rape victims suffer no physical injury, or why battered wives often return to their abusers (BBC News 2006). Therefore, jurors are equally responsible for the low conviction rate. ‘The stereotypes, values and beliefs of judges and members of the jury exert a powerful influence over whether or not a given act of sexual violence ever becomes a rape statistic’ (Davidson & Layder 1994:74). The idea is to challenge prevailing attitudes about how women who have been raped should behave, both in court and in their dealings with the police.

**Conviction**

Solicitor General Mike O’Brien told the BBC the number of complaints of rape had gone up sharply while convictions had only risen slightly. ‘An awful lot of people who are committing rapes are getting away with it’ (BBC News, Tighe 2006). The criminal justice system in the UK and in the USA has been criticised for not providing justice for survivors and victims of SV. ‘Nearly every country in Europe convicts a higher proportion of people accused of rape than Britain’, (BBC News, Tighe 2006). The conviction rate for rape is significantly lower than for other serious violent offences, which is approximately 14% (HM Govt. 2008:14). This indicates that other crime is taken more seriously. ‘A rape victim may suffer further injury from the legal system after undergoing a violent sexual assault’ (Young 1998:15), especially when an ‘injustice’ occurs, so improving this situation must therefore be a top priority.

Prior to the 2002 thematic inspection, the rate of conviction for rape, after trial, had declined from one in three cases reported (33.3%) in 1977 to one in thirteen (7.7%) in 1999. Additionally, only one in five reported cases reached the trial stage (20.0%). By the time the inspection report was published, Home Office figures showed that conviction rates for reported rape offences had reached an all-time low, with only one in eighteen reported cases resulting in a conviction (5.6%). (HMCPSI 2007:2.9) In 2004 the conviction rate for rape was 5.3% which is the lowest rate on record. Around half of convictions were due to a

---

24 Public attitudes: More than a quarter (26%) of people think a woman was partially or totally responsible for being raped if she was wearing sexy or revealing clothing. More than one in five (22%) hold the same view if a woman has many sexual partners. Around one in twelve people (8%) believe a woman is totally responsible for being raped if she has many sexual partners (AIUK 2005).

25 Rape statistics are social constructions rather than a neutral and objective measure of the real incidence. Rape statistics are not reliable quantitative results due to the failure of accurate research. It is also due to the nature of the crime and the reporting/sentencing procedure. This is a result of several social factors, firstly, not all rape crimes are reported, secondly, they are not all recorded and thirdly, these cases are either closed without charge or reduced to a lesser charge of sexual assault. The extent of the crime will never be known. The CJS has only recently acknowledged the poor prosecution rates. It is important to be aware of these factors when analysing all statistics.

26 A study found the only European country with a lower conviction rate than the UK was Ireland (Fawcett 2008).

27 Sanction detection rates for policing recorded drug offenses in 2008/09 are 95% compared to that of all sexual offences at 30% (H.O Statistical Bulletin 2008:27). The DNA expansion programme 2000-05 concentrated statistical analysis to volume crime such as motor vehicle theft and burglary, (as focussed upon [and ignored even?] by the majority of home office reports). The Science & Innovation strategy 2005-08 focussed mainly on immigration, terrorism and anti-social behaviour. The impact DNA evidence could make in improving convictions rates and cases of sexed violence is not being maximised. Sexed violence is being ignored.
guilty plea, and where a full trial took place, an acquittal was the most likely outcome (Kelly 2005). Of the 1,471 reports where relevant information was supplied, 14% (208) involved rape by a stranger. Only 12% (26) of these cases resulted in a prosecution, which is unacceptable (HM CPS 2002:31). Clearly improved methods of collecting and storing evidence via the NDNAD could increase stranger rape prosecution success. Furthermore, the percentage of suspects convicted of rape in cases where the victim was under 16 at the time of the incident (37.5%) was more than twice that in cases where the victim was older (16%). (HM CPS 2002:75) This shows juries are sympathetic to the law that a child under the age of 16 cannot legally consent to sex, and perhaps less sympathetic to older claimants.

Temkin reports that in rape cases, ‘although vaginal swabs were taken from complainants as a matter of course, samples were not always sent for analysis, the police instead waiting to see if a prosecution was probable’ (Redmayne 2001:20). Furthermore, it has been found that ‘DNA testing appeared to be conducted in a minority of cases’ (Kelly 2005:58). It is unclear why and evidently a significant and unacceptable missed opportunity. An example which best illustrates a general lack of awareness is that ‘in 80% of submissions to the Forensic Science Service (FSS) for examination where ‘consent’ is the issue, investigating officers are not requesting any evidential DNA samples to be cross-matched with existing samples on the National DNA Database for undetected offences’ (HM CPS 2002:37). This is a serious oversight. So it seems that trace evidence is currently used as a corroborating tool; if there is no case to speak of, or a case that stands on its own, it will not be sent for analysis. Although this may be considered a measured constraint to some, it is a serious hindrance in finding a rapist guilty. Indeed this practice would need to be improved (among others – as will be identified in chapter 4) for more successful operation of the DB.

Violence against women is not yet eliminated. ‘Law and criminal justice systems still fail effectively to sanction or prosecute this violence or accord effective protection to women and children victimised’ (Radford 2001:234). Through its failure to recognise male sexual violence or provide protection for women and children, the law acts as a form of male control. The decline in successful prosecutions is in correlation with the preservation of masculine hegemony and control.

However, the recent establishment of Specialist Domestic Violence Courts (SDVCs) could improve the court process. ‘A review of 23 SDVCs conducted between October 2006 and March 2007 found that ten had achieved successful prosecutions in more than 70% of domestic violence cases. These ten courts also had the fewest cases discontinued. Nationally, there was a 15% increase in the number of domestic violence cases being prosecuted in 2006/07 compared with 2005/06, and successful prosecutions rose from 59.7% to 65.2% in the same period’ (HM Govt. 2008:22).

Cultural

Ultimately a discourse exists where rape is tolerated because perpetrators of SV crime are rarely punished. ‘The reluctance of the police to record or prosecute a complaint of rape appears to be matched by the reluctance of judges to convict and sentence men accused of rape’ (Davidson & Layder 1994:74). The injustice in this area of criminality has somewhat perpetuated the existence of the crime of rape 28. ‘Cast in a mould constructed within male-dominated society, women’s experiences of sexual and physical violation take on an illusion

28 Because the severity of rape has been ignored for so long, the prosecution rates remain unacceptably low and this continues on a cycle where it continues to be un-recognised, and this has the effect of perpetuating the crime as almost acceptable.
of normality, ordinariness’ (Stanko 2002:252). Man-made law should be exposed for what it is, as shaped by male norms and interests and ‘structured around the situations and circumstances they, rather than women, commonly encounter’ (Radford 2001:233).

Smart challenges the way law constitutes victims within our culture by sexing its subjects. As soon as you sex a subject, you are subordinating it29. Smart says that, ‘the judiciary and/or legal jurisprudence retains a view of women as a homogenous category and then attributes to this category stereotypical behaviours and emotions which it then reifies in its judicial utterances’ (Smart 1999:239). Culturally men are expected to be aggressive and dominant in all spheres of action30. The connection between male sexuality and aggression has been legitimated by psychologists and the legal system alike (Smart 1999:104). Ultimately, gender neutrality is essential for changing the discourse within law and maybe the mass collection and implementation of DNA onto a database would remove gender distinctions31. ‘Feminist arguments designed to persuade the courts to recognise women’s vulnerability to sexual violence and deeply entrenched legal biases against women ran aground against firmly held legal norms and social stereotypes. What success feminists have enjoyed in the court in the context of the criminal law has come when they have deployed arguments that tend to reify female sexual vulnerability and male sexual aggression. (Campbell 2001:347).

Women have faced cultural challenges for years and this has not been helped by ignorant attitudes in academia; Pollak (1961) warns against being deceived by false accusations of rape and Davis (1971) argues that the individual prostitute is socially expendable. Up until 1991 (enshrined in legislation 1995) it was legally sanctioned to rape within marriage32. Feminist struggles around the law on rape and marriage were successful in

29 There is something implicit about the language of objectifying someone and what is done to them in that process. It can become a self fulfilling prophecy. There is no analysis of the language in the roles we take on. It is very tenacious and difficult to break and there are similar patterns in the court language of the CJS. The environment and the gender of the prosecutors and judge, and the language that’s used; where the victim and perpetrator are told ‘you are one of these’ (either victim or perpetrator and so you comply) contributes to objectifying people. See Foucault, Jean Paul Sartre and Simone DeBeauvoir.
30 There are hierachal, patriarchal systems in most cultures where women are subordinate and men are considered violent by nature and therefore this violence against women is accepted. According to Coward, positivist ideas about sexual violence, for example, the concept of ‘natural instincts’ are ‘very comforting’. Coward, R. (1984) ‘The Instinct, in Female Desire: Women’s Sexuality Today.’ Paladin, London.
31 Is gender neutrality possible? It is essential for changing discourse within the law, yet you have to maintain gender distinctions to identify ‘actors’ within an offence of rape. However the offence should stand independent of the gender of the victim and/or perpetrator. Gender needs to be removed entirely so the focus can be on the assault taken place. However, when it comes to the DB, the distinction between male and female is essential. Ultimately, it is the meanings and stereotypes underlying these distinctions which need to be removed.
32 R v R [1992] 1 A.C. 599, House of Lords. Courts over-rulled parliament. Crime - Sexual offences - Rape - Husband and wife living apart - Husband attempting sexual intercourse with wife against her will - Whether husband immune from charge of attempted rape - Sexual Offences (Amendment) Act 1976 (c. 82), s. 1(1). The judge rejected his submission that by virtue of section 1(1) of the Sexual Offences (Amendment) Act 1976 the offence of rape was one which was not known to the law where the defendant was the husband of the alleged victim. He thereupon pleaded guilty to attempted rape and assault occasioning actual bodily harm and was convicted. On the defendant's appeal against his conviction of attempted rape, the Court of Appeal (Criminal Division) dismissed the appeal; Held, dismissing the appeal, that there was no longer a rule of law that a wife was deemed to have consented irrevocably to sexual intercourse with her husband; and that, therefore, a husband could be convicted of the rape or attempted rape of his wife where she had withdrawn her consent to sexual intercourse; that section 1(1) of the Sexual Offences (Amendment) Act 1976 did not give statutory recognition to and perpetuate the
resisting and overturning what the state prescribed as criminal. The state is now conceptualised as a gendered set of apparatus, serving the aims of a patriarchal order. It is not only that state institutions are overwhelmingly staffed by men but that masculinist ideologies inform the policy and decision making process. Essentially the masculine hegemony within the law provided an excuse for discriminatory practices against women and enforced these attitudes until recently.

Some women feel that the police force still remain insensitive to violence against women, treating reported cases as mere domestics. The state legitimises domestic violence by not acknowledging it. Staff members across the CJS are equally likely to be influenced by available stereotypical explanations of female behaviour. Therefore a police officer, who fails to comprehend that a woman can be raped against her will or tends to assume that false accusations are frequent occurrences, may be less than understanding and sympathetic in his treatment of the victim. However overall research suggests the rate of false allegations of rape is no higher than those of other crimes (Kelly 2005:81).

The CJS has its own cultural logic and the Government is still working on challenging this. ‘The courts are unwilling to compromise deeply held legal and social norms’ (Campbell 2001:347). Smart says that ‘the legal profession and judiciary showed themselves to be largely impervious to attempts to redefine the issue of sexual assault as an incident of ‘real’ harm.’ In addition, the legal profession demonstrates ‘the desire to retain the power to define what constituted a harm or a crime and to impose a benevolent outlook on men who erred’ (Smart 1999:364).

The Sexual Offences Act 2003 was the first major overhaul of sexual offences legislation for more than a century, setting out a strong, clear and modern approach to this sensitive area of the law. Despite its introduction in May 2004, to help define and prosecute sexual offenses, it has not improved the prosecution rate and remains unacceptably low.

Even if the entire CJS was not structured around hegemonic masculinity, the overall burden of proof still remains. This entails that a UK citizen is innocent until proven guilty. Therefore you have to presume that the woman consented to sex, and the man is innocent, unless there is sufficient forensic evidence (and signs of violence) to the contrary. This is highly problematic because the woman is firmly challenged in her claim and has to prove the incident took place. There is not another crime where the victim is questioned and challenged.

---


34 This may not be applicable to female police officers, although women ascribe to hegemonic beliefs and stereotypes too.

35 In the UK 8% of cases reported to the police were designated ‘false’ reports. However, internal police rules specify that only cases where either there is a strong and credible admission by the complainants, or where there are strong evidential grounds, should be classified as ‘false’. Further investigation of this figure of 8% found that only 3% of cases designated false fell within the police categories of ‘probable’ and ‘possible’ false allegations (as opposed to additionally those classed as ‘uncertain’). (Kelly 2005).

36 Consent was given a legal definition which makes it easier for juries to make fair and balanced decisions on the question of consent, and sends a clear signal to men that they can’t make assumptions. Also, all sexual offences now apply equally to males and females of any sexual orientation to remove discrimination (H.O Victims of Crime; Sexual offences 2006).
like this. It depends absolutely on their consent or absence of consent\textsuperscript{37}. Consent is ultimately a cultural issue, and consent to sex by a woman is often assumed within UK culture\textsuperscript{38}. Whilst SV crime continues to occur without severe consequences, the issue of consent will remain. Trying to consult the societal cause for SV is substantial because attitudes about sex and crime run deep into our belief systems. Furthermore, it hasn’t provided any immediate solution to the problem and therefore another method needs to be adopted\textsuperscript{39}.

Moreover, the failure of legislative reforms and Government initiatives\textsuperscript{40} to increase the prosecution rate has done little to inspire confidence that reform of more criminal laws will bring safety and justice for women. Unfortunately, attitudes remain deeply imbedded and so the success of these initiatives is slow.

**Forensic Evidence**

It is important to utilise forensic powers as a way of reforming and improving the incidence and prosecution of SV. Forensic evidence can be maximised through the collection and storage of data. Changes in the law have assisted the development of the NDNAD which is paramount within the court process for providing crucial evidence, initiating guilty pleas and assisting women in their claim. This is how the DB can help the striking issue that has so far been ignored by a masculinist hegemonic legal system\textsuperscript{41}.

Due to the nature of SV crime, there is often DNA evidence available which is used almost automatically. ‘It is understood DNA evidence significantly increases the chance that a criminal will be identified’\textsuperscript{42}(Nuffield bioethics 1/11/06). In 2005/06, the number of cases linked to one or more subjects, was 1146 for violent sex crime; 635 for rape and 197 for other sexual offenses (H.O Annual Report 2005:35). Although DNA makes a relatively small contribution to all detections, it makes a powerful contribution to those cases in which it is available. (H.O 2005:15) This is especially true for cases of sexed violence as identified by Briody 2004 (see chapter 3).

Physical evidence can provide an important tool for linking together crimes as the work of a single perpetrator. ‘Advances in forensic technology mean that it is possible to gather and use more evidence than ever before in rape cases as well as making the prospect of coming forward less stressful’ (FSS 2007). The NDNAD would ensure that this potential is maximised. DNA analysis provides unusually powerful and persuasive evidence for courts to evaluate, since this evidence is frequently accompanied by bio statistical evaluations

\textsuperscript{38} An Amnesty International survey recently said a third of respondents thought women who behaved flirtatiously were wholly or partly responsible if they were raped (BBC News Tighe 2006). Nearly a third of people (30%) say a woman was partially or totally responsible for being raped if she was drunk (Fawcett 2008). Also see Home Office ‘Safety and Justice’ Paper 2003:16
\textsuperscript{39} Sociological understandings of rape are deeply engrained and a full analysis is beyond the scope of this dissertation.
\textsuperscript{40} Sexual Offense Act 2003; Home office advertising campaign warning men that they could go to jail for rape if they have sex without consent; Specially trained officers and specialist rape prosecutors in every area; The National Delivery Plan for Domestic Violence and the Cross Government Action Plan on Sexual Violence and Abuse (HM Govt. 2008:17-22)
\textsuperscript{41} There is a parallel here between consenting to a sex act and consent for giving/taking DNA; one has the right not to consent to either. However I will challenge the value placed on DNA samples used for criminal identification purposes in chapter 4.
\textsuperscript{42} For example, the detection rate in domestic burglary is 16% when no DNA evidence is available, but 41% when a sample is found’ (Nuffield bioethics 1/11/06).
‘indicating that the matching pattern between the forensic spectrum and defendant is exceedingly rare in the population, occurring perhaps in one person in a million, a billion or even a trillion’ (Jeffreys 1993:22).

Another benefit of using DNA, aside from its reliability, is the common presence of evidence at crime scenes. ‘Physical evidence was present at 88 per cent of crime scenes’ (Redmayne 2001:17) and this identifies the need for a database which could match crime scene data and locate perpetrators. DNA data should be used as a matter of course in all rape cases. Forensic evidence is essential for laying a foundation that will initiate a fair trial and avoid the accused having access to excuses of denial. The use of DNA increases the chance that crimes will be detected and brought to justice, not least because the existence of DNA evidence linking an offender to a crime can provoke early guilty pleas and remove the need for cross-examination; it can also exonerate the innocent. ‘The number of DNA matches more than doubled between 1998/99 and 2006/07. There is a particular focus on using this technology to identify rape offenders through Operation Advance’ (HM Govt. 2008:21)

It is a basic tenet of police work that the earlier action is taken to obtain evidence, particularly forensic or physical evidence, the greater the prospect of a successful outcome. ‘It is essential that there is sufficient evidence to charge the offender before the offence can be classified as detected and, given the seriousness of the crime of rape, there should be few occasions when a case is concluded in this way’ (HMCPSI 2007:3.40). There are grave errors in the UK criminal justice system when accusations of rape fail due to a lack of evidence because we have the technology to prevent such errors! Either the charge is reduced to sexual assault or the case is dropped entirely. In several cases, the report was ‘no crimed’ on the basis that there was insufficient evidence that a crime had taken place (for example, where the only issue was consent). (HMCPSI 2007:3.22).

In order to hold offenders accountable for their crimes, recommended court responses to VAW ask criminal court judges to take into account special considerations in criminal cases. ‘The message must be loud and clear that violence against women will not be tolerated by the justice system. Penalties should be designed to motivate the offender to stop his violent and abusive behaviour’. These include the permission of ‘expert witness testimony on a range of issues from rape trauma syndrome to DNA testing’ (Kuriansky & Little 1998).

National DNA Database

A lot of literature highlights the inadequacies of the CJS in prosecuting sexual abuse cases (Pateman 1989, Smart 1998, Radford 2001, Kelly 2005), but has not suggested practical alternatives for change. The controversial question of whether our penal system should implement permanent retention of DNA is a moral challenge of a scale that makes it one of the most pressing social issues of the day. The Government has finally recognised, via publication, the unacceptable prosecution rate for SV and is trying to rectify the issue. The Government appears determined to tackle the gap between the reporting of rape and

43 Offenders may confess to a crime because DNA is powerful forensic evidence
44 See Chapter 3 for more details on Operation Advance
convictions and ‘the implementation of the Rape Action Plan\textsuperscript{46} in 2002 has greatly improved good practice by police and prosecutors’ (H.O Press Release 2005).

Following the HMIC report 2007, which highlighted low conviction rates for rape, the Forensic Science Service is working to implement new procedures to help rape victims and provide victims with a choice of male or female Sexual Offence Examiner (SOE). Recommendations throughout the report focus on the importance of obtaining forensic evidence as a method to improve conviction rates and ways of achieving this.

Project Sapphire was introduced in 2001 and is the Met Police’s new approach to improving rape investigation and victim care\textsuperscript{47}. The Met’s current priority is to promote reassurance among victims of sexed violence using the DB and cold case investigations. ‘Cold-case review is now an established area of work within Project Sapphire. The review team re-opens unsolved stranger sexual assaults, utilising the forensic advancements in DNA techniques to identify suspects. By doing this, Sapphire can arrest and prosecute sexual offenders who have, so far, evaded justice. This sends out a clear message, not only to offenders, but also to reassure victims’ (MPS Annual Report 2004/05:31). Project Sapphire has also conducted Forensic Awareness training designed to encourage the maximisation of forensic opportunities at scenes of crime and the need to handle evidence with exceptional sensitivity to avoid cross-contamination (MPS 2002). New early evidence ‘modular’ sexual offence examination kits have been re-designed by the FSS. ‘The kit makes things less stressful for the victim and improves the integrity of the evidence collected’ (FSS 2007).

The NDNAD also has a lot of criminological strength for SV cases as a crime control method. Firstly, is that of deterrence, where offenders may be deterred from committing any crime where DNA could be left\textsuperscript{48}. Secondly is defence, to protect victims of all violence where DNA could be collected and used as evidence against the offender. Thirdly, it could help encourage victims to come forward with a charge and to punish criminals effectively and quickly for their crimes. Dr Carole McCartney is a lecturer in criminal law at the University of Leeds and identifies several pluses of the database such as; less reliance on eye witnesses evidence which is flawed\textsuperscript{49}; traces offenders quickly without available leads; results in swift detection and helps to ensure convictions (McCartney Presentation 2008).\textsuperscript{50} Furthermore, DNA can link unsolved crimes together, and inform the police to possible suspects, both in stranger rape and familial cases\textsuperscript{51}. ‘DNA databases are sure to provide a potent tool, especially in sexual crimes, where the perpetrators are often repeat offenders with criminal records’ (Miller 1995:7). However this is not to say that DNA databasing is infallible; science is a progressive undertaking where errors can occur. Therefore DNA evidence is not used solely in criminal proceedings, but is relied upon as a highly dependable source for forensic information.

\textsuperscript{46} The Rape Action Plan was published in July 2002. It made 18 recommendations for action to the police and CPS – measures include improvement of facilities for forensic examination, training for police officers, specialist rape prosecutors, guidance to barristers and special measures for victims in court.

\textsuperscript{47} See chapter 3 for statistics on the success of Project Sapphire

\textsuperscript{48} I will address deterrence theory more in chapter 3.

\textsuperscript{49} More than three-quarters of wrongful convictions examined were the result of a false eyewitness identification (#25 Explore DNA 2008)

\textsuperscript{50} Leary and Pease 2002 also support the DB.

\textsuperscript{51} See Chapter 3 for more information on familial testing – using the DB to find the offender by searching samples of potential relatives.
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Discourse on crime prevention questions whether DNA databasing is the way forward; asking whether we should assess the causes of SV before attempting such measures to control it. ‘Some argue that money would be better spent tackling social inequalities and the causes of crime’ (The Inquirier 28 June 2008). Alternatively, DNA databasing could be viewed as an infringement of human rights and another way for the state to impose its rules and regulations. In addition, implementing a DNA database on a large scale could be viewed as controlling, positivistic and hegemonic. Even our understanding of DNA has privileged associations due to the trusted nature of scientific claims; however despite these issues DNA databasing could still operate in a positive way to help women with regards to SV.

In the future the existence of the NDNAD could encourage women not to be so fearful of reporting their assault because they know the case might have more chance of a prosecution due to DNA match forensic evidence. Ultimately, theorising on the causes of SV does nothing to actively change incidence of this crime or improve prosecution rates, thus the rights of these victims continue to be violated, such as the Right to Freedom from physical/sexual assault as outlined in the National UN declaration on the elimination of Violence Against Women 1994. Although I understand that asking the cause of something is important, I am somewhat against this etiological question because trying to understand criminal behaviour has no immediate effect on stopping or reducing violence. Furthermore theoretical perspectives cannot offer any comfort about today’s crime problem or future, because there are no answers and even more important, no solutions.

With no current means of improving the situation, long or short term, implementation of the NDNAD appears to be an immediately effective system which could also operate to prevent and reduce the incidence of sexual abuse. ‘DNA profiling is a powerful tool in solving many serious crimes and deterring serious criminals. In a typical month, matches are found linking suspects to 30 murders, 45 rapes and 3,200 motor vehicle, property and drug crimes’ (GeneWatch 2005:7). In addition to this, if everyone’s DNA was held in a database, the police would be encouraged and aware of the potential to take the case forward and more guilty criminals would be tried and prosecuted. The DB is not a solution however, but an effective measure and an important factor (among others) in improving prosecution rates.

Critics of the database see it as a coercive measure for political hegemony, however the database should therefore be viewed as a positive aid to break down and challenge the hegemony and masculinities inherent in the law, whilst also being a part of the criminal justice system. This may appear contradictory, yet I am not unaware of the limits or ironies of reformism. Beneficial change can occur in a patriarchal social order and the development of the database is a starting point. The DB is a neutral criminal device which could be viewed as recognising and problematising SV through the utilisation of evidence as power.

---

52 Positivism is a theoretical approach which argues that crime can be studied scientifically using methods derived from the natural sciences. Its aim is to search for, explain and predict future patterns of behaviour using ‘empirical’ truth. In criminology it straddles biological, psychological and sociological disciplines in an attempt to identify key causes of crime – whether genetic, psychological, social or economic – which are thought to lie largely outside of the individual’s control. It has been scrutinised as denying the role of human consciousness and meaning in social activity and preventing an over-determined view of human action. Feminists are against the denial of agency which positivism entails. It is the empirical science behind the DB – DNA evidence as truth – which can be viewed as positivistic. This has negative connotations because it denies the existence of other truths and possibilities.

53 There is an issue of the Prosecutors Fallacy which applies to the use of DNA evidence in court and this will be further discussed in chapter 2.
The NDNAD could initiate change on a technical level. Ultimately, however, rape must be delegitimized as an acceptable act. Collecting DNA for a database may be considered a coercive measure, but it is also a necessary measure. The perpetration of SV is not acceptable. The cultural script has to change; any man who commits an act of SV should know that their crime will not go unpunished. Feminist writers point to what the state has omitted to do as much as what it does do. Thus, it is not so much a case of over-regulation but the under-regulation of crimes against women, for example, in areas of domestic and SV. Therefore, I would argue that the NDNAD could be used as a regulatory resource for SV.

Consistent use of the NDNAD against a backdrop of growing international concern about VAW, would instil confidence in the CJS by the UK population and the police force alike. The police have been held responsible for the poor prosecution rate in cases of SV but this could change; the NDNAD may encourage the pursuit of forensic evidence in all complaints and this may promote a change in attitudes through an educated understanding and encourage acceptance of the DB.

DNA identification is not always necessary in cases where the rape victim is known to the offender, but it still remains essential to help prove presence and the incidence of a sex act. Ultimately investigation into whether the sex act was consensual or not is down to the police and jury, and this is where the CJS faces cultural issues. Therefore the DB can only contribute partially to any rape prosecution success. I would argue that any contribution is beneficial and thus the use of the DB for this end should be encouraged.

Conclusion

The difficulties of proceeding with a complaint of rape through the CJS are gradually being acknowledged and the Government has implemented measures to improve these difficulties, but there are so many problematic areas, including the police. The NDNAD can be viewed as a measure, which may help evidential issues and confront the hegemonic masculinity within the law that has so far misrepresented the serious issue of SV. Rapes are qualitatively the most important offences to bring to justice. Furthermore, rapists are likely to offend in the same way for the rest of their lives (BBC Panorama 2006).

Ultimately, rape claims face two main issues in court; lack of evidence and issues of consent. Whilst the NDNAD cannot directly tackle consensual issues in court, it can provide powerful forensic opportunities which could make a significant difference to the poor prosecution rate. It could also instil confidence into those who felt subjugated by the law, and the police.

As of now, the police have not been able to use DNA evidence effectively because the offender was protected by his legal invisibility, which I will discuss in the next chapter. With the growing collection of DNA profiles, the solving of crimes and elimination of suspects will be greatly improved. However, the concept of privacy hinders consent for DNA sampling and the development of the NDNAD. Before the terrible and damaging crime of sexed violence can be tackled respectively, the importance assigned to privacy must be transposed so that this progress within the CJS can continue.

---

2) Analysis of critiques on the database

I will begin this chapter with a synopsis of the relevant legislative changes which have occurred to facilitate the establishment of the NDNAD. I will then explore the implications of various criticisms on the NDNAD from human rights groups such as GeneWatch, the media and The Nuffield Council, and counter arguments to these objections. The recommendations made by some HR groups may hinder progress of the DB through societal influence and regulation. I will argue that the progress of the NDNAD is necessary for beneficial crime control and I will conclude the chapter with defences from The Home Office and Rights of Women for corresponding analysis.

Legislation

Before 2001, the police could take DNA samples during investigations but had to destroy the samples if the people concerned were acquitted or charges were not proceeded with. The Criminal Justice and Police Act 2001 amended\(^55\) the Police and Criminal Evidence Act 1984 (PACE), removing this requirement (so long as the samples had been lawfully taken).\(^56\)

PACE was further amended by the Criminal Justice Act 2003 to allow the police to take DNA samples and fingerprints without consent, from all persons arrested for a recordable offence\(^57\). Thus it is not now an offence to take DNA without consent. ‘These changes broadly reflect the recommendations of the RCCJ\(^58\) – the Royal Commission on Criminal Justice’ (Elliott & Quinn 2007:367). Another factor contributing to this decision was the exculpatory uses of DNA data for exoneration in criminal cases.

The Criminal Justice Act introduced in 2004 allowed police to take DNA and retain it indefinitely from anyone arrested and detained. By 2005 DNA was taken as a matter of course in all cases. In 2006 The Serious Organised Crime and Police Act\(^59\) came into force and made almost every crime an arrestable offence.

\(^{55}\) The legislation changed following two cases which demonstrated the potential value of the retention of profiles on the Database. The two cases (R v B and R v Weir) were the overturning on appeal of the convictions of a rapist and a murderer despite DNA evidence that linked the defendants to the offences. The convictions were quashed by the Court of Appeal on the grounds that the DNA evidence should not have been admitted. The defendants had been identified through their DNA profiles being retained on the Database for earlier offences when they should have been removed. This caused considerable public concern and the law was subsequently changed to allow profiles to be retained on the Database. (FFS Press Release 2007:6)

\(^{56}\) The Police National Computer (PNC) is used to record the associated demographic information enabling a link to be made to associated DNA and Fingerprints. This in turn provides the necessary link between DNA and, or fingerprints recovered from a crime scene and the suspect (FFS Press Release 2005)

\(^{57}\) In order to link these samples to an individual, the police need to keep a demographic record on PNC (FFS Press Release 2005)

\(^{58}\) It was set up in 1991 to examine the penal process from start to finish

\(^{59}\) Section 64 of PACE restricted use of the DB to purposes related to the prevention or detection of crime, the investigation of an offence or the conduct of a prosecution. Where a person died of natural causes or as a result of a disaster such as the tsunami in South East Asia at the end of 2004, it was therefore not possible to use the DB to help identify the deceased person’s body or body parts. This position was remedied through implementation of subsection (7) of section 117 of the Serious Organised Crime and Police Act 2005 (SOCPA), which amended section 64 of PACE to enable profiles from DNA samples taken from any deceased persons to be checked against the DB for identification purposes, irrespective of whether there is any suspicion of their involvement in a crime. This amendment to section 64 of PACE came into effect on 7 April 2005. (H.O Annual Report 2005:9)
On 4 December 2008, the European Court of Human Rights found in the case of S and Marper that the blanket policy in England and Wales of retaining indefinitely the fingerprints and DNA of all people who have been arrested but not convicted was in breach of Article 8 of the European Convention on Human Rights. The decision was based on the inadequacy of certain safeguards, too broad an access to data and insufficient protection against misuse or abuse (H.O Press Briefing 2009). However, the ECtHR agrees with the Government that retention of fingerprint and DNA data ‘pursues the legitimate purpose of the detection, and therefore, prevention of crime’ (H.O Press Briefing 2009). This is a key point in the judgment and reflects the recognition by the Court of the importance of DNA and fingerprints in helping to detect offenders and bring them to justice.

Nevertheless, the ECtHR ruling means that the law in England, Wales and Northern Ireland will have to be changed to be consistent with the judgment and destroy the DNA and records of people who are acquitted or have had charges against them dropped. The details of how the judgment will be implemented have still to be worked out, but on 7 May, the Home Office published the public consultation paper ‘Keeping the Right People on the Database’. This allows for public and parliamentary debate on the issues raised by the ECtHR decision until the law is changed in 2010. I will discuss these proposals in chapter 4.

Prior to the ECtHR ruling, changes to legislation legitimated the NDNAD and removed its association with unfair practice. ‘Surveillance activities in the past were unregulated, which may have been a breach of the European Convention on Human Rights which protects the right to privacy [Art.8]. DNA collection is not considered an intrusive surveillance technique similar to bugging, intercepting communication and covert investigation (Elliott & Quinn 2007:370). Despite this current academic opinion, the ECtHR still decided that DNA retention is intrusive to one’s rights. I maintain that it is for crime prevention and identification purposes only, for the benefit of criminal procedure, and not intrusive to one’s rights.

GeneWatch has been critical of the changes in legislation that occurred prior to the ECtHR ruling because there was insufficient public or parliamentary debate. They have argued that ‘standards relating to police use of DNA data have been effectively reduced in every state to the lowest standard operating in any of them’ (Staley 2005:26). Similarly the Human Genetics Commission say that the database has not been subjected to sufficient debate, either in parliament or amongst the public, and the reasons given for retaining DNA profiles are not compelling (HGC NDNAD Working Group 2008). The Home Office publicised changes in the law, only after the legislation has been updated and this does not maintain transparency. However, there have been many criminal cases solved due to the implementation of the NDNAD. If it wasn’t for these legislative changes (or apparent lenient restrictions), there would not have been so many successful detections and prosecutions. Arguably this is a pragmatic justification, not a moral one but it is an achievement which should be recognised.

---


62 It is recognised that the UK has less restrictive data protection laws, as far as criminal justice investigations are concerned, than most other countries. (Home Office Seminar Report 2005:35)

63 I will outline several case study examples in chapter 3.
Other criticisms surrounding legal policy on the database include volunteer samples and research. The NDNAD is unique in the sense that consent is not revocable and this is contrary to most medical practice. ‘Most volunteer samples are obtained from victims, third parties or a member of a population identified for an intelligence-led screening, for elimination purposes in relation to the investigation of a specific offence. Profiles are only added to the NDNAD if the person provides separate written consent’ (H.O Annual Report 2005:30). The Association of Chief Police Officers has advised that records should only be removed in exceptional circumstances, such as if the arrest or sampling was unlawful, or where it transpires that no crime has been committed (ACPO DNA & Fingerprint Retention Project 27 January 2006).

The NDNAD is compliant with the Data Protection Act, however exclusions apply to any research related to criminal behaviour or crime prevention, therefore some external companies can have access to the samples. Access to samples or data on the NDNAD is strictly monitored for research into ‘crime’ only and for development purposes. These requests are channelled through the Custodian to the NDNAD Strategy Board who reject the majority of requests on the grounds that they cannot see any police need for the service (H.O Annual Report 2005:43). It is important to be robust in using data protection to help detect crime as opposed to using it as a barrier to the exchange of information (H.O Seminar Report 2005:35). However, the opportunity for criminal related research will be seriously hindered by Home Office proposals to reduce the retention period of DNA samples to six months. This allows only a small window for further study and will also prevent information getting into the hands of an insurance company or other interest – though that was never likely.

**Criticisms by GeneWatch**

GeneWatch UK does not oppose the existence of the NDNAD, noting its usefulness for law enforcement, however they ‘believe that the current operation of the NDNAD does not strike an appropriate balance between the rights of the individual and the interests of the public’ (Staley 2005:47). It has lobbied against its rapid expansion under the current Government from about two million individuals in 2002/03 to around four million.

---

64 The process of giving a sample to help an investigation, and for the sample to be retained, is separate. But once consent is given, it cannot be withdrawn, unlike in Scotland.
65 Retention of DNA is a contentious issue, particularly in light of recent cases such as S & Marper who won their appeal through the EctHR to have their fingerprints and DNA profiles removed following acquittal. See chapter 3.
66 Scientists have begun to be granted permission to use the database for research related to crime prevention. One of the strategic developments proposed in the DB 05-06 report is to ‘encourage opportunities to derive more intelligence information from the Database’ ((H.O Annual Report 2005:1). This is concerning because the specific intelligence is so ambiguous.
67 Requests are occasionally made to the police, or suppliers of forensic science services, for access to a DNA sample taken under PACE or provided voluntarily, or for the profile from such samples held on the NDNAD, to assist with determination of the paternity of a child in civil cases. Use of the samples or profiles for this purpose is expressly prohibited under the terms of section 64 of PACE ((H.O Annual Report 2005:9)

Furthermore, the Government’s announcement in the Genetics White Paper in 2003 that the Human Tissue Bill would introduce a new offence of testing an individual’s DNA without their consent followed a Human Genetics Commission recommendation to change the law to prevent non-consensual genetic testing, including paternity testing. The HGC therefore welcomed section 45 of the Human Tissue Act 2005, which made it an offence to have DNA for the purposes of analysing DNA without consent. This change in law is clearly set out in the Human Tissue Authority’s code of practice. (FSS Press Release 2006)
individuals in 2006/07. Director Helen Wallace of GeneWatch stated ‘no DNA should be kept from someone who is not a convicted criminal’ (Daily Mail January 21 2006).

In January 2005, a report compiled by GeneWatch reviewed the concerns about the NDNAD, emphasising the importance of privacy. ‘While there is no doubt that society does have an interest in the detection and prevention of crime, this cannot be used to justify every infringement of the individual’s right to privacy and the loss to our civil liberties’ (Staley 2005:47). GeneWatch believe that DNA databasing is an infringement to privacy. They aim to halt further development of the DB because of the potential threat of future misuse. This is despite actual crime detection and control benefits, case examples of which they add to the report to convey ‘balance’. However, unfounded ideas that we should be fearful of DNA information are also sown into the report, ‘there are fears that this information may be misused in ways that threaten our individual rights’ (Staley 2005:5). My contention to this is on two levels. Firstly is that there is no current misuse of DNA profile information, and secondly, DNA profiles do not contain enough information to infringe upon one’s privacy.

GeneWatch also point out that a match on the database does not guarantee a conviction. Past Home Office estimates have said that half of all matches to the database lead to a detection (The Register 29th June 2008). According to GeneWatch, just one out of every eight DNA matches leads to a conviction and custodial sentence; however this figure is still a valuable contribution to prosecution success. I argue that it is because the DB is not extensive enough, that the number of DNA profile and crime scene matches has not significantly increased (see chapter 3).

Although the report highlights several case study examples of DB success, this is not the focus. There are no statistics in the paper which identify the problematic extent of SV, so an informed decision cannot be made in relation to this crime. I argue that it is precisely through the indefinite storing of data and further growth of the system, that victims of violence will benefit most. This is because many cases struggle to prosecute without forensic evidence and DNA match information is essential prior to the suspect interview and helps to ensure a guilty verdict. Therefore the DB could improve conviction rates. This potential justice for victims of SV is an acceptable balance against the small infringement to our privacy. Criminal conduct places a higher and continuing threat to society, than the operation of the NDNAD. The issue of SV is an actual, frequent occurrence, but the feared and predicted flaws of the database are yet to be realised and are not the central problem.

GeneWatch makes several recommendations for tighter controls on the NDNAD. Firstly, DNA profiles (except samples from the scene of a crime) should not be retained once an investigation is complete. ‘The purpose of retaining an individual’s DNA profile on a database (as opposed to collecting it) is to treat them as a suspect for any future crime’ (Staley

---

68 Although the ECtHR has ruled that profiles interfere with the right to private life because it is possible to identify genetic relationships with STR information (CASE OF S. AND MARPER v. THE UNITED KINGDOM 4 December 2008).
69 I will challenge concerns, such as privacy and technologies of fear in chapter 4. See Foucault’s analysis of technologies; people as vehicles of understanding and power.
70 The National Policing Improvement Agency has said it is not possible to give a number of convictions secured with DNA because people cannot be convicted on DNA evidence alone (The Inquirer 28th June 2008).
2005:48). I reject this assertion because it does not confront potential recidivism, or allow for easy detection of an offender with a previously clean record.

I also reject the following recommendations by GeneWatch;

- The personal data and DNA profiles from people whose charges have been dropped, or who have been acquitted, should be removed from the NDNAD (unless they were connected with a serious violent or sexual offence);
- DNA samples should not be taken until a person has been charged, unless needed to help prove or disprove a suspect's involvement in a specific offence;
- The database should not be expanded to include the whole population;
- People's personal data and DNA profiles should not be kept indefinitely on the database [except when they have committed serious violent or sexual crimes] (Staley 2005:9).

Conversely, I propose that data should be stored indefinitely; that data should be taken from anybody (regardless of whether or not they volunteer); and that the DB should expand for improved profile and crime scene match success.

Although the recommendations are not rules, and do not have the power of legislative influence, they do have power on legislative decisions through discourse. This has been proven by the ECtHR judgement which has ruled against permanent DNA retention. The discourse within the GeneWatch report is similar to journalistic rhetoric and subjective because the language is deployed to obscure meaning and incite fear. For example; 'threats to genetic privacy', 'capacity to reveal personal information', 'possibility of false matches'. This language is emotive because ‘possibility’ becomes ‘certainty’ and ‘could’ becomes ‘will’. GeneWatch even associates DNA databasing with a form of punishment; 'Innocent people should not have to pay any penalty to the state, no matter how small that penalty is.' (GeneWatch 2005:38) Whilst the NDNAD is not abused in a negative way, and remains restricted for crime control, it should not be considered a penalty to the public.

This is not to deny that DNA evidence is fallible and so it should be used with caution, as is the case with all evidence. Therefore some recommendations, which are not detrimental to SV crime detection, should be adopted to improve the system and provide constructive prevention of abuses. Therefore the following three recommendations I do support;

- An independent body should be set up to review all future applications to access the data and samples for forensic and non-forensic purposes; to ensure standards are maintained; and to ensure public accountability and transparency;
- An 'Innocence Project' should be established to investigate possible miscarriages of justice using DNA;
- An independent review of whose DNA data should be sampled and retained is urgently needed (Staley 2005:8).

---

71 Sexual offenders are likely to be recidivists and frequently leave biological evidence Simoncelli 2004:3 Recidivism accounts for approximately 75% of criminal activity(H.O Annual Report 2005:14)

72 Article author Sue Reid attacks db’s existence using hyperbolic terms such as: ‘chilling, worrying twist, staggering, Big Brother technology, ‘labels the blameless as well as the guilty, atmosphere of growing public anger, sordid reality’. This is unnecessary (Daily Mail January 21 2006)
GeneWatch also recommend that ‘only DNA profiles and personal data need to be on the database to find a ‘match’ for a criminal investigation’ (Staley 2005:8). There is a distinct difference between a digitised DNA profile and a biological DNA sample. To summarise the contentious debate, you cannot find out everything about a person from the DB profile. A profile is a numerical code derived from a DNA sample, usually collected in the form of a buccal swab. This profile does not contain any usable information about an individual except whether they are male or female. It serves simply as a code by which an individual can be identified. The profile is used to match individuals recorded on the database to samples found at crime scenes (HGC NDNAD Working Group 2008).

The NDNAD holds the person's name, date of birth, ethnic appearance, gender and information about the police force which took the sample. This is sufficient for the police to be able to contact the person if required and the Police National Computer (PNC) holds the person's postal address. The ethnic appearance is recorded to help identify a person in case other details are wrong (NPIA Dispelling DNA Myths 2008).

Unlike DNA profiles, which contain little genetic information, the biological samples themselves are retained and stored on the DB post analysis by suppliers, for quality assurance purposes. It is also possible to carry out further analysis of a biological sample to obtain or infer additional information (such as a person’s eye colour or whether two samples come from people who are members of the same family). This further analysis, for purposes other than criminological, is prohibited by laws and not routinely carried out in police investigations at present (HGC NDNAD Working Group 2008). It has been suggested that there would be better control of the samples and public reassurance if the samples were to become the responsibility of the Custodian once a successful analysis has been obtained. (H.O Annual Report 2005:22) The Nuffield Council states that ‘electronic retention of fingerprints and DNA profiles is much less contentious than the retention of biological samples and incurs very little cost (P10 Nuffield executive summary). I agree that the storing of a sample, which contains more information than the simple profile required to detect and prosecute an offender, is unnecessary and details about health and genetic disposition are currently irrelevant to crime control. The Home Office proposal to destroy samples after six months will resolve this issue although I would argue that this retention period is problematic and too short. Furthermore any developments to profiling techniques, i.e. SNPs, will be seriously affected to the detriment of the DB.

---

73 The analysis process looks at non coding regions of DNA. They do not indicate any defining characteristics other than gender, and cannot be used to make any determinations as to the health or appearance of the individual. Some chromosomal abnormalities may be indicated during the analysis process, but this information is not recorded on the NDNAD profile (NPIA Dispelling DNA Myths 2008).

74 Both the sample and profile are routinely kept, although the terms under which this occurs differs within the different jurisdictions within the UK. (HGC NDNAD Working Group 2008)

75 However the Nuffield Council argue that ‘ethnic inferences for DNA should not be routinely sought by police. There are ethical and practical problems associated with this technique, and the information it provides has limited usefulness (Nuffield Council 2007 Summary).

76 Since 1995, it has been the responsibility of the laboratories that analysed the DNA samples to store them afterwards under secure conditions specified by the Custodian that will ensure their long term viability. The samples can thereafter only be used for purposes related to the prevention and detection of crime, the investigation of an offence or the conduct of a prosecution. Within these constraints they are also used for quality assurance and error investigation purposes defined by the Custodian, and for specified research approved by the NDNAD Strategy Board (H.O Annual Report 2005:22)
GeneWatch has sensationalised the potential for DNA databasing misuse without highlighting the difference between a sample and profile. The argument against the DB is therefore not logical because GeneWatch did not focus their contention on sample information.

The beginning of the report states that, ‘GeneWatch UK hopes to encourage and inform society’s deliberations on these difficult sensitive subjects’ (Staley 2005:5). However the report is heavily weighted against the DB despite its valuable technological addition to crime detection. I am against the persuasive nature within the report and feel that the public should have access to more objective sources of information, other than the subjectivity of HR groups. GeneWatch mistrust authority and their basic modes for argument are flawed, not only because the language incites fear, but because their agenda is biased.

Although the ECtHR judgement is yet to be enshrined in law, GeneWatch still urge people who believe their DNA records are held unfairly to continue to contact the police to seek removal from the database. Dr Wallace said, ‘it is unacceptable to treat everyone who is arrested as if they are a rapist or a murderer’ (GeneWatch Web 2009). This is a very strong, sweeping statement. Who, indeed, are treating people on the DB in this way? Not the police. Any data stored on the DB is merely data until it is put into context. No-one is treated as criminal by being on the DB, unless further investigation is required after a match. It is a criminological tool, for exoneration and identification purposes.

The Council for Responsible Genetics in the USA, which publishes a Newsletter called GeneWatch, has also condemned the Advancing Justice through DNA Technology Act which allows for the permanent retention of DNA data in CODIS. They portray the system of criminal investigation as a wide surveillance conspiracy. Firstly they are concerned that a case should never hinge on DNA evidence alone; ‘cold hit cases are more prone to error because the suspect rests solely on a DNA match and alternative explanations for that match may be nearly impossible to argue’ (Simoncelli 2004:6). However this is why a re-test is always conducted for confirmation and could also induce a guilty plea. ‘Tony Lake said an ethics committee is being set up and safety checks are factored in so that DNA is not relied on solely in criminal investigations’ (The Independent On Sunday May 7 2006).

Secondly they argue that, ‘storing DNA from unsuspected individuals in a criminal database undermines presumptive innocence’ (Simoncelli 2004:4). Although I do not feel that DNA storage is anyway associated with guilt, I would argue that the discourse needs to change; it does not have to be deemed a criminal database, although the Home Office regularly refers to the database as containing DNA of the country’s known active criminal population’ (Northampton Herald & Post May 19 2005). This reference has since changed to an intelligence database because the former terminology inferred criminality. In addition, a presumption of innocence is still possible within a court of law due to thorough police investigation and the trial process in general.

Finally, ‘permanent retention of juvenile offender information is in sharp contrast to the long-standing principle of rehabilitation in the juvenile justice system’ (Simoncelli 2004:4).

77 CODIS is the Combined DNA Index System in the USA.
78 A non-intimate DNA sample (cheek scrape or hair root) taken under PACE from a suspect arrested, charged, reported or convicted for a recordable offence is primarily for intelligence purposes only. This CJ sample gets added to the NDNAD. A further sample is required for evidential purposes, however in exceptional circumstances, if a separate evidential sample cannot be obtained and it is in the interests of justice, the Chair of the National DNA Database Board may authorise its use for evidential purposes.
On the contrary, DNA retention could encourage rehabilitation through the deterrence risks of getting caught re-offending. Arguably retention of DNA data does not mean rehabilitation is unattainable.

*Liberty* makes several heavily biased claims against the DB which are expressed in a similar fashion to GeneWatch\(^79\). Liberty object to the regime of permanent retention of DNA taken from people arrested for any recordable offence, even if no charge follows because ‘it ignores both the risks of human error and costs for human privacy and dignity’ (Crossman 2008:1-2). Legal director, James Welch says, ‘it is highly dangerous to keep the DNA of those who have not been convicted because it is a mark of their criminality’ (Daily Mail January 21 2006). They have welcomed the ECtHR's decision (BBC News 4 December 2008).

Liberty has also stated ‘any decision not to assist the police should not, of itself, raise any suspicion that they are implicated in the crime’. (Northampton Herald & Post May 19 2005).\(^80\) I object to human rights activists who defend the actions of any man refusing to co-operate with the police when they are trying to locate an offending rapist. It is a requirement in UK law, as a UK citizen, to co-operate with the police.

Interestingly however Liberty have acknowledged that ‘the consistently low conviction rates for sexual offences caused by victim vulnerability, complex issues around consent and so on raise real proportionality arguments about possible retention from an earlier point in the process’ (Crossman 2008:2). Therefore there is some support from Liberty for the retention of DNA from persons who have not been charged, because they can recognise the severity of low conviction rates in SV cases.

**Academic opinion & media impact**

Nick Clegg, Liberal Democrat home affairs spokesman, said there was ‘no earthly reason’ why someone who has committed no crime should be on the database (BBC News UK 5\(^{th}\) September 2007). Professor Sir Alec Jeffreys has recently voiced concerns of a ‘mission creep’. Initially ‘the mission’ of the database was to store DNA from criminals only; ‘when it was established, it was to database DNA from criminals so if they re-offended, they could be picked up. Now hundreds of thousands of entirely innocent people are populating that database and this could undermine civil liberties. (BBC News 01/11/06).

Jeffreys’ concern about a ‘mission creep’ is somewhat contradictory however because his further support for a global database was never an intention of the *initial mission* but is a logical development, similar to the retention of all DNA data. One suggestion is to ‘put everyone's DNA fingerprint on it, but ban any data on race, health or physical appearance, and such civil liberties' abuses will be avoided - provided proper security controls are implemented’ (The Observer 8\(^{th}\) August 2004).

---

\(^79\) Welch fuels fears that employers could one day access your data on the DB, but this is not a possibility. Liberty claim that ‘DNA is the most intimate material; it can be used to identify who your parents are, and indicate your life expectancy’ (The Mail on Sunday, September 16 2007). Furthermore, ‘if a sample is added to the database, it can then be used to find out what illnesses they might have or be predisposed to’ (Northampton Herald & Post May 19 2005).

\(^80\) Similarly, McCartney argues that non-consent raises suspicion and therefore mass screens are not voluntary because ‘voluntariness’ is lost (Presentation 08).
Importantly he is not so much against DNA testing, but of police being overzealous with the spread of data collection. Essentially the concerns are about power and how it can be misused. ‘There is no concern to be raised over police access to boring STR’s. However police should not have access to the private genome. Furthermore, it is important for police to use a combination of evidence and not rely solely on the identification sought from DNA profiling’ (Jeffrey’s presentation 2007). Dr Carol McCartney has expressed similar concerns to Jeffreys about the NDNAD. McCartney says that the DB could affect the process of trial in the UK because guilty pleas have risen with DNA evidence, ‘the police don’t even have to do any police work now and this rings alarm bells. It may cause tunnel vision where police only investigate a suspect identified by the DB and ignore other evidence’ (McCartney 2008 presentation). Thorough investigation is still necessary because a DNA match does not automatically mean presence.

The distress voiced by Jeffreys over the DB has a negative impact on public perception because he is not a critic of the forensic community, but the pioneer of the NDNAD. In 2007, Jeffreys support for the CRIMINAL database was still 100% in regards to ECtHR ruling in December 2008, ‘he condemned the government response to the court ruling as minimal and disappointing. There is a presumption not of innocence but of future guilt here … which I find very disturbing indeed’ (Sturcke, J. 7th May 2009).

The media aggravate concerns by insinuating that Jeffreys has become Frankenstein. ‘Meet the DNA genius who fears the dark side of his discovery’ (The Observer 8/8/04). In addition, the suggestion that the vast database of gene profiles could be put to ‘far more sinister uses by governments even more overweening than the current lot’, is especially ominous (BBC News 01/11/06). The media is also very successful in sensationalising assumed facts; ‘The first 20 years of DNA fingerprinting may have been sensational, but the next 20 years are likely to be incendiary’ (The Observer 8/8/04).

The media employ ‘slippery slope’ and ‘the thin edge of the wedge’ arguments to attack the DB. This holds that if we allow a database holding DNA information to operate, then we will inevitably go on to more intrusive ways of controlling crime, similar to a snowball effect. However, the wedge is a socially constructed, weak argument. It is flawed because there is no wedge yet. This feared ‘Orwellian future’, is not an actual, living reality, therefore the wedge is incomplete and elusive. There may never be a ‘fat edge’ of the

81 Short Tandem Repeat – current method of extracting a DNA profile – also identifies kinships.
82 However McCartney does not support a mass database however and says, ‘I am against a global database because there are too many risks and there is no evidence or proof that it would work. I have always been suspicious of the DB and my suspicions have grown as the restrictions have been loosened’ (McCartney Presentation 2008).
83 ‘Yes, I support 100% the CRIMINAL DNA database’ Lipscombe, S., slipscombe@uclan.ac.uk. 2007. The National DNA Database. (Email) Message to Jeffreys, A., (ajj@leicester.ac.uk). Sent Friday 23 February 2007 15:43.
84 Spectator, The Register, Mail online, Scotsman.com etc
85 The wedge itself could be that of a moral panic as will be discussed in chapter 4.
86 1984 by George Orwell depicts a futuristic vision of Britain where the totalitarian rule of the Party is maintained by permanent and omnipresent televiusal monitoring. The inhabitants are constantly reminded of the power of the state to monitor them by posters declaring ‘Big Brother is Watching You’. Similarly, Brave New World by Huxley is dominated by the scientific totalitarianism of human clones and psychotropic drugs which maintain compliance.
87 This theory is similar to that of the Gateway model in drug use. It states that use of softer, more socially acceptable drugs such as marijuana, alcohol and cigarettes will lead onto more dangerous use, such as cocaine and heroin. However there is no research clear enough to validate these claims and it is not a
wedge, and ultimately, despite potential problems, there currently remain high levels of success.

The Nuffield Council on Bioethics:

The Nuffield Council on Bioethics produced a report in 2007 which addressed the ethical issues of the DB and legislation on the storage of DNA material. They are against the extension of police powers to store bio-information without consent from people arrested for ‘non-recordable’ offences, which include littering and minor traffic offences. They want the law in England and Wales to be brought in line with Scotland where they only keep the DNA profiles of convicted criminals. They state that:

‘The authority to take (for impending use in criminal investigation) biological samples without consent from those who are arrested on suspicion of involvement in any recordable offence is proportionate to the aim of detecting and prosecuting crime’ (Nuffield Executive Summary 2006: P6).

However ‘the authority of the police to take and store biological samples from all arrestees without their consent, regardless of the reason for the arrest, is disproportionate to the aims of identifying a person and of confirming whether or not a person was at a crime scene’ (Nuffield ES 2007:P7).

Therefore, the permanent retention of profiles and samples can only be justified as proportionate for those who have been convicted of a recordable offence, with the exception of people charged with serious violent or sexual offences. ‘In all other cases, samples should be destroyed and the resulting profiles deleted from the NDNAD’ (Nuffield ES 2007:P11)

‘The Scottish practice of allowing retention of samples and profiles, for three years, from those charged with serious violent or sexual offences, even if there is no conviction, should also be followed. Thereafter the samples and profiles should be destroyed unless a Chief Constable applies to a court for a two-year extension, showing reasonable grounds for the extension’ (Nuffield ES 2007:P12).

reliable argument; ‘there is no conclusive evidence that the drug effects of marijuana are causally linked to the subsequent abuse of other illicit drugs’ (Joy, Watson & Benson, 1999Marijuana and Medicine: Assessing the Science Base,Washington, DC, National Academy Press).

Other research by WHO & CASA supports this view; ‘the theory that marijuana use by adolescents leads to heroin use is the least likely of all hypotheses.’ (Hall, Room & Bondy, 1995 WHO Project on Health Implications of Cannabis Use. Geneva, Switzerland).

According to CASA (National Centre on Addiction and Substance Abuse), ‘there is no proof that a causal relationship exists between cigarettes, alcohol, marijuana and other drugs. Basic scientific and clinical research establishing causality does not exist.’ (Merrill & Fox, 1994 Cigarettes, Alcohol, Marijuana: Gateways to Illicit Drug Use. NY, Columbia University).

88 Suspicion of involvement in a minor (at present ‘non-recordable’) offence does not justify the taking of bio-information from individuals without their consent (P7 Nuffield Executive summary).

‘We recommend that the list of recordable offences for which fingerprints and biological samples can be taken from arrestees, should be rationalised so as to exclude all minor, non-imprisonable offences’ (P6 Nuffield Executive Summary)

89 Volunteers, including victims and witnesses, should be able to have their DNA removed from the National DNA Database at any time without having to give a reason. (Nuffield Council 2007 Summary)
I contend that this would be a frequent and expensive eventuality, yet it seems that the cost of the DB is a concern\(^{90}\). Furthermore, although the report begins by highlighting the difference between profiles and sample, they still argue that retention of profiles is just as bad as retention of samples due to personal implications. Indeed this is vague. I argue that storing the DNA profiles of victims and suspects who are later not charged or acquitted is necessary and justified by the need to fight crime for exclusion and prevention. Importantly however they recommend that, ‘because crime scene samples are unique and unrepeatable, they must be retained indefinitely’ (Nuffield ES 2007:P14) and I would agree that it is necessary to ‘prioritise the collection of bio-information from crime scenes, rather than individuals’ (Nuffield ES 2007:P13) for increased DB success.

Hugh Whittall, Director of the Nuffield Council on Bioethics, said, ‘we agree wholeheartedly with the ECtHR ruling. Storing innocent data indefinitely is unacceptable but a proportionate approach which considers the evidence is a better policy. DNA evidence is extremely important in many areas of criminal justice, but more evidence is needed about the contribution of retained profiles and samples. The Government now has an obligation to bring its own policies into line’ (Nuffield Council Press Release 2008).

The Nuffield Council said that the database should be reduced in size because it was ‘unjustified’ to keep people on the DNA database who have not been convicted of any offence. The study coincided with the former Prime Minister, Tony Blair, announcing that there should be no restrictions on the number of DNA profiles held on the National DNA Database to help fight crime. It has been predicted that 25% of the male population and 7% of the female population will soon be represented on the NDNAD. (HGC Website 2008) Professor Sir Bob Hepple QC, Chairman of the Nuffield Council said the central issue was whether the UK would ‘become instead of a nation of citizens, a nation of suspects’ (BBC News 1 November 2006).

The Home Office says that the number of samples from black males is disproportionate to the make-up of the UK population. Professor Hepple said, ‘certain groups such as young males and ethnic minorities are over-represented on the database, and the Council will be asking whether this potential for bias in law enforcement is acceptable.’ Some estimates say that more than three-quarters of young black men currently have their profiles on the database, as opposed to less than a quarter of white men of similar age (HGC Website 2008). Figures compiled from Home Office statistics and census data show almost 40% of black men have their DNA profile on the database. That compares with 13% of Asian men and 9% of white men. ‘Ever-expanding numbers of black and ethnic minorities stored on the database will exacerbate and perpetuate discrimination’ (The Independent On Sunday May 7 2006). It would therefore seem logical and fair if everyone was included on the DB so that bias against ethnic minorities can be eliminated and this will be discussed in chapter 3.

Significantly, numbers in prison are also disproportionately male, ethnic minorities and so focussing on this apparent ‘flaw’ within the DB is not really an argument against its use, but a fact of the CJS in general. The DB takes on the character and parameters of policing and the system itself as it reflects those going through the CJS. Tony Lake, chief constable of Lincolnshire Police and chairman of the DNA board said ‘any imbalance in the number of black and white youths whose DNA is stored on the database reflects disproportionality in the Criminal Justice System rather than an inherent problem with the database’ (BBC News 5th

\(^{90}\) I.e. the storing of digitised DNA profiles would be less expensive than the current system.
September 2007). There is bias in the legal system but the DB is ‘reactionary’, not causal and any attacks on its implementation are perhaps misplaced. The legal system designed the DB to consult crime control, not the race divide. Whether the data on the DB is misrepresentative or not, it does not condone or perpetuate the issues in the CJS. Or at least, no more than the courts perpetuate policing of racial groups. Although the DB is a new system, it is an extension of the CJS, and the question of whether any new system could beat the race divide is beyond the scope of this dissertation.

Another concern raised by the Nuffield Council is the prosecutor’s fallacy of probabilities. The error in the prosecutor's argument arises out of the confusion of two conditional probabilities, given that some information is known. For example, the probability that it is dark, given it is midnight (fairly certain), is different to the probability that it is midnight, given it is dark (possible, but not certain). Similarly, the odds that someone is innocent, given forensics found a match, is completely different to the odds that forensics will find a match, given someone is innocent. Clearly it is the former of the two that matters when determining a guilty verdict. If a jury confuses the two, they have fallen for the fallacy. Juries have been led to believe that the very small probability of an innocent individual having a DNA profile that matches that found at the scene of a crime is the same as the probability that the person standing trial is innocent. The unresolved problem is how to stop juries and lawyers making a range of errors of reasoning like the prosecutor's fallacy if they do not understand the mathematics. A mathematical area known as Bayesian Probability Theory gives an accurate way of calculating the correct odds. However the courts have ruled that such complex mathematics should not be presented to juries as it could lead to miscarriages of justice for other reasons. It is therefore essential to educate juries on the prosecutor’s fallacy so that it can be prevented and probabilities must be explained in simple terms.

Further to this, statistics presented in court are particularly persuasive as evidence. However precise figures are difficult to surmise because other factors impact on probability, such as alibi, locality etc. Therefore the statistic is confused in the minds of the court (judge and jury) when considering the evidence because the statistic bears more weight than other factors which should be considered.

---


The error in the prosecutor's argument arises out of the confusion of two conditional probabilities

1. The probability that a DNA sample taken from an innocent person matches that found at the murder scene GIVEN THAT the person is innocent.
2. The probability that a person is innocent GIVEN THAT their DNA sample matches that found at the scene of the crime.

The first probability is saying that 1 in 50 000 people have a DNA sample like that found at the scene of the crime. Thus if an innocent person is tested there is a 1 in 50 000 chance that their DNA sample will match. Notice that in the prosecutor's summing up he or in effect claims that the probability that the defendant is innocent is 1 in 50 000. In other words, he is claiming that the SECOND probability described above is 1 in 50 000. This is NOT the case.

92 Professor Norman Fenton and Dr Martin Neil of the RADAR group have developed models that can be used to present the implications of complex mathematical arguments about odds in legal evidence in a way that is understandable to the general public. These models are then run using tools and techniques developed in close collaboration with the company Agena Ltd for assessing risks generally. If their approach is adopted by the courts it could help prevent innocent people being jailed. See Fenton, NE. & Neil, M. 2000. The Jury Observation Fallacy and the use of Bayesian Networks to present Probabilistic Legal Arguments. Mathematics Today (Bulletin of the IMA) 36 (6) pp. 180-187.
Some cases have occurred where the analysis of DNA has proved unsuccessful as with the case of Andrew Deen, which exposed the prosecutor’s fallacy, allowing further criticism of DNA profiling. However Jeffreys finds that ‘fortunately, the scientific principles underlying DNA fingerprinting are not complex. Experience has shown that judges, lawyers and juries can readily understand the issues involved, a process which is greatly helped by the relatively simple and pictorial nature of the evidence’ (Jeffreys 1993).

In the case of R v Cooke [1995] 1 Cr App R 318 – The significance of DNA evidence outweighed the value of the appellant’s privacy. The judge was correct in saying that he would not have excluded it on the grounds of fairness. ‘Fairness to the proceedings is not the same as fairness to the defendant. The fact that; in law there may have been an assault on the appellant ... did not in any way cast doubt upon the accuracy or strength of the evidence.’ The courts are usually very wary of allowing evidence obtained by breaching the law to be admitted, however here was a strong endorsement of DNA as reliable evidence.

Ultimately there is more weight given to DNA evidence than other forensic information. Proponents of the database argue the great benefits that DNA evidence has brought to criminal investigation, though, as always, they over-egg the infallibility of both science and those applying it’ (Chakrabarti, S. The Independent on Sunday May 7 2006). I would respond to this comment by highlighting that similarly, opponents to the DB ‘over-egg’ the danger to human rights. Furthermore the significant weight ascribed to DNA evidence is because the chance for error is small; ‘The probability of the DNA profiles of two unrelated individuals matching is on average less than 1 in 1 billion (1,000,000,000) so the danger of accidental matches is not that high’ (POST 2006). Although the prosecutor’s fallacy should encourage careful evaluation of evidence in court, and better education on DNA profiling, in

---

93 In December 1993 the appeal court quashed the conviction for rape of Andrew Deen pending a retrial on the grounds that the forensic scientist who gave evidence against Deen at the original trial had misrepresented the statistical evidence. The scientist incorrectly defined match probability and stated that the probability that the DNA of an innocent man would match the sample collected at the scene of the crime was 1 in 3 million and had then gone on to say, in effect, that the probability that Deen was innocent was therefore 1 in 3 million (R v Deen [1994] The Times January 10th 1994). In Swindon a man with Parkinson’s Disease was arrested, and charged with a burglary in Bolton. He was frail and had never been there. But his DNA sample - it is claimed - matched one taken from the crime scene. Eventually the Crown Prosecution Service (CPS) admitted that he could not have done it. (BBC Programme Panorama 2007 Give us your DNA)

94 STRs are sorted out according to size. By labelling them with radioactive probes a mono images is made which produces a unique bar-code. It is then possible to establish kinship patterns as a mother and father will pass on their bar codes to offspring (The Observer 8th August 2008).

95 This is about the law being fair however the issue of consent here is problematic. The law should respect the value of consent...Unless, denying this value (right) would be for the benefit and/or interest of society. Denying a woman’s right to consent would not be for the interest of society. The law can sometimes operate to preserve interests that are masculine in essence and detrimental to society. This is not an example of that; quite the opposite. See further analysis of these issues in chapter 3.

96 English law has no specific requirements regarding the admissibility of scientific evidence other than the fact that such evidence should be relevant and must not infringe any exclusionary rule. The scientific evidence is put before the court and it is for the jury, assisted by expert evidence, to assess the appropriate weight to give to the evidence. The courts should ensure that the defence are able to obtain an independent assessment of the evidence’ (Steventon 1993:37) Things have to be fair & equal otherwise trust in DNA as evidence will be diminished.

97 DNA results mean little without expert interpretation. Comprehension of techniques and terminology is essential’ (Steventon 1993:26) ‘The manner in which DNA statistical evidence is presented can make a difference to juror decisions’ (Schklar & Diamond 1999; Koehler 2001; cited by Briody 2002:176)

Therefore, more subjective, attainable, public education is essential, both to experts and jurors.
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the majority of cases, the bio statistical evaluation of DNA is justified. Despite the scientific and statistical support for DNA evidence there are alternative matters raised by Foucault, Gavey and Bogard\textsuperscript{98} who object to the undisputed power ascribed to science and surveillance, which see positivism as problematic.

Society and the courts accord science great deference and respect because when a scientist testifies in court, he is often viewed as an impartial and objective expert reporting the indisputable facts of science to us. If a forensic scientist tells us that it is 100% certain that an individual was present at a crime scene and has the blood of the victim on his clothes, this may be decisive in an otherwise tenuous case. This places great responsibility, but also great power, in the hands of a scientific witness. ‘Today we accord forensic DNA evidence such a role, but it was hard earned and is well deserved. Trust, but verify, is the watchword’ (Zabell 2005:178).

**Police error**

Campaigners for women’s rights have criticised police responses as inadequate and incompetent. Mark Campbell evaded justice for four years after he was first arrested because police failed to link his DNA to earlier offences. A police spokesman said that changes to the law surrounding DNA samples, as well as new procedures, would prevent the error being repeated (The Times 16\textsuperscript{th} October 2007). In the case of Rachel Nickell, DNA evidence which could have identified her killer was missed by the FSS. Furthermore, an official report showed that the FSS missed specks of blood that eventually led to the conviction of Damilola Taylor’s killers (This is London 17 May 2007).

A review held in 2005 identified 183 crimes went undetected for up to 11 years as 26,000 DNA samples were not added to the national database between 1995 and 2004 (This is London 17 May 2007). 90% of the 26,200 load failures occurred after the NDNAD was linked to the Police National Computer (PNC) in 2001. After the link was created, new NDNAD records were routinely checked against the PNC and, if they were found to be erroneous, were rejected (The Register 17 May 2007).

Mistakes like this undermine the integrity of the DNA database. Liberal Democrat spokesman Nick Clegg said, ‘with such a lack of transparency or competence, is it any wonder public scepticism about the vast ID database continues to grow?’ (This is London 17 May 2007) A spokesman for ACPO said, ‘procedures have since been strengthened to ensure that all forensic laboratories deal efficiently with load failures. The DNA Database Board

\textsuperscript{98} Foucault sees positivism as powerful and this is why we or ‘I’ comply, despite them being naïve and ‘beneath the required level of cognition or scientificty.’ Foucault’s genealogies are precisely anti-sciences and work to remove the production of truth through power. I.E Foucault would not accept the NDNAD. Foucault says ‘that it is surely necessary to question ourselves about our aspirations to the kind of power that is presumed to accompany such a science’ (Foucault 1997:59).

Gavey sees that scientific method is not privileged to have any superior access to knowledge and truth as it is in mainstream psychology because ‘knowledge is transient and inherently unstable – there are few, if any, universal truths’ (Gavey 1989:21). Bogard develops a theory called the ‘telematic society’ where electronic data is continually produced and then taken to be ‘reality’ by dominant institutions. Modern social control is about the simulated notions of order and disorder. ‘Social relations are reduced to a space between keyboard and the screen. People are known and situated only as they are reproduced in the hyper-real space generated by electronic data banks, electronic communities or genetic algorithms. It is surveillance without limits’ Bogard, W. (1996) *The Simulation of Surveillance: Control in Telematic Societies*. Cambridge University Press. Pg 102
carefully monitors load failures by forensic suppliers on a quarterly basis.’ The Home Office said Ministers had spent the past five months establishing the scale of the problem and putting it right\(^99\) (This is London 17 May 2007). The Data Quality and Integrity Team of the NDNAD Unit have since dealt with the forensic service firms' backlog\(^100\). ‘The load failure rate for DNA samples has been wheedled back to its current 1%’ (The Register 17 May 2007). Objection to ‘all the crimes that have been missed’ due to these errors must mean that there is recognition of the value the NDNAD has for criminal detection, therefore the media is contradictory.

The Home Office also disclosed that 27,000 files on Britons convicted overseas had not been put on to the PNC (The Times 16 October 2007) and a further 10 per cent of records on the DNA database, which contains about 4.1m records, are duplicates\(^101\) (The Register 17 May 2007). ‘GeneWatch UK warned the database is getting out of control in terms of safeguards and the number of people on it. DNA was not foolproof, with victims of mistaken identity being wrongly targeted’ (The Independent On Sunday May 7 2006). The replicates repository consists of groups of 2 or more matching subject sample profiles. The DQIT has compared the matching profiles in each group with the PNC and to date has found 2,056 false/dual identities, 1,392 pairs of identical twins\(^102\) and 2 sets of triplets. This has allowed the police to merge and consolidate their information on the individuals who have previously provided false information, and by updating appropriate PNC records this will ensure that the police are aware of existing identical siblings during their investigations (H.O Annual Report 2005:41).

The Nuffield Council says that the risks of mistaken identification result from relatively rare cases of flawed science (P3 Nuffield Executive Summary). Generally concern about the reliability of techniques used to extract a profile are unwarranted because the chance of an identical match between the DNA sequence taken from two different people is less than one in a billion if they are not related (Staley 2005:14). Therefore it is highly reliable and a more stringent form of evidence than has ever been available before.

Contamination of samples also pose a risk to the integrity of the NDNAD and it is possible to get false matches if the DNA profile is incomplete due to degradation; however this is rare now because the testing is so thorough. The Police Elimination Database contains

\(^{99}\) In order to prevent any recurrence of this situation, all suppliers that process subject samples for police forces in England and Wales are now required to send to the DQIT a weekly list of their sample profile records which have failed to load to the NDNAD. The DQIT checks these against PNC and returns the required information to suppliers to assist in their resolution and resubmission of the load failures in a timely manner. (H.O Annual Report 2005:42)

\(^{100}\) Around 20,000 of the samples have since been added to the database, after the missing information was obtained. (This is London 17th May 2007) The remaining 5,000 samples could not be loaded on to the database, for legal, technical and geographical reasons. The remaining records are subject to discussion between the FSS and those forces that took the samples, as to whether the records should be resubmitted for loading (H.O Annual Report 2005:40)

\(^{101}\) These are records that have identical DNA samples as other records on the database, but different identifying information

\(^{102}\) The media has exacerbated concerns over the reliability of duplicated DNA profiles; ‘Police can’t stop crime twins as they have the same DNA. ‘Officers say that even though they have witnesses and DNA evidence, these are useless as only fingerprint evidence would enable police to tell one from the other’. (The Mail on Sunday March 19 2006)

‘It has become an oft-repeated axiom that there is a 37million-to-one chance of someone unrelated to you possessing the same DNA profile. But statisticians say that, in reality, more than 80 per cent of people have a DNA ‘twin’ who is not from their family’ (Daily Mail January 21 2006)
the DNA profiles of personnel who might be in a position to inadvertently contaminate items required for DNA analysis. DNA profiles developed in casework for the NDNAD can then be checked against these contamination elimination databases as a precautionary measure (H.O Annual Report 2005:41).

Various serious errors have encouraged police forces to implement massive improvements to observation and communication, to prevent any similar future injustices. The Nuffield Council said that it is important to ‘ascertain ‘best practice’ within policing to maximise the crime control potential of bio-information’ (P13 Nuffield executive summary).

The strategic objectives in the NDNAD 05-06 report include; ensuring compliance with all relevant legislation; protecting the DNA samples and information on the Database from unauthorised access and improving the systems for minimising and rectifying erroneous information on the Database (H.O Annual Report 2005:1). Significant emphasis has been placed on improving the integrity and quality of the data that is collated and disseminated in relation to DNA, to ensure that public confidence in DNA profiling and the NDNAD is maintained. This has involved stringent monitoring of police forces and supplier laboratory performance in collecting and providing these data. In particular, forces and suppliers have been encouraged to work more closely together to reduce the incidence of load failures when profiles are submitted to the NDNAD, to reduce the loading of replicate sample profiles to the NDNAD and to improve the quality of data recording in relation to coding of ethnic appearance (H.O Annual Report 2005:12). No doubt the proposals set out by the Home Office to change retention periods and delete data after set time limits will cause future problems and replicate loading of samples.

The NDNAD is fallible and has caused problems, but any DNA testing errors have not lead to a conviction in the UK. I am not purporting to show that the DB is not fallible and I do not believe that any other academic claims that it isn’t. However faulty DNA evidence is more a consequence of human error and oversight, than mistaken identity contained in the genetic material itself. ‘The fundamental issue is not the ‘uniqueness’ of the object under scrutiny but the accuracy of the process used to extract features and analyze them’ (Zabell 2005:177). According to many forensic scientists, DNA profiling is already,
and increasingly will be, the least troublesome and indeed the most respectable area of forensic science. ‘According to Professor Saks, it stands head and shoulders above most other forensic techniques because, before it was adopted into the forensic arena, it grew out of rigorous development programmes within twentieth-century academic and industrial laboratories’ (Miller 1995:169). Therefore, meticulous standards of procedure and exhaustive cross-checking measures are applied to DNA testing at all stages of development and it now stands as an investigative technique firmly rooted in good science.

Jeffreys says that ‘with higher numbers comes the higher opportunity for error. Ultimately it works for the UK population due to its current size’ (Jeffrey’s presentation 2007). The media encourages these claims; ‘DNA is not a crime cure-all. The larger the database, the greater the chance of finding two samples that look the same but are not from the same person’ (Daily Mail January 21 2006). However, there has been no research which verifies that the growing database has increased the chance of error. As the number of CJ profiles on the Database increases so will the chances of identifying the individual whose DNA was found at a scene of crime. (H.O DNA Expansion Programme 2005:12) On average each crime detected with DNA results in a further 0.8 crimes being detected. In 2004/05, there were 19,873 directly DNA-related detections and a further associated 15,732 detections. This gave a total of 35,605 detections. (H.O DNA Expansion Programme 2005:15)

Professor Stephen Bain, a member of the NDNAD strategy board, warned expansion would be expensive and make mistakes more likely. ‘If the information about you is exposed due to illegal or perhaps even legalised use of the database, in a way that is not currently anticipated, then it's a very difficult situation’ (The Register 10th September 2007). Arguably increased DNA profiling does not instantaneously mean an increased number of false matches, in fact, quite the opposite, as tests become more rigorous. The FSS argues vehemently that the scope for error is rare. I would argue that the fallibility of DNA should not cause so much consternation or be viewed as sinister when it irrefutably demonstrates exceptional crime detecting capabilities.

Ultimately, despite potential for human error, the CJS still benefits more from DNA profiling than without, and it is worth adding there were more chances of wrongful conviction before DNA profiling. It appears that the ECtHR does not question the quality or reliability of DNA testing, but the scope for abuse. Either way, the limitations of DNA forensic technology and the different sources of error are not the prior concern when weighed up against crime control gains, especially for cases of SV where the conviction rate is so low. The central question is how to improve the DB for cases of SV.

**Home Office response to changes in legislation**

The Government appreciates that some people may be concerned about building a larger DNA database, particularly where it relates to people who have not been charged. However, it has concluded that ‘any intrusion on personal privacy is both necessary and proportionate, to the benefits for victims of crime and society generally, in terms of detecting crime and protecting the public against criminals’ (H.O Annual Report 2005:14).

---

question is not irrelevant because it tells us whether an affirmative answer to the second question is even possible. (Zabell 2005 P163)

105 See the Innocence Project in the USA and issues around fingerprinting.
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Of the 200,300 profiles on the NDNAD that have been retained under the CJPA 2001 and would previously had to have been removed, approximately 8,500 profiles from 6,290 individuals have been linked with crime scene sample profiles from 4,000\(^{106}\) offences. These offences include 114 murders, 55 attempted murders, 116 rapes, 68 sexual offences, 119 aggravated burglaries and 127 of the supply of controlled drugs\(^{107}\). DNA samples taken from persons who have been arrested but not proceeded against (under the CJA 2003) have yielded matches with a crime scene from over 3,000 offences, including 37 murders, 16 attempted murders and 90 rapes. (H.O Annual report 2005:36)

The addition of CJ Arrestee sample profiles to the NDNAD since 2004 has brought significant benefits, including direct police savings through speedier investigations, quicker apprehension of offenders, earlier elimination of suspects and greater victim reassurance\(^{108}\). (H.O Annual Report 2005:14)

Volunteer sampling is seen as an important way of eliminating people and narrowing down the focus to one or two suspects. Liberal Democrat home affairs spokeswoman Lynne Featherstone said that volunteer samples, which may include victims of crime, is ‘an intolerable infringement of liberty and personal privacy. There is no purpose or justification for keeping the DNA record of anyone who is not charged with an offence. We cannot be absolutely certain that there will be no misuse of the DNA database. There are no real safeguards in place to control it.’ Home office minister Damian Green said, ‘If we are to reverse the trend of rising crime in Britain, the police need to have such tools available’ (Yorkshire Post Today 29 March 2006). A volunteered sample of DNA is not an infringement of rights, purely because it is a volunteered sample to help with enquiries.

Volunteer sampling is used by a number of countries as an effective tool to reduce wasted investigation time (H.O Maximising Opportunities Seminar 2005:35). At the end of November 2005, the number of persons on the NDNAD who had not been charged or cautioned was 139,463 (including 15,116 volunteers). This is a relatively small proportion, around 4.5%, of the 3,085,705 persons with records on the NDNAD at that time (H.O Annual Report 2005:32).

---

\(^{106}\) Note that the ‘4,000 offences’ referred to in the Annual Report appears to be an error: an alternative figure of 13,964 offences was given in response to a Parliamentary Question in March 2006 [House of Commons Hansard 1 Mar 2006 : Column 842W]. The Report (pg 31-32) explains that these estimates are based on a ‘retained acquittals’ flag used to mark DB records between May 2001, when the legislation allowing DNA records to be retained was adopted, and December 2005, when software for the PNC was modified to allow retention of the corresponding records on the PNC.

\(^{107}\) All the sources cited make clear that the figures are based on estimates of the number of DNA profiles retained that would previously have had to be removed, followed by a further estimate of the number of matches that have occurred between these DNA profiles and DNA profiles obtained from biological samples (such as blood, hair, semen or saliva) collected at crime scenes (GeneWatch 2008:2)

\(^{108}\) Some monitoring work has been undertaken by the DNA & Fingerprint Retention Project Team on the impact of arrestee sampling; this was based on data from 12 forces that are fully utilising the new powers. It has been identified that 43% of arrested persons are not proceeded against and ‘no further action’ is taken. Sampling arrestees who are not proceeded against has yielded over 250 profiles of individuals that have been linked with crime scene samples. These links to earlier offences may never have been made if the power under the 2003 Act to take a DNA sample on arrest had not been implemented. The earlier offences linked to these 250 criminal justice (CJ) arrestee profiles include: four murder/manslaughters, three rapes, six robberies, four sexual offences, five of the supply of controlled drugs and 98 burglary offences. (H.O DNA Expansion Programme 2005:7)
Tony Lake said that there were misunderstandings about the database because it was not a conviction database but an intelligence tool. He said that a large proportion of suspects who were arrested were not taken before the courts because there was a problem with evidence. Parliament had decided that the power to keep the material was proportionate to public safety and so he defends the gathering of data (The Times 2/11/06). A NDNAD record is not a criminal record and contains no information relating to offences or alleged offences which may have led to a person's DNA being taken and loaded onto the database\textsuperscript{109} (NPIA Dispelling DNA myths 2008).

The H.O observes the benefits of holding profiles and recognises the value of crime detection since the change in legislation. (This does not mean that the H.O was against the previous laws in force). Any group or person objecting to the change should first consult the results.

Statistics

- In cases when DNA was recovered, the crime detection rate rose from 26% to 40% in 2004/05.
- The annual number of crimes detected where DNA scene-to-suspect links were made quadrupled from 8,612 in 1999/2000 to 35,605 in 2004/05.
- The number of DNA suspect-to-scene matches increased by 75% from 23,021 to 40,169 between 1999/2000 and 2004/05.
- There were over 40,000 database matches in 2004/05.
- The number of crimes for which a crime scene profile was loaded almost doubled from around 25,000 in 1999/2000 to 49,723 in 2004/05. (H.O Maximising Opportunities Seminar 2005:17)
- During 2005/06, 715,239 new subject sample records were added to the NDNAD, an increase of 37.25% on 2004/05.
- During 2005/06, 68,774 new crime scene sample records were added to the NDNAD, an increase of 16% on 2004/05. (H.O Annual Report 2005:29)
- For 2005/06, one or more suspect sample profiles were matched with 49,247 crime scene sample profiles. The total represents an increase of 22.6% on the total number of crime scenes for which one or more suspects were nominated in the previous year. (H.O Annual Report 2005:35)

Police now get more than 3,500 DNA matches a month. In 2005-06 scientists made 45,000 DNA matches for crimes including 422 murders, 645 rapes, 256 other sex offences, 1,974 other violent crimes and more than 9,000 domestic burglary offences. (The Times 2/11/06) In 2006/07, 41,717 matches were made and the number of crimes with DNA detection was 19,949\textsuperscript{110} (GeneWatch 2008:7).

\textsuperscript{109} The NDNAD record does contain an arrest summons number (unless the record is for a volunteer) and this provides a link to the National Police Computer. Other information held includes the person's name, date of birth, ethnic appearance, gender and arresting police force.

\textsuperscript{110} House of Commons Hansard 30 Apr 2008: Column 489W. The DNA database is only important for some of these DNA detections (about half), because for about half of them the suspect was already identified before being entered on the database.
These admirable results achieved via the NDNAD may be halted by the ECtHR judgement via implementation of the ruling. The Home Office estimates that even this package will mean 4,500 fewer crimes each year being detected compared with the current policy of retaining indefinitely the profiles of all those arrested. However Alec Jeffreys dismissed this prediction (Sturcke, J. 7th May 2009). Home Secretary Jacqui Smith said she was disappointed by the European Court of Human Rights’ decision and police will continue to apply existing retention policy while we carefully consider the judgement (BBC News 4th December 2008). Chris Sims, ACPO lead on Forensics and Chief Constable of Staffordshire Police said, ‘serious public concern must attach to developments which risk diminishing our ability to protect the public and prevent crime’ (ACPO Latest News 2008).

New Home Office guidelines following the ruling are not expected to take effect until 2010. ACPO strongly advise that decisions to remove records should not be based on [the government's] proposed changes. It is therefore vitally important that any applications for removals of records should be considered against current legislation (Travis, A. 7th August 2009).

Rights of women

It is important to balance some civil liberty concerns against the purpose of the NDNAD. The vehement objection from human rights groups is about protecting the interests of ‘innocent citizens’. However these objections also, inadvertently perhaps, protect the rights of offending citizens. ‘If one person extends their rights, it tends to be at the expense of another person’s rights.’ (Elliott & Quinn 2007:277). I argue that the focus on citizen’s rights is ignorant to the rights of victims of crime, and also of women. Women regularly experience the brunt of SV, and as indicated in chapter 1, this crime has yet to be effectively acknowledged or dealt with.

Significantly, ‘liberty of a person means nothing to the battered wife’ (Elliott & Quinn 2007:284). So whilst it is necessary to consider any invasion of rights through DNA collection and databasing, let’s now consider the rights of women by looking at International Human Rights and Amnesty International.

Article 1 of The Declaration on the Elimination of Violence Against Women 1994 explains VAW as any act of gender based violence that results in, or is likely to result in, physical or psychological harm or suffering to women, including threats if such act coercion or arbitrary, deprivation of liberty, whether occurring in public or private life. Article 2 states that VAW shall be understood to encompass, but not be limited to: ‘physical, sexual and psychological violence occurring in the family’. The Declaration recognises violence as the removal of liberty and I argue that DNA databasing cannot also be described as the removal of liberty when the former is much more blatant and serious.

Crucially the Declaration also recognises violence occurring in the privacy of the home as problematic. ‘The foregoing is an acknowledgement that women suffer violence specifically because of their gender and the Declaration’s definition encompasses acts


112 Also the Proposed Convention against Sexual Exploitation 1993
previously designated ‘private’. The Declaration thus seeks to end the public/private dichotomy which has characterised human rights thinking’ (Wallace 1997:33). I will further develop a theory of privacy in chapter 4.

Article 4 of the declaration demands that states should condemn VAW and pursue by all appropriate means, and without delay, a policy of eliminating VAW. These include:

d) women who are subjected to violence should be provided with the mechanisms of justice and, as provided for by national legislation to just and effective remedies for the harm that they have suffered

f) develop, in a comprehensive way, preventative approaches, and all those measures of a legal, political, administrative and cultural nature that promote the protection of women against any form of violence, and ensure that re-victimisation of women does not occur because of laws insensitive to gender considerations, enforcement practices or other interventions.

h) Include in government budgets adequate resources for their activities related to the elimination of violence against women (Wallace 1997:34-35).

VAW is a human rights violation. ‘VAW both violates and impairs or nullifies the enjoyment by women of human rights and fundamental freedoms’ (Wallace 1997:108). Amnesty International has launched their global VAW campaign, quoting ‘violence against women is the greatest human rights scandal of our time’. The current Home Office policy priority of VAW is a unique time in history where the government has put VAW on its top priority list of crime concerns. The Government is obliged to promote and protect women’s human rights and they can be held accountable should they fail to meet these obligations. Irene Khan, Secretary General of Amnesty International said ‘each of us have to take responsibility and pledge to end VAW, until it is eradicated (AI 2004 in Campbell 2007:151).

The core principle that human rights are universal, counters one of the most common excuses used to justify VAW, that it is acceptable because it is part of the society’s culture. ‘All human rights should be enjoyed by all people, and culture or traditions do not excuse the violation of women’s basic human rights. (AI 2004 in Campbell 2007:149). This framework creates a common language for the work of anti-violence and public authorities are required to take action because it is a public concern, not just a private concern’.

Cohen argues that human rights have become a dominant narrative and an important issue, especially through the growth of victimology surrounding the abuse of women and children. Women continue to have their human rights violated by state sanctioned violence. Although Cohen is against state violations, it would seem acceptable that some HR violations (in association with having your DNA taken and stored) are a fair and equal sacrifice if it would help.

113 VAW avoids any narrative that reinforces images of helpless victims oppressed by an alien culture because this could be seen to continue imperialism by other means. ‘Critics say that the biggest challenge is to understand the origins of such inequality and violence, rather than simply categorising violence against women as a question of human rights’ (Clapham 2007:161).

Conclusion

Laws have been changed to help facilitate court procedure and the current limits on police powers are in place and adhered to. However, various pressure groups have called for tighter controls on the database to lessen the threat to privacy and rights and appear to have achieved their goal as a result of the ECtHR. Criticisms against the DB include issues of permanent retention, innocence, and reliability. Whilst the Nuffield Council argue against a universal database and for additional safeguards, their scientific and rational approach is an acceptable source of information for the public, however GeneWatch is reactionary. It could be perceived that the GeneWatch fight against the NDNAD has gone too far because it is ignoring the important reasons for its existence. The initial reasons behind the set up of such groups were more than understandable because they fought against extreme acts of abuse against the vulnerable and marginalised. However, the NDNAD is not extreme in this sense and there are reasons to challenge lobbying human rights groups when concern for living in a stable, crime free society is considered important.

A MORI survey conducted in 2000 found that almost all respondents, 94%, thought genetic information should be used to help solve crime, by identifying and eliminating subjects. However 70% had little or no confidence that rules and regulations were adequately keeping pace with new developments (Pilnick 2002:182). Hope for justice and promise of retribution is matched with doubt over the effectiveness of DNA information and concern over human rights. The ECtHR has ruled that DNA retention is an infringement to Article 8 of the human rights convention, notably the invasion to ones privacy. Unfortunately the removal of DNA profiles from the DB could keep active criminals protected from investigation and justice.

The police need to improve competency around DNA profiling and databasing for it to be a success and this has been a serious oversight. It is essential for police to maintain thorough and professional behaviour in every investigation. Concerns of future research into the connections between genes and race, behaviour and disease, could be met by only indexing DNA profiles and destroying the biological samples, as recently proposed by the Home Office. Ultimately education is essential and I will argue in chapter 3 that the focus should be on how we can improve the database.

The technique of using DNA evidence to corroborate a prosecution case is necessary for successful justice. Ultimately I argue that the crisis situation for women and the poor conviction rates should be a more prior concern to HRs. It seems that the importance of some human rights considerations have surpassed the need to control crime. I argue, from a utilitarian approach, that society should accept that the small invasion on one’s rights is a fair price to pay for criminal justice and crime prevention. ‘The Home Office said innocent people have nothing to fear from DNA’ (The Independent On Sunday May 7 2006). This is echoed by Detective Chief Inspector Katie Elliott from Northampton who says ‘their sample will not be used for anything to do with their medical or personal history; it will only ever be used to match offenders with crime scenes. The larger the database, the easier it will potentially be to detect serious crimes. For people who have not committed a crime, having their sample on the database should give them nothing to worry about’ (Northampton Herald & Post May 19 2005).

The UK need not fear the existence of crime as well as the way it could be controlled. Perhaps the notion of privacy advocated by pressure groups has become a modern way of attacking state institutions and human rights discourse is ascribing to a privacy narrative which is masculinist. I will discuss these concepts in chapter 4.
Whilst the CJS is struggling to deal with crime, there should be a greater desire to recognise and support systems which could bring about an improved prosecution rate and even a reduction in the prevalence of SV. In the next chapter I will identify several successful case studies to highlight the benefits of the NDNAD for this end.

3) DNA database success and future

In this chapter I will document various case studies, articles and statistical evidence to show how the use of the NDNAD could further improve the current criminal justice system. Cold case examples show the unique value of the DB however opportunities for improved conviction in cases of SV should not be ignored. Furthermore the exoneration powers of the DB and various technical advancements have improved the efficiency of the DB. I will also explore arguments for a national database containing every UK citizen’s DNA data, deterrence theory and ways of improving the database so that it can be most beneficial to society.

Fingerprinting & exoneration

The ability to link a suspect to the scene of a crime is already key to crime detection and conviction through the use of fingerprint evidence; however the fallibility of fingerprints has been questioned. ‘Recent cases have highlighted concerns about fingerprinting techniques, and there is controversy over the standard required before a true ‘match’ between a fingerprint found at a crime scene and one taken from a suspect can be declared’ (Nuffield ES 2007:2). In 2006, BBC’s Panorama compiled a dossier of cases where convictions have been overturned when fingerprint evidence has been shown to be flawed, such as the case of Shirley McKie.115 Critically, not a single case of wrongful conviction has occurred due to DNA profiling.

A study by Dr Itiel Dror at Southampton University questioned the objectivity and scientific reliability of fingerprint evidence. The study found that forensic experts do not always make consistent judgments on whether a print matches a mark at a crime scene, when presented with the same evidence twice. The results concluded that ‘the same expert on the same fingerprint can make totally conflicting decisions, depending on the context’ (The Guardian 23 March 2007).

DNA evidence is now the optimum forensic tool for identifying an individual. ‘Both law enforcement agencies and the public favour DNA testing as being more scientifically based and more credible’ (Zabell 2005:169). This is because ‘fingerprint examiners traditionally testify that the evidence constitutes either a 100% certain match or a 100% exclusion, unlike DNA analysis, which gives a statistical probability of a match’ (The Guardian March 23 2007). Therefore the scientific process for analysing DNA stands in contrast to the intuitive process for identifying fingerprint matches116.

115 The Scottish police officer Shirley McKie was wrongly accused of having been at a murder scene in 1997 after a print supposedly matching hers was found near the body. Panorama ‘Fingerprints in the dock’, 2006. TV, BBC1. May 28.
In 2004 Brandon Mayfield was wrongly linked to the Madrid train bombings by FBI fingerprint experts (Guardian 2007).
116 ‘In contrast to the scientifically-based statistical calculations performed by a forensic scientist in analyzing DNA profile frequencies, each fingerprint examiner renders an opinion as to the similarity of friction ridge detail based on his subjective judgment’ (Zabell 2005:158).
DNA technologies have transformed and revolutionised forensic science. The DB is now 13 years old and grows by 30,000 samples a month taken from suspects or recovered from crime scenes. ‘Serious offences solved by DNA testing have quadrupled since 2000. Every week the national DNA database matches over 1,000 DNA profiles taken from crime scenes with names on the database’ (Daily Mail 21st January 2006). ‘Home Office Minister Tony McNulty said the database had helped police solve as many as 20,000 crimes a year’ (BBC News 5th September 2007).

The first reported case of a DNA-based conviction was in 1987 in R v Melias, where a match with a semen crime stain induced a guilty plea (The Times 14 November 1987). The first murder conviction came in 1988 following the rapes and murders of schoolgirls Lynda Mann, in 1983, and Dawn Ashworth, in 1986. Richard Buckland confessed to the attack and Professor Alec Jeffreys collaborated with Leicestershire police to prove that the attacker could not have been Buckland. Jeffreys said, ‘I have no doubt whatsoever that he would have been found guilty had it not been for DNA evidence. That was a remarkable occurrence’ (FSS 2007 Casefiles). Jeffreys then tested the samples of 4000 local men against the samples found on Lynda and Dawn. In September 1987, it was discovered that Ian Kelly had been asked by Colin Pitchfork to have his blood tested, pretending to be Pitchfork. Pitchfork was immediately sought out, and confessed to the crimes. DNA profiling confirmed his guilty confession and he was sentenced to life imprisonment. Jeffreys said ‘it was a combination of technology and good old-fashioned coppering. We became partners’ (FSS 2007 Casefiles).

Since this landmark case, DNA swabs taken in minor crimes have pinpointed thousands of rapists and murderers who have evaded capture for decades. The Pitchfork case also highlights how DNA may exculpate a wrongly accused suspect. One of the most emotional and significant legal aspects of DNA applications has been the newfound freedom for those who were wrongly committed of a crime and released from prison following post-conviction DNA analysis.

The Innocence Project in the United States was founded in 1992. It is a national litigation and public policy organisation dedicated to exonerating wrongfully convicted people through DNA testing. It claims ‘that with the advent of DNA evidence, we can now know with absolute certainty if a conviction is mistaken’. The first DNA exoneration took place in 1989 and as of August 2008, there have been 220 post-conviction DNA exonerations. The true suspects and/or perpetrators have been identified in 85 of the DNA exoneration cases (H.O Website Using Science to Fight Crime). Similarly The Innocence Network UK (INUUK) is the co-ordinating organisation for member Innocence Projects based in UK universities. In the pre-DNA era, finding new evidence to establish that a conviction was erroneous was a formidable undertaking. ‘It was perhaps inevitable that the solid science of forensic DNA identification would begin to play a role in identifying erroneous fingerprint matches’ (Zabell 2005:169).

---

117 The National Institute of Justice Investigative and Forensic Sciences, 2004 states, ‘the success achieved by DNA evidence in the criminal justice system has raised the bar for all forensic disciplines. The criminal justice community, as well as the general public, now carries the same high expectations for all forensic evidence’ (Zabell 2005:143).

118 DNA testing allows greater confidence that only the guilty are being executed. This diminishes the force of the argument that the death penalty remains unacceptable due to the risk of executing an innocent human being (Clapham 2007:158).
Successful operations & cold case review

These following examples show how matches between DNA profiles from relatively minor crimes, and samples on the NDNAD, can help the police with their investigations:

Operation Phoenix: In 2003, Mark Wilkinson was found guilty and jailed for 5 years for the rape of a student back in 1996. He was asked to give a routine sample when arrested for urinating in a South Tyneside street. His DNA profile then linked him to the rape (GeneWatch 2005:24).

Operation Flame: £500,000 was stolen during 18 raids on post offices which all followed a similar pattern. Matching samples were obtained from a balaclava found after the first raid and a false number plate used in three of the other raids. A full DNA profile was obtained which matched Alan Motion, whose information was on the NDNAD as a result of a minor domestic incident. A second DNA profile from a safe was also found to match that of John Barlow. Both men were convicted of conspiracy to commit armed robbery and sentenced to 16 years in jail (GeneWatch 2005:24).

Operation Vagabond: John Wood was arrested for stealing £10 of groceries from a supermarket but was subsequently found to be responsible for an unsolved sex attack on two young girls that had taken place 3 years earlier. A profile from the routine DNA sample taken in connection with the theft was found to match a profile from the crime scene held on the NDNAD. Wood's two victims, aged 9 and 11, had been subject to rape and indecent assault. He was sentenced to 15 years in prison (GeneWatch 2005:24).

Enhancements in DNA technology have led to the review and conclusion of many cold case files. These are criminal cases that have effectively gone cold and been closed due to insufficient evidence or information. Whenever new evidence evolves the cases are re-opened to see if the findings will make a difference. ‘Research shows that a criminal has an offending cycle of up to 30 years’ (Sunday Express May 7 2006). Therefore many police forces across the UK have re-opened cases from as far back as 1975 to try and solve crimes where forensic evidence was available but no database system to make a match successful.

In 2004, the Home Office launched the hugely successful Operation Advance which focused on comparing historic crime scene samples against the DB from rape and serious sexual assault cases. The project was sponsored by the Home Office's Police Standards Unit (PSU), supported by the Association of Chief Police Officers (ACPO) and conducted by the FSS. Aims of the operation are to:

• Re-analyse old undetected crime stains, which were originally examined using the Single Locus Probe (SLP) DNA technique, being upgraded to SGM Plus\textsuperscript{119}, a more sensitive technique that is compatible with the NDNAD;

\textsuperscript{119} SGM Plus® (SGM+) tests for ten markers known as Short Tandem Repeats (STRs) and a gender marker. STRs are short sequences of DNA that are repeated several times. The number of repeats varies between individuals. A DNA profile consists of 20 numbers and a gender indicator. The probability of the DNA profiles of two unrelated individuals matching is on average less than 1 in 1 billion (1,000,000,000). The discriminatory power of the analysis decreases for related individuals. SGM, used prior to SGM+, analysed six of the same markers plus the gender marker and had a lower discriminatory power. Some profiles on the NDNAD are based on SGM; 22% of CJ samples and 19% of crime scene samples (FSS, NDNAD Annual Report 03/04). SGM profiles are upgraded to SGM+ in the case of a match. (POST February 2006).
Use other advances in DNA technology to obtain DNA profiles from samples containing very few cells by the more sensitive techniques available today (FSS Press Release 2005).

It was estimated that there were 215 cases with crime stains that were undetected. Of these, over 90% were serious sexual assaults. A forensic review of these cases resulted in 148 cases progressing, resulting in a named suspect for 39 of the cases following matches against the DB (FSS Press Release 2005).

For Operation Advance II (2005), the PSU and the FSS identified a further 236 cases of serious crimes committed between 1994 and 1999. The DNA profiles in these cases were upgraded to current 2005 standards so that they could be compared directly against the three million suspect and offender DNA profiles held on the DB. As with Phase I, over 95% of these cases are stranger rape or serious sexual offences. To date, the project itself has produced eight convictions with 12 other suspects arrested and awaiting trial. The project has also led to a number of forces independently reopening other unsolved cases and setting up their own review teams (FSS Press Release 2005).

A third phase of Operation Advance was launched in August 2007, with a review of over 4,000 case files for stranger rapes and serious sexual assaults committed between 1991 and 1996. To date, 132 cases with potential for further forensic work have been identified by the FSS. The programme continues to go from strength to strength and has reviewed over 15,000 historic rape and sexual assault cases for further forensic potential. A significant number of offenders have now been apprehended or convicted of serious sexual offences spanning back over 10–20 years. Overall, the cold cases reviewed since this work began have led to the conviction of 38 violent criminals (H.O The National DNA Database 2008:21).

Operation Advance made it possible for Mark Henson to be identified and convicted of the rape of a woman in Nottingham, nearly 10 years after the crime was committed. Crucially, a swab was taken from the victim in 1995 but it was too small for the technology of the time to extract a DNA profile, but it was retained by the FSS. However in 2001 Henson was convicted of the attempted rape of a 53-year-old woman and jailed for life so his DNA profile was loaded to the DB. Then in 2004 the unsolved rape case was selected to undergo a cold case review as part of Operation Advance. Slides containing swabs were sent for Low Copy Number (LCN) profiling which was successful and a DNA profile was obtained. It was loaded to the DB and matched the profile of Henson. DC Steven Wragg from Nottinghamshire Police said, ‘we interviewed Henson in prison and when we told him about the DNA sample he admitted it’ (FSS Press Release 2005).

In Yorkshire there have been significant breakthroughs, which have revisited dozens of rape cases dating back decades. Detective Superintendent John Parkinson of West Yorkshire police set up Operation Recall in 2006 to reinvestigate cold case sex crimes using latest SGM+ and LCN techniques. So far the Recall squad has a 100% conviction rate.

In November 2005 a 50-year-old builder was found guilty of a murder and rape he committed 27 years ago. He was stopped for drink-driving in 2004 and his DNA matched a sample on the DB taken from the original crime scene. Roland Cole was snared by Operation Recall and interviewed in jail where he was already serving a 5 year sentence for gross indecency with a child and the attempted kidnap of a young girl. He was quizzed about sex offences on 3 children in 1994 after DNA tests linked him with the crimes. Cole admitted the
offences when confronted with the evidence and was jailed for 4 years for his past crimes (Yorkshire Post Today 29 March 2006).

Furthermore Cold Case Sapphire was awarded Partnership of the Year at The Justice Awards in 2007. Since September 2002, the London based scientists have been working in close partnership with the Metropolitan Police and the CPS reviewing unsolved stranger rapes dating back to 1988. 34 men have been convicted of over 60 offences in 42 different cases. Sarah Mustoe, Cold Case Sapphire team leader at the FSS said they are delighted to have received the award, ‘by working closely with the Metropolitan Police’s dedicated officers and the Crown Prosecution Service, the FSS have achieved conviction rates for cold case rapes of around 84%’ (FSS Press Release 2007).

Home Office Minister Hazel Blears said ‘the message is clear - people who commit these horrific crimes need to know that these cases are never closed by the police and that they will be brought to justice by this and other new technologies’ (FSS Press Release 2005).

**Familial testing**

A familial search is conducted in rare cases where a DNA sample is not available. ‘These are treated as one-off exercises, for the most serious offenses’\(^{120}\). (FSS H.O 2005:34) Familial matching was developed by the FSS’s Forensic Intelligence Bureau (FIB) and identifies potential relatives of the offender, who are already on the NDNAD, through their DNA profile. It is based on the fact that DNA profiles of those who are related are more likely to contain similarities than profiles from two unrelated individuals. Familial searches can provide two lines of enquiry through the identity of individuals who could be a parent or child of the offender or the offender’s sibling.

The results from the familial search are prioritised using other intelligence, such as age, ethnicity and geography. The social assumptions that are made to help prioritise the outcomes from familial searching are stereotypical and pose deeply problematic issues around access to information and interpretation of the role of ‘experts’. These are:

- Individuals raised in a family environment of criminal offending are more likely to adopt a similar (criminal) lifestyle.
- Families at the lower end of the socio-economic scale tend to disperse less than families at the higher end of the scale.
- Criminals tend to commit offences either close to where they reside, or at least in areas well known to them (FSS 2004).

The Nuffield Council argues that ‘The National DNA Database should not be used for familial searching unless it is necessary and proportionate’ (Nuffield 2007 Summary). Each familial search throws up 50-150 possible relatives and about 80 searches are being undertaken each year. The consequence of this is that many individuals might be brought into a criminal investigation on the basis of the familial match. Professor Hepple from the Nuffield Council said, ‘If DNA found at a crime scene is not on the database, the police can search for profiles of family members. Whether the police should be intruding into the privacy of families in this way needs to be addressed’ (The Times 2/11/06). Furthermore, a genetic link between individuals could be previously unknown to one or both parties and police

\(^{120}\) Lyn Fereday, Forensic Science and Pathology Unit, Home Office, UK and Chair of the European Network of Forensic Science Institutes DNA Working Group
investigations may make this information known for the first time\textsuperscript{121}. Familial searching also risks disclosure by police of the fact that an individual has been arrested to their family members. (Crossman 2007:79).

Ultimately this development in forensics has led to the conviction of violent offenders. It was first successful in 2002 in a case where it subsequently transpired the offender was already dead. Teenagers Pauline Floyd, Geraldine Hughes and Sandra Newton, were raped and strangled in 1973. Despite a huge hunt for the murderer at the time, the cases remained unsolved for more than 29 years. In November 2000, the FSS used DNA profiling to analyse stains from the clothing of two of the girls but failed to find a match on the DB.

In 2002, DNA profiling was used to test items from the scene of the third girl's murder and links between the three crimes were revealed for the first time. Again the NDNAD failed to provide a suspect. Therefore a familial search was adopted to try to find people on the database that might be related to the perpetrator. The search yielded fewer than 100 names. In combination with the intelligence already available, this new information led to a local man, Joseph Kappen, being identified as the prime suspect. But Kappen had already died, so a proxy DNA profile was created by analysing samples from his family members who had volunteered to help with the investigation. The results of these tests confirmed that Kappen's profile was very likely to be a match, which led to his body being exhumed. Subsequent DNA analysis of his remains showed a perfect match with the Scene Of Crime (SOC) samples from all three murders. (GeneWatch 2005:19)

Since then Jason Thomas Ward was charged with the brutal rape and murder of 87-year-old Gladys Godfrey following a familial search in 2003 and Daniel Alderson was sentenced to six years in prison for two separate offences of indecent assault, once close relatives of him had been identified (FSS Press Release 2004). Craig Harman was successfully convicted of manslaughter using a familial search, after he admitted killing lorry driver Michael Little by throwing a brick from a motorway footbridge in 2004 (FSS Press Release 2004). Rapist James Lloyd pleaded guilty in July 2006 to a series of rapes after his sister provided a routine DNA sample following an arrest for drink-driving (Daily Express, July 2006). Northumbria Police used this method to identify and sentence rapist Russell Bradbury in 2006 for an attack from 20 years ago. Cathy Turner from the FSS said, ‘It is very satisfying when we are able to use new technology to help police solve a case from such a long time ago, which pre-dated DNA profiling. This case occurred nearly a decade before the creation of the NDNAD’ (FSS Press Release 2006).

The sentencing of James Ben Davies resulted from a cross border, cold case investigation using a familial search. Davies committed a string of sexual assaults; the first sexual assault took place in Hampshire 1998, then in 1998 in Cambridgeshire. The third sexual assault in 2000 took place in Northamptonshire. All three offences were linked through DNA but at the time an offender could not be identified. After receiving intelligence generated by the familial search Northamptonshire police prioritised individuals for further intelligence research and, along with officers from Hampshire, Cambridgeshire and Surrey, carried out a number of intelligence led inquiries, leading to his arrest. DCI Tom Manson at Northamptonshire Police said, ‘the case is the first of its kind involving familial DNA on a

\textsuperscript{121} Jeffreys has identified the dual use of familial testing as part of the ‘mission creep’, and McCartney believes that ‘familial searching could mean guilt by association and this would result in indirect lifelong surveillance’ (McCartney presentation 2008).
cross-border investigation involving a number of police forces and should send out a stark message to offenders that you will be caught’ (FSS Press Release 2005)

Familial searching has provided a breakthrough into the investigation of serial offenders who operate in different locations and delivers a powerful message to offenders that technology will catch them in the end. Richard Pinchin, head of FIB said, ‘the aim is to shorten the timescale between having a DNA profile and a conviction as in that intervening time there may be other incidents’ (FSS Press Release 2006).

Managing the transition from DNA left at a crime scene to involvement with the family is important and needs to be done with sensitivity. However, given the severity of SV crimes, I find the perceived seriousness of exposing paternal relations especially problematic and this will be discussed in chapter 4. Unfortunately, the guise of privacy prevents the police from policing violence in the familial home and this is imperative. Indeed I agree that intrusion into family life does need to be addressed, specifically, police should have more access to the family home and be able to investigate more efficiently, the daily acts of SV occurring under the familial roof.

Kiszko & Wright

Stefan Kiszko was jailed for life in 1976 for the murder of schoolgirl Lesley Molseed. He spent 16 years in prison protesting his innocence. The prosecution relied upon a confession offered by a bewildered and exhausted man without recourse to a solicitor after two days of questioning by West Yorkshire police, who also denied the company of his mother. He had a mental and emotional age of a 12 year old (The Times 13 November 2007).

A Court of Appeal finally quashed the conviction in 1992 after conclusive evidence was revealed. Lord Lane, the Lord Chief Justice, declared the conviction unsafe after hearing that Mr Kiszko could not have been the source of semen on Lesley’s underwear, and thus the murderer, because his condition, called hypogonadism, made him incapable of producing sperm. This wrongful conviction was reported as being ‘the worst miscarriage of justice of all time’ (The Times 13 November 2007). Kiszko died from a heart attack soon after his release in 1993.

The FSS preserved samples of sperm from Lesley’s clothes when they were destroyed in 1985. Scientists were able to subject the evidence from the unsolved crime to DNA analysis in 1999 and came up with the killer’s profile, but no name. Then 12 years after Kiszko’s release, Ronald Castree was arrested in 2005 and routinely sampled in connection to an unrelated sex attack. Although apparently innocent of the offence, as he was later released without charge, his DNA was retained on the DB and a match to the Molseed murder was discovered during a cold case review in 2006 (The Times 24th October 2007).

In November 2007, 32 years after Kiszko was jailed, Castree was sentenced to life imprisonment for the murder.122 The murder occurred before implementation of PACE123 and the NDNAD. Had it been for either of these criminal tools Kiszko would never have been

\[122\] This was in spite of attempts to pin the crime on convicted paedophile Raymond Hewlett. Julian Goose, QC, opening for the prosecution told the jury that it was only DNA technology that enabled police to extract the real killer’s genetic profile. The match to a swab taken from Mr Castree represented a one-in-a-billion match. The jury trying Castree was repeatedly warned to treat all the evidence including the DNA matches with great care (The Times 24th October 2007).

\[123\] Police And Criminal Evidence Act 1984 – introduced Safeguards.
sentenced in the first place and this serious injustice would have been prevented. Importantly, as indicated in chapter 2, the change in law, the Criminal Justice and Police Act 2001 (CJPA)\(^{124}\), also allowed for the retention of Castree’s DNA data despite him being released without charge. Had this law not been implemented, then Lesley Molseed’s true killer would have remained free to potentially harm again\(^{125}\). This case is a perfect example to support permanent retention of DNA profiles and crime scene samples.

The Ipswich murderer Steve Wright was only put under surveillance when DNA from one of the victims matched his profile already stored on the database. ‘Wright’s DNA was in the database because of a conviction 5 years earlier when he had stolen £80 from a pub where he was working’ (The Times 22 February 2008). Before the CJPA 2001 this offence would not have been recorded and his DNA would have been destroyed, but thanks to the NDNAD, Wright was caught and justice was done\(^{126}\).

Although DNA evidence was crucial to ensuring his conviction, it was more persistent traditional methods of policing that were most intrinsic to the case. Several methods of investigation were employed to catch Wright such as forensic analysis of fibres, DNA profiling, door to door police enquiry and CCTV footage (The Guardian 17 January 2008). Wright was sentenced to life on the 21\(^{st}\) of February 2008. Detective Chief Superintendent Stewart Gull said, ‘today's verdicts demonstrate how the combination of traditional police work and information from the public, coupled with cutting-edge DNA science, can be so effective in today's crime investigations’ (Yorkshire Post 11 September 2008). Ultimately, if it wasn’t for the NDNAD hundreds of cases would never have been solved and just as many criminals would remain free to reoffend.

**Crime scene samples**

Forensic techniques continue to develop whilst database success encourages its growth. The FSS’s latest technique, Pendulum List Searching (PLS), involves the ability to produce a list of potential profiles from a mixed crime scene sample, which can then be speculatively searched against the NDNAD. PLS helped to catch Duncan Edward Turner for a sexual assault in Birmingham in August 2005\(^{127}\). This new intelligence tool could be of benefit to up to 4% of all DNA crime scene samples submitted (FSS 22 August 2006).

DNAboost can help separate out mixed samples of DNA. Using pioneering computer-based interpretation systems, the FSS can already handle in excess of 10,000 DNA

\(^{124}\) Before 2001, the police could take DNA samples during investigations but had to destroy the samples if the people concerned were acquitted or charges were not proceeded with. The Criminal Justice and Police Act 2001 amended the Police and Criminal Evidence Act 1984 (PACE), removing this requirement (so long as the samples had been lawfully taken).

\(^{125}\) The relentless work to unpick Kiszko's conviction, led by his mother, lawyer Campbell Malone and the international group Justice, also inspired many similar campaigns, a lot of them successful (The Register 10th September 2007).

\(^{126}\) See Chapter 2 HO response to legislation. 'By the end of 2005, about 200,000 samples had been retained that would have been destroyed before the 2001 law change. 8,000 of these matched DNA taken from crime scenes, involving nearly 14,000 offences, including murders and rapes’ (The Times 22\(^{nd}\) February 2008).

\(^{127}\) A pair of sunglasses were examined from the SOC but they yielded a mixed DNA profile (two or more people detected). PLS works by postulating a ranked list of 500 possible pairs of profiles that could theoretically make up the mixture. It then speculatively searches a copy of the DB with all 500 pairs. If any of these theoretical DNA profiles match any sample on the DB the information is passed on to police for further investigation (FSS 22nd August 2006).
crime stain samples each month and around 50,000 DNA samples from individuals. The throughput enables the company to complete as much analysis in one week as near European neighbours might be able to achieve in a year (FSS 1 December 2006).

Further ‘cutting-edge’ DNA technology developed by the FSS helped to sentence Peter Voisey to life, for the kidnap and sexual assault of a 6-year-old girl. Three types of DNA testing were used to obtain DNA profiles from complex evidence in the case. FSS Major Crime Specialist Advisor Peter Grant explained, ‘current DNA techniques initially only found the DNA of the victim. So the FSS used pioneering Y-STR\(^{128}\) testing to target the very small numbers of male DNA cells present amongst an overwhelming number of female cells. This gave a partial DNA profile matching Voisey. The same technique was used on nail clippings, and gave a mixed DNA profile, again consistent with Voisey’s DNA being present. The technique of DNA LCN (Low Copy Number) was then used on minute traces of DNA from the victim’s skin, giving a mixed DNA profile, which both Voisey and the victim could have contributed to. The final piece in the forensic puzzle came from shoe marks on the bathroom floor. The FSS found 10 marks matching Voisey’s trainers, in terms of pattern, pattern size, and wear features (FSS 1 December 2006).

FSS developments of DNA LCN can obtain a DNA profile from just a few cells. It is also known as ‘touch DNA’ because investigators can extract samples from just 4 or 5 cells deposited by suspects only briefly holding objects such as a gun, a door handle or a glass. The technique was used in the Peter Falconio murder trial in Australia as well as the conviction of the rapist Antoni Imiela, who struck several times in south-east England (The Guardian 11 April 2008).

Conversely there have been various criticisms regarding speculative searching and the particularly sensitive ability of new techniques arouses fear and suspicion. Critics of the DB argue that the identifiers in a PLS profile are still subjective because the process is so complicated. Criminal expert Dr McCartney is sceptical of super sensitive LCN profiling due to its reliance on very few cells and fears this could increase the chance of wrongful convictions and stop critical trials\(^{129}\). It is also problematic because there remains the chance of being set up\(^{130}\) and even passing on your DNA by shaking hands\(^{131}\). McCartney asks dramatic questions such as ‘can we transfer from innocent person to crime scene despite no direct contact?’ (McCartney 2008 presentation).

\(^{128}\) Y-STRs are Short Tandem Repeats found on the male-specific Y Chromosome. Since there is no Y-STR in the female evidence the male component will be easily detected. The Y-STR system is especially helpful when there are more than one assailant. The mixed pattern in the evidence can help to identify those males responsible for the assault (DDC Forensics Accessed 2/1/09 http://www.forensicdnacenter.com/dna-ystr.html).

\(^{129}\) High profile acquittals or quashed convictions have been related to the controversial use of low copy number DNA (Crossman 2008:1) In addition, the speed at which changes and improvements to profiling techniques occur, can pose problems for defence lawyers in the finding of an expert who is able to carry out independent examination of the samples and for the courts in determining when the evidence should be admissible’ (Steventon 1993:3).

\(^{130}\) Panorama featured the case of a man who was imprisoned for armed robbery but freed on appeal after it was concluded his DNA had actually been planted by a detective from the Metropolitan Police's Flying Squad. (Panorama Give Us Your DNA, 1997. TV, BBC1. September 24)

\(^{131}\) Professor Allan Jamieson, Director of The Forensic Institute in Glasgow, warns that too much trust is already placed in DNA results, ‘people put too much faith in DNA’. He explains that finding DNA traces does not always tell you what you think it does. ‘We’ve shaken hands. My DNA will be on your hand. You may touch something outside of this room that I have never touched, and therefore my DNA will be somewhere where I have never been’ (BBC News Panorama 2007).
GeneWatch also raise concerns over the dangers of LCN profiling, however the media focuses on the missed opportunities caused by the absence of this technique; ‘earlier this year, it emerged scores of rapists and murderers could have escaped justice altogether because staff at the FSS did not use the latest supersensitive techniques when testing for microscopic traces of DNA on exhibits between 2000 and 2005. Therefore vital evidence could have been overlooked. The reason the FSS could not use LCN or other supersensitive techniques for testing DNA is because the process had not been sufficiently regulated. However it has since been authenticated and is now considered an acceptable form of evidence which provides exceptional possibilities. As a result, 2,000 unsolved cases where experts were unable to find a genetic fingerprint of the offender have been reviewed’ (This is London 17 May 2007).

This technology is extremely admirable, to some, and also creates a sense of security by making our society seem safe and protected by such thorough forensic investigation. LCN techniques are essential for identifying the offender in exceptional cases and should not be eliminated from criminal forensic investigation.

MASS database

There are many arguments for a mass database where every citizen in the UK is obliged to have their DNA stored on an accessible database. In light of the ECtHR ruling, this discussion on mass development of the DB is theoretical, but provides further analysis on how the DB functions. The further development of the DB would address the issue of invisibility and could improve the poor prosecution rates for SV. ‘It does not matter how much physical evidence the police have – without a suspect to relate it to – it is of little help to their investigation’ (Miller 1995:6). In cases of SV where forensic evidence is usually always available, the offender could be easily identified and arrested, even without a previous criminal record. When considering the Pitchfork murders, Jeffreys said, 'if we had had a global database at the time, we would have got him straight after the first crime. We would have saved a life. That is just one case. Now imagine that repeated thousands of times across the UK' (FSS 2007 Casefiles).

The murder and rape of Louise Smith in 1995 demonstrates how a universal database would benefit crime detection. Despite finding the murderer’s DNA at the scene and sampling thousands of men, it took 14 months to find him because he was someone with a completely clean record. If there had been a more extensive database it would have taken a maximum of 2 weeks to identify her killer (Panorama 2007).

The Police Superintendents’ Association (PSA) has consistently expressed a desire for the creation of a population-wide database. The PSA most recently argued for a universal database in relation to the investigation and subsequent detection of Antoni Imiela, who committed a series of rapes against women and girls. The basis for the PSA’s argument is that a database match with the DNA profile obtained from the first of Imiela’s victims would have served to identify Imiela as a suspect prior to at least 7 subsequent attacks. Imelia had been previously arrested and convicted of violent offences prior to the series of rapes but the timing of his conviction meant he was not present on the NDNAD. His last sentence, of 14 years imprisonment, ended in 1996, prior to the ‘mopping up’ exercise carried out by the Home Office (Williams & Johnson 2004:121).

An intrinsic problem with the database is that it is not trans-national. Therefore, convicted criminals from our country would not be caught if they committed a crime abroad,
even though their DNA would be on our database, and vice versa. This was the case with the rape and murder of 13-year-old Caroline Dickinson at a youth hostel in France, 1996, by a Spanish man called Francisco Arce Montes. DNA was left at the scene of the crime and investigators responded by carrying out DNA tests on about 400 males aged between 15 and 60 living in the village and surrounding area. But for years, the French police investigation drew a blank. A US police officer on holiday in the UK read about the crime and the unsuccessful hunt for the killer, and connected the murder to a man arrested for a similar attack in Miami. The policeman followed up his hunch in the US, and Arce Montes was finally extradited from Miami to France in 2001 after a DNA sample linked him to the murder scene in Brittany.

Arce Montes was placed on the suspect list when they found his name connected to an incident in another French youth hostel in 1994. He had also been convicted of several rapes in Germany in the 1980s, and was questioned in Spain in 1997 on suspicion of armed rape (The Scotsman 2004). Police scientists said the Dickinson investigation had convinced politicians of the need for a DNA register. A French white paper proposing the creation of a DNA database was passed by MPs in 1998. But the presidential decree allowing a DNA register of sex offenders was not issued until 2000. However Jacques Chirac\textsuperscript{132} broadened the register to include the DNA of all people suspected of crimes liable to three years' imprisonment in 2004 (The Observer 2004).

Enquiries showed that Montes had been responsible for a large number of sexual offences in many different countries over a period of more than 20 years. Following Dickinson’s murder, he was arrested in Spain for an attempted rape, but he skipped bail and the opportunity to obtain a sample of his DNA (and link him to the investigation) was missed\textsuperscript{133}. Montes is a serial sex offender who exploited international borders to gain his ends. He, and others like him, understand the gaps in the system and evade justice by slipping through them. ‘As DNA evidence grows as a tool in investigations, individuals such as Montes will focus their predatory activity in geographic areas where they know that the use of DNA evidence is not routine’ (Dickinson & Pierce 2005:14). A global database would allow DNA profiles from across the world to be linked and this would prevent trans-national crimes. The FBI are currently looking into a world/global biometric database.

Interpol is the world’s largest international police organization\textsuperscript{134}. The DNA Gateway was designed in 2002 to assist member states across international borders. It ‘provides for the transfer of profile data between two or more countries and for the comparison of profiles which conform to Interpol standards in a centralized database’ (Interpol Factsheet 2007). This allows for data matching capacity available to all member states using DNA profiling in law enforcement that is in accordance with their national legislation. DNA profiles can be stored and searched using the Interpol Standard Set Of Loci

\textsuperscript{132} Jacques Chirac served as the President of France from 17 May 1995 until 16 May 2007.

\textsuperscript{133} The case not only lays bare French reluctance towards DNA tests, but also shows up failings in international police co-operation. French investigators received help from their British colleagues, although Interpol-London failed to follow up on a request for information about Arce Montes's stay in Britain. Spanish police also did not immediately report Arce Montes had a rape conviction there (The Observer 2004). There is clearly an issue here with the trans-national operation of the NDNAD, which needs to be addressed through further research.

\textsuperscript{134} The Interpol DNA Unit was established following the acceptance of Resolution No. 8 of the 67th General Assembly (Cairo, 1998) to advance international co-operation on the use of DNA in criminal investigations.
Profiles submitted to the Gateway are not samples, and as explained in chapter 2, they do not contain any biological information that would affect privacy issues.

In November 2005, the UK followed Austria’s lead by becoming the second country to adopt the charter, which governs the usage of the DNA Gateway. With the addition of 13 countries in 2006, the number of countries contributing to the database rose to 42 and there were 65,000 DNA profiles, logging 56 hits in that year (Interpol Annual Report 2006). Currently there are around 77,000 DNA profiles from 47 countries (Interpol Factsheet 2008). Whilst member countries develop their databases, this figure, and the number of profiles transferred on the DNA Gateway is expected to grow as more profiles lead to more hits.

In June 2007 European Union countries agreed to allow police to share DNA and fingerprint data across national borders to assist the detection of criminals who flee abroad to escape justice. Herr Schaueble said that Austria had reported ‘sensational breakthroughs since it began using the system, reporting more than 1,000 data match-ups in 6 weeks’ (The Times 12 June 2007). By 2010 Police in different EU states will be able to set up joint, cross-border operations. Britain has by far the largest database of DNA profiles in Europe, and is therefore likely to benefit proportionally more from the system (The Times 12 June 2007).

Importantly, privacy safeguards have been designed into the Interpol system to the greatest extent possible. A ‘hit/no hit’ system alerts police when a DNA sample that they are studying matches one held in the database of another EU country; they will then have to request further information. The EU Justice Commissioner Franco Frattini said, ‘this will make the EU a safer area’ (The Times 12th June 2007). Ultimately the efficiency of this system will work as an effective deterrent for law enforcement agencies across the EU. Furthermore, under current proposals set by the Home Office, the ability to take samples and fingerprints from UK citizens and residents convicted abroad will be made easier/possible (H.O Press Briefing 2009).

Another argument for a mass database is the issue of equality as discussed in chapter 2. President of the Black Police Association Keith Jarrett said the current system was ‘untenable’ and backed the call for a universal database (BBC News 5 September 2007). Tony Lake, chief constable of Lincolnshire Police and chairman of the DNA board, said ‘the DNA of people convicted or arrested for violent or sex offences should remain on the database for life, but that need not be the case for minor offences’ (BBC News 5 September 2007). A senior Judge, Lord Justice Sedly, has insisted that the whole population and every UK visitor should be added to the NDNAD:

135 The European Standard Set of Loci (ESS) contains 7 STR loci. A profile must have results at 6 of these 7 loci before the request will be processed. In the future all available alleles must be stored in the indexed DNA profile DB in order to raise the accuracy of matches. Each Member State must implement, as soon as practicable, any new ESS of loci adopted by the EU (10+). The higher the number of loci that match, the less likely it is that there is a false match between DNA profiles that have been compared. There are national databases already working with comparisons on the basis of 10 loci (higher number than the ESS of loci) and as a rule they should be compelled to use all loci available (EN 2008:17).

136 Until recently, exchanging DNA evidence across national borders took place under the auspices of Interpol. The agreement extends most of the treaty of Prum, a successful police co-operation deal that has so far been signed by Austria, Belgium, France, Germany, Luxembourg, the Netherlands and Spain, to all 27 EU countries.
‘Where ethnic profiling is going on\textsuperscript{137}, a disproportionate number of ethnic minorities gets onto the database. It also means that a great many people who are walking the streets and whose DNA would show them guilty of crimes, go free. Going forwards has very serious but manageable implications.... It means that everybody, guilty or innocent, should expect their DNA to be on file for the absolutely rigorously restricted purpose of crime detection and prevention’ (BBC News 5 September 2007).

Tony McNulty MP is the Home Office Minister of State for Security, Counter-terrorism, Crime and Policing. He said Lord Justice Sedley’s idea ‘has logic to it - but I think he's underestimating the practical issues, logistics, civil and ethical issues that surround it.’ Mr McNulty denied the current database was unfair but accepted there was room for debate on the workings of the present system, including time limits on the storing of information.

Dr McCartney says that ‘no-one really wants a global DB due to the sheer volume of results’ (McCartney Presentation 2008). Gary Pugh, from Scotland Yard said, ‘more profiles are required to reduce crime further but the notion of universal sampling is currently prohibited by cost and logistics’ (The Observer 16 March 2008). Dr Chris Pounder, a privacy expert with Pinsent Mason’s law firm, pointed out that logistical issues may not be significant. DNA samples could be taken when people are interviewed for an ID card or passport. To avoid the existing DB being used for increasing numbers of purposes an independent regulator should be established in order to ensure that the public trusts the database.

‘At the moment the database is subject to the control of the Home Office, which establishes the ethical considerations as well as controlling those who have access to the database. This is not a firm regulatory structure and my own preference is for a regulator independent of the Home Office who can sort problems out and who reports to Parliament and not to the Home Secretary’ (The Register 10 September 2007).

Such a proposal was made by the Parliamentary Science and Technology Committee in 2005. It said that the independent regulation of any database was essential if the system was to retain the public's trust (The Register 10 September 2007). Although the HO is responsible for regulating the database, this work is overseen by a board which includes The Human Genetics Commission. Currently, Professor Stephen Bain represents the HGC on the DB Strategy Board and keeps the Commission abreast of progress at regular plenary meetings. The HGC are committed to openness and transparency, with particular focus on the social, ethical and legal issues. One of their key roles is to promote debate and to listen to what the public and the stakeholders have to say. Therefore I do not think that the regulatory structure of the NDNAD is either uncertain or biased. Furthermore there are plans to establish an ethics group to contribute and offer advice about research and development, which would include two lay members (HGC 2008). Current proposals made by the Home Office over governance is that the existing NDNAD Strategy Board will be rationalised and have a greater mix of operational and independent members; and an independent panel given the role of monitoring implementation of the regulations and reporting directly to Ministers (H.O Press Briefing 2009).

\textsuperscript{137} In Northampton men of Asian appearance were targeted for DNA samples, but only because they matched the description of the offender (Northampton Herald & Post May 19 2005). Similar issues here to Operation Minstead in London when African-Caribbean men were sampled because they fitted a description. This is not racial segregation but genuine police enquiry into two incidents that happen to involve suspects from an ethnic minority.
Shami Chakrabarti, director of human rights organisation Liberty, said a database for every man, woman and child in the country was ‘a chilling proposal, ripe for indignity, error and abuse’ (BBC News 5 September 2007). A poll done in 2007 for BBC’s Panorama indicated the sensitivity of the issue. One question asked ‘should all DNA of 18 years & above be stored?’ 66% agreed, 34% disagreed. However when asked if all DNA data should be taken from babies, 66% disagreed, 34% agreed. Although the poll suggests that there is public support for an expanding database to help with the prevention and detection of crime, there are issues relating to the collection of DNA from particularly young children.138

The responses from the public are intriguing and wide ranging. ‘One surprising statistic is that 42% of the 227 visitors who filled in the survey think that everyone’s DNA should be held on the Police National DNA Database’ (HGC News 22 September 2008). Maintaining and developing the database is one of the government’s top priorities, with government and police investment of over £300 million over the last five years. However, there are no plans to introduce a universal compulsory or voluntary, DNA database, and since the ECHR ruling against blanket retention of DNA data, the potential for a future mass DB is highly unlikely (H.O 2006).

Impact of NDNAD on SV

DNA testing is usually always attempted in SV cases and its presence can make a huge difference to a case reaching court. Considering the current critical level of conviction in SV cases it is therefore essential that the techniques are advanced and the database is efficient. Research in New South Wales (Australia) showed that reporting of sexual attacks had gone down since introduction of DNA sampling (McCartney Presentation 2008) and in the US sex offenders were found unlikely to commit a second crime thanks to improved surveillance.139 The impact of DNA at trial in the US means longer sentences, however there is not yet any equivalent UK research.140 (McCartney Presentation 2008).

Australian research by Michael Briody found that ‘DNA evidence could contribute to the efficiency and effectiveness of the court process in sexual offence cases’ (Briody 2002:161). The study examined the effect of forensic DNA in comparison to some other types of court evidence, such as defendant confessions, testimony of independent eyewitnesses and photographic and fingerprint evidence. Although the findings were sourced from Queensland, they ‘may well be transposed to jurisdictions with a similar English-based adversarial legal system’ (Briody 2002:161).

There were five main findings from the research.141 Firstly, DNA evidence makes critical differences in decisions to prosecute after charging so that more cases reach

138 The discussion of juvenile retention on the DB is beyond the scope of this dissertation
139 In California, just 3.2% of more than 4000 sex offenders released on parole in 2002 were re-imprisoned for another sex offence in the subsequent 5 years. An analysis of the Minnesota statistics suggests that the main factor in reducing sexual reoffending is supervision after release - which has become more intensive in many states. The figures are broadly consistent with a 2007 Minnesotan study, which found that sex offenders are even less likely to reoffend than they used to be: about 5% of offenders released in 1990 were locked up for another sex crime within 3 years but of those released in 2002, the figure was just 1%. Over the same period, re-conviction rates - which were higher than jailing rates since not all reoffenders were locked up - had fallen even further, from almost 17% to less than 3% (New Scientist 2008:6).
140 Here is an opportunity for further, essential research.
141 Importantly, when both photographic and DNA evidence was available, this was found to be ‘strongly associated with immediacy of reporting the offence (within 3 days)’ (Briody 2002:170).
court. ‘A case is more than twice as likely to reach court when incriminating DNA evidence is presented than when it is not’ (Briody 2002:170). Secondly, DNA evidence meant that cases were more likely to convict. ‘DNA evidence assumed its greatest strength in its influence on jury decisions. A jury was more than 33 times more likely to convict where prosecutors produced DNA evidence than when no DNA results were admitted in evidence’ (Briody 2002:170). Furthermore, ‘when DNA evidence is combined with other evidence of a recent nature, this improved the chances of a successful prosecution’ (Legosz 1999 cited by Briody 2002:170).

Thirdly, DNA evidence was associated with a trend towards imprisonment, ‘DNA evidence was a significant but weak predictor of custodial penalties’. Fourthly, DNA evidence emerged as a significant variable at the point of sentencing, by association with more and slightly longer sentences. Peterson et al (1987) offered the explanation as; ‘the certainty that the defendant committed the offence, which forensic science evidence sometimes provides, may induce the judge to incarcerate the defendant rather than grant probation or, where incarceration is mandated, to increase the length of incarceration’ (cited by Briody 2002:177).

Conversely, although incriminating DNA evidence emerged as a crucial predictor of a guilty finding, ‘DNA evidence demonstrated no significant effect in sexual offence cases on inducing guilty pleas’ (Briody 2002:170). This finding is contrary to the experience of police forces across the UK and perhaps it would be different with UK sources. ‘The implications of this are that expected cost savings through more guilty pleas are not occurring, and will not be realised in sexual offence cases while DNA testing results are provided post hoc to investigators’ (Briody 2002:175).

However it was found that when a confession by the suspect is made to police it will act strongly as a precursor to a plea of guilty. ‘This study and others pointed to a confession to police at the initial interview as a predictor of guilty pleas. By confronting suspects with incriminating DNA evidence at that time, more confessions might result, followed by a higher rate of guilty pleas’ (Briody 2002:175).

This is especially true with the operation of the NDNAD producing ‘cold hits’ with DNA results in advance of arrests for sexual offences. Confessions at interview were found to be the most important form of evidence for explaining convictions in sexual offence cases, therefore ‘in cases of rape, if a suspect made no statement to the police, or refused an interview, the case was less likely to reach court’ (Briody 2002:179). This was often found to be on legal advice and allowed time to compile a defence usually based on the consent issue, ‘with odds of the jury acquitting improved eight-fold’ (Briody 2002:170).

Aside from cold hits, the ability to produce DNA evidence at the point of interview is essential for sexual offence cases which mean that permanent retention of profiles and crime scene samples, and development of the DB to make it larger and more efficient, is vital. ‘It could be argued that the DB will assist in solving many more sexual offence cases by providing suspect names to investigators through producing ‘cold hits’. However, around 90% of sexual offenders are known to their victims, so that suspect nomination and offender identity are not the issue in most cases.’ (Legosz 1999; NSW Department for Women 1996 cited by Briody 2002:178). On the other hand, DNA evidence is still required to prove that a sexual act took place, and this ultimately prevents denial and could still contribute to a conviction.
A concern raised by Briody in this study was cost; ‘while DNA typing can be credited with providing greater justice for the community because of its greater accuracy and reliability over the earlier serological techniques, it also places an increased financial burden on the taxpayer through increasing the number of court cases and, it might be imparted, through its association with a larger prison population’ (Briody 2002:178).

It is a shame that the failures and costs of the CJS are constantly shadowing the achievement and abilities of DNA evidence and databasing. The UK is an affluent country and extra prisons could be built to counter improved criminal detection and conviction rates.

I would argue therefore, that it is imperative that every case is referred to the forensic laboratory by police. Cost savings to the community will only be made once DNA evidence is utilised properly and this will take time. So long as it’s growth and development is not heeded I would predict that cost savings are inevitable, however implementation of the ECHR ruling is likely to create massive further costs. Briody concludes that ‘this cost to the community is the price that must be paid for the greater certainty and improved technical accuracy that DNA profiling brings to courts’ (Briody 2002:179).

**Deterrence theory**

DNA databasing is a unique system which could deter criminals of SV (and most other crimes) due to its highly sensitive abilities. The British philosopher Jeremy Bentham developed a theory of deterrence closely related to surveillance and advocated the Panoptican in the nineteenth century as the best form of crime control. The Panoptican prison was never actually built but there remain some similarities between panopticism and crime control techniques used today. The Panopticon allowed for uninterrupted inspection, observation and surveillance.

‘Prisoners would never know when they were being observed but would be forced to behave at all times as if they were. A state of conscious and permanent visibility would assure the automatic functioning of self-control and self-discipline’ (Muncie 2001:298).

Michael Foucault attacked the concept of Panopticism as an exercise of power. In *Discipline & Punish* (1977), Foucault describes the disciplinary potential of the prison: ‘The panoptic mechanism arranges spatial unities that make it possible to see constantly and to recognise immediately. Visibility is a trap’ (1977:200). The negative association to visibility is misplaced because a crime cannot be detected unless it is visible, and here it is crucial. Surveillance is not necessarily the negative function of power, it is a technique to catch and prove criminal offences. If populations could be ordered through surveillance then a disciplined society would be beneficial.

The significance of this post-structural Foucauldian perspective is in the transformation of a mode of punishment that depended on the infliction of bodily pain and public theatrical spectacle to one organised around incarceration, regulation and reformation of the mind. ‘It is not whether it is better or more humane but how it represents the re-organisation of disciplinary knowledge and power. For Foucault, the techniques and rationales embedded in Bentham’s proposed Panoptican were the embodiment of this shift to a new modality of control’ (McLaughlin 2001:219). Foucault’s historicised analysis can be equated with the Orwellian critique of surveillance and it has a restrictive and destructive nature.
Although Foucault identifies the issue of power and knowledge, Foucault theory fails to recognise and consult the precise issue of dealing with criminality today – especially in relation to sexed violence. The histories and sociologies of control by Foucault largely ignored women. ‘The analysis developed by Foucault would have been much enhanced, allowing for a more nuanced view of the limits and applications of disciplinary control, if its variable application to women as well as men had been considered (Hudson 1996 cited in The Oxford Handbook 2002:255).

Beccaria and Bentham both viewed violation of the law as natural for human beings if they were allowed to do so. ‘To prevent crime society must make punishments for criminal behaviour greater than the pleasures derived from the successful completion of criminal acts’ (McLaughlin 2001:88). Is it therefore natural and acceptable for men to commit acts of sexed violence because the law and CJS alike have not successfully implemented forms of deterrent control?

Deterrence assumes two principal forms and both are supposed to make it clear that crime does not pay. Firstly, general deterrence is aimed at influencing the total population with future or potential criminal activity being prevented by the universal threat and fear of punishment. The existence of the national police database could fulfil this role. Secondly, specific deterrence is targeted at the known offender to ensure that this individual is deterred from further involvement in criminal activity and the use and collection of DNA could achieve this (McLaughlin 2001:88).

The NDNAD does not aim to classify or co-ordinate citizens. It operates more through perceived power than actual force and coercion. The fear and belief in the power of DNA as evidence could be enough to help deter crime and more offenders may plead guilty faced with such evidence. Therefore I argue that this so called operation of power is not negative. However, McCartney says that deterrent arguments cannot be applied to the DB because it is far too complicated and hypothetical. She goes on to say that the concept of deterrence is an intelligent one and many criminals are not rational decision makers concerned about trace evidence, but impulsive and opportunistic people (McCartney Presentation 2008).

Two criticisms of the deterrence focus include the ‘need to develop a considerably more sophisticated theory of human behaviour which explores the internal and external checks on why people do or do not engage in criminal activity’ (McLaughlin 2001:88). This argument is also problematic though because searching for ‘causation’ is not immediately effective for SV victims. Secondly, ‘the labelling process and ‘naming and shaming’ effectively close off the possibility of ‘going straight’ (McLaughlin 2001:88). However people should be made culpable for their actions through the operation of the database.

Future improvements for the DB

Currently reliance upon highly persuasive evidence limits debate and underplays the limitations of, and objections to, the expansion of DNA capabilities. McCartney says that any scrutiny of the NDNAD is not intended to undermine it, but to make it stronger and more efficient. If someone innocent was to get wrongly convicted through use of the NDNAD, then

---

142 For Bentham, real rights were legal rights, and it was the role of law makers, and not natural rights advocates, to generate rights and determine their limits (Clapham 2007:11).
its use really would be undermined (McCartney Presentation 2008). It is arguable whether scrutiny of the DB that resulted in the ECtHR ruling has lead to the strengthening of the DB however. Faith is important and the public need to support it. The media is partly responsible for the unbalanced understanding of DNA (as has already been identified in chapter 2) and it is essential that for the benefit of society news reporters resist their subjective temptation to sensationalise facts. In order for the database to be most beneficial to society and cases of SV there are several aspects which need addressing and improving for the future.

Unfortunately despite the growing number of individual DNA profiles, success is ultimately determined by crime scene stains and at present there is a lack of crime scene samples to make the necessary impact. Currently DNA is recovered from (just) 10% of scenes with an approximate total of 17%\textsuperscript{143}. The number of crimes detected using the DB fell in 2004/05 and hasn’t significantly increased in 3 years. In 2006/05 37% of crimes were detected using DNA\textsuperscript{144} (McCartney Presentation 2008). Since 2002/03, the number of individuals with DNA profiles on the DB has doubled from 2 million to 4 million, but there has been no corresponding increase in the number of crimes detected (GeneWatch 2008:7). These figures really highlight the importance of obtaining and protecting crime scene stains because numbers are essential if a DB match is ever to be made. ‘The database is not efficient right now because there are not an equal number of crime scene stains. Victims would gain more from a more efficient DB; not a global one’ (McCartney Presentation 2008).

Another issue raised by McCartney is the costs of operating the NDNAD\textsuperscript{145}. ‘Currently there is no return on the huge investments that have been made by the H.O. SNPs\textsuperscript{146} would be a better technique than STRs but the 4.5 million samples we have are not compatible with that and if a global database was ever implemented the worlds’ database systems would need to be able to talk to each other’ (McCartney Presentation 2008). This is an understandable criticism of the DB and indeed a mass DB would benefit more from SNP genotyping than STRs\textsuperscript{147}. However, this would be impossible of course if samples are to be deleted after six months.

The linking of offences of rape is not necessarily a straightforward task but advances in DNA techniques ease many difficulties. However, with some exceptions, forces have failed to put in place robust monitoring systems to ensure early identification of a linked

\textsuperscript{143} A majority of crimes do not leave DNA evidence behind, such as ‘white-collar’ crime.
\textsuperscript{144} This statistic is worryingly low, however, I’m sure the percentage of people negatively affected from having their DNA on the database is lower
\textsuperscript{145} Patents are too expensive (McCartney 2008). ‘The granting of patents which assert rights over DNA sequences as research tools should be discouraged by the stringent application of utility’ (The ethics of patenting DNA. Nuffield Council for Bioethics 2002 P13)
\textsuperscript{146} Single nucleotide polymorphisms, pronounced ‘snips.’ STR genotyping has many disadvantages to SNP genotyping. If we were to implement a universal DNA database, it would be prudent to make the switch to SNP genotyping. High-throughput SNP genotyping platforms are advanced, and the pace of development (i.e. reduction in costs) is enormous. SNP genotyping is technically simpler than STR genotyping, and it would be easier to miniaturize. Poor quality forensic samples can be more accurately assigned to database profiles when there are hundreds (or thousands) or points of comparison, in contrast to the 10 STRs used in the DB (for a profile consisting of 20 numbers).
\textsuperscript{147} ‘The SNP technique is unlikely to replace conventional forensic DNA analysis, which identifies individuals using just 13 different, highly variable genetic markers, (instead of 20 markers used for SGM+)’. The SNP method could prove valuable in samples where DNA from several people is present. SNPs are most commonly used in studies to locate genes associated with susceptibility to disease’ (New Scientist 1\textsuperscript{st} September 2008). Surely McCartney would be concerned about the use of SNPs due to the risks posed by storing such highly sensitive material.
series of rapes. More concerning, is the fact that DNA evidence is not always used, even if it is available. This problem was identified in chapter 1 where police are only using trace DNA evidence as a corroborating tool. ‘Work is underway within the Intelligence Unit of the Metropolitan Police and in the Northumbria Police Sexual Offences Unit to capture this intelligence more effectively, and to feed it through to operational detectives for action. These approaches are welcome’ (HM CPS 2002:38).

One issue for the future relates to the storage and safekeeping of samples in the longer term. Advances in DNA technology over recent years have led to convictions that were not previously possible. These advances continue and the ability to identify suspects is likely to increase in the future. ‘It is therefore imperative that all forces implement structures for the demonstrably uncontaminated preservation of samples and exhibits and the effective retrieval of files relating to rape enquiries and other serious crime in anticipation of these advances’ (HM CPS 2007:75).

In 2008 the forensic science regulator, Andrew Rennison, ruled that LCN DNA evidence, amounts too small for standard DNA profiling, are safe to use in criminal prosecutions, in spite of recent concern that the technique is flawed. Rennison said, ‘I am satisfied the science is very safe, however, there is clearly work to be done to develop a coherent standards framework that is transparent, accessible and used across all the facets’. A CPS review concluded that ‘LCN DNA analysis provided by the FSS should remain as potentially admissible evidence’ (The Guardian 11 April 2008). Professor Brian Caddy carried out an independent review at the University of Strathclyde and also found the technique to be scientifically sound and said it should not cause wrongful convictions’ (The Guardian 11 April 2008). However, Caddy made 21 recommendations to standardise procedures. Improvements in the collection of DNA from crime scenes and in its analysis are necessary to avoid the evidence becoming unusable. These include ensuring that police evidence-gathering kits are ‘DNA-clean’, to avoid contamination with someone else's genetic profile, and that a national agreement on how to interpret the results from LCN DNA should be devised, including clear guidance on how courts should interpret the evidence (The Guardian 11th April 2008).

Conclusion

DNA evidence can prevent innocent people from being wrongly convicted in the first place. ‘We now have accurate, reliable and successful testing at our disposal’ (Explore DNA 2008). Importantly, no-one has been mistakenly convicted with DNA evidence either. It is also extremely rare for a DNA profile to be flawed and I have argued that the potential for misuse is not a sufficient reason to prevent its use, despite the ECHR ruling otherwise. DNA profiling may pose risks but these are not yet actualities. There have been a variety of successful cases and technological advances as I have identified throughout this chapter; however there remain several serious areas for improvement which must be employed.

Issues of power are also important considerations in order to prevent an ineffectual system vulnerable to corruption. Arguably the deterrent power of the DB is yet to be observed, however I would argue that it has great potential with the developments and

---

148 Mr Justice Weir was the trial judge for the Omagh bombing case in December 2007 where Sean Hoey was acquitted of killing 29 people in 1998; he was not satisfied that Low-template DNA was valid for use as evidence (The Guardian 11th April 2008).
growth of the system. We live in a technological society and everything is advancing in this way, including crime control and prevention.

We have to be careful not to assume that a DNA match showing a person was at the scene of crime means that they were the perpetrator of the crime. DNA works as a complement to other forms of evidence to narrow the pool of possible criminals, therefore it is more of an investigative tool than a conviction tool and the police need to operate with this in mind. ‘It is important to remember that DNA is only one part of an investigation and that prosecutions are brought based on other evidence such as witness statements, CCTV footage and other forensic evidence (ACPO Latest News 2009). DNA evidence on its own is not enough to prosecute in a court of law and this safeguard prevents conviction on DNA evidence alone. Furthermore, juries need a more balanced knowledge of DNA so that cases are viewed on ‘old fashioned police work’ as well as scientific evidence, this would also prevent cases failing and/or appealing. DNA evidence remains compelling and powerful because people want it to work but society’s faith in DNA is also important to ensure the safe running and operation of the database. Overall, however, this kind of technology is fortunate, not only as a tool for justice, but for elimination purposes.

The DB can help in rape cases where the offender is known by the victim as well as in stranger/cold cases by proving presence and inducing guilty pleas at the time of interview to help ensure a conviction. The power of the DB to support victims of sexed violence has been ignored and it should be viewed as an opportunity to confront the low conviction rates. The message is slowly becoming clear that perpetrators of this crime will get caught and it is not acceptable. Is the UK criminal justice system ready to stand up to this type of violence and face controversy and attack from HR groups in the process? Moreover, can this stance transfer into the privacy of the home and confront cultural barriers? In the next chapter I will discuss a possible concept of privacy which helps to explain objections to the DB on this basis. This position is of a modern form of privacy which is both homogenous and masculinist.
4) The modern concept of privacy as masculinist

In this chapter I will identify some explanations of privacy and human rights and how fear is an intrinsic aspect within both. Within these explanations will be various analysis of how these concepts are applicable to sexed violence and the operation of the National DNA Database today.

There are several definitions to privacy but I will provide a critique of privacy arguments in relation to surveillance, emphasising the degree to which these concepts are based upon a public/private binary that prioritises a very particular set of values. This concept specifically questions the elusive and ominous privacy argument for having your DNA profile taken and stored. These privacy values may operate within a modern concept of privacy as masculinist, which affects our human rights (HR’s) understandings. The implications of such an attitude to privacy and the DNA database could therefore be damaging to the progress of Violence Against Women initiatives.

Privacy

Whilst considering the benefits that the NDNAD could bring to SV and the criminal justice system in general, the aim of this chapter is to problematise objections to this system under the guise of ‘privacy’. When the apparent sacrifice of your DNA can provide such a criminal tool, why is privacy considered an overriding issue, and to whom? What is it about databasing that threatens the invasion of privacy and causes such defence? Privacy concerns can originate from fears and as identified in chapter 2, the main reasons for objecting to the DB are based on fears of an Owellian Big Brother state, capacity to harm and perceived threats, but these are not actual problems due to the safeguards in place.

As technological advances propel human interfacing and communication over a variety of formats, more and more detailed information is made about an individual, with the potential risk of that information being made available for anyone to obtain. Information is collected and collated in new and greater ways. Phillipson and Fenwick define privacy as ‘the individual’s interest in controlling the flow of personal information about herself…the right to ‘selective disclosure’ (Phillipson & Fenwick 2000:662). Ultimately the disciplinary potential of Foucault’s analysis of the Panopticon or Orwell’s ‘Big Brother,’ is only maximised when surveillance is coupled with techniques of behaviour modification, indoctrination and socialisation and these techniques are not combined with the DB.

Surveillance techniques such as CCTV have been embraced by various agencies, not to mention shops, and homes for successful crime reduction. The public accepts CCTV as a means of protection (H.O 2005:7). Apart from the deterrence functions of CCTV, it has

---

149 In the early 1990s CCTV initiatives showed clear reductions in crime. Kings Lynn and Airdrie Town had experienced a 97 and 95% reduction in car crime, and in Newcastle hundreds of arrests were attributed to CCTV (Norris & Armstrong 1999:64). In 1996 figures cited by the Home Secretary and Audit Commission showed that total crime had been reduced by 21% and detection rates had increased by one-sixth (Short and Ditton cited in Norris & Armstrong 1999:64). Furthermore there was no evidence of displacement however Doncaster did show signs of increased crime in outlying townships where there was no CCTV (Norris & Armstrong 1999:65). There would not be a displacement issue with DNA databasing. There was a 19% fall in crime in Newcastle and a 10% fall in Brighton (Norris & Armstrong 1999:64)
the capacity to direct and employ appropriate responses for the detection and identification of offenders. ‘CCTV can be a very useful tool in investigating terrorism, murder and rape as evidence of the suspects or their vehicles can be revealed. It helps to manage the problem of informational uncertainty and for allocating resources to incidents (Norris & Armstrong 1999:206). Therefore, ‘objections to CCTV seem either callous or too concerned with the rights of criminals’ (Norris & Armstrong 1999:37). Even Liberty was not opposed to mass surveillance in 1994 but argued for statutory regulation of the CCTV industry. (Norris & Armstrong 1999:38)

It is perhaps because privacy is prevalent as a new-found concern within our society that the western legal system has failed to represent it sufficiently. Current data protection law was not designed to cover the prevention and detection of crime and it was never drafted to deal with the prospect of mass, automated surveillance so it has limited applicability.

The concept of ‘privacy’ has become too vague and unwieldy a concept to perform useful analytical (and, hence, legal) work. It has grown into as nebulous a notion as ‘freedom’ (with which it is not infrequently equated) or ‘autonomy’ (with which it is often confused). This ambiguity has, it is submitted, actually undermined the importance of the value of ‘privacy’ and impeded its effective legal protection (Wacks 1994:10-11).

Ultimately the modern state would be inconceivable without being able to provide routine administrative functions of welfare, health education and security for its population via electronic records. Surveillance is also an elementary building block of all human societies since the act of socialisation would be unthinkable without the surveillance of adults. So whilst the dominant cultural theme of surveillance is tragic, there is also an ambivalence which recognises that ‘surveillance has two faces’ (Lyon 1994 cited by Norris & Armstrong 1999:5). It is seen not only as both protective and enabling but also as deeply implicated in the structure of totalitarian rule. ‘Few of the connotations of surveillance are positive. And yet, in contemporary Western society we have largely embraced surveillance; while we worry about the limits of privacy and about things getting into ‘the wrong hands’, in general a burgeoning of electronic surveillance is accepted as a means of making our world safer’ (McGrath 2004:1).

Nock asks, ‘how in an anonymous society of strangers is trust to be produced?’ He argues that this is one of the central problems of late modernity. ‘Ironically then, while we normally see surveillance as a diminution of privacy, it is actually a consequence of that very privacy. How else can we prove that we can be trusted, if not through our reputation?’ (Nock 1993 cited by Norris & Armstrong 1999:22). However the DNA database does not survey the population. It is an intelligence tool for identification and elimination purposes, solely for crime detection and conviction.

In order to understand the controversy regarding the technological advances of DNA databasing and detection, further definitions of privacy are necessary to consider. Privacy is also about maintaining the privacy of one’s body by preventing any personal invasion of the body (internal) and as a legal defence for protection (external). In 1995 the H.O said that ‘they do not replace police officers but boost their effectiveness’ (Norris & Armstrong 1999:65). Extraction of DNA can be seen as an offence to bodily integrity – invasion of technology.
privacy is problematic because it blurs our understanding of the concept. For example, in
terms of the database, privacy as an argument is used both to defend and offend a person.
However, this duality is also representative of a modern definition of privacy. Today, privacy
issues are a constant consideration and cover a massive range of areas. One could consider
this problematic or beneficial. It is not simple in its terms and can be applied to almost any
situation. ‘Privacy could be regarded as ‘everything; an individual’s home, family, religion,
health, sexuality, personal legal and personal financial affairs’ (HMSO 1990:P3.5).

Whilst we want to protect our privacy, we want to be protected, and this
sometimes means the sacrifice of certain ‘privacies’. ‘Surveillance has proliferated not least
because we desire it – we enjoy it, play with it, use it for comfort’ (McGrath 2004:vii).
However privacy is also on a correlation with having your human rights respected.

Human Rights

The human rights approach (including civil and natural rights) starts from a presumption
that we all have rights to life, liberty, free speech, education, political freedom, property,
family life, and fair trial if accused of a criminal offence. Further to this ‘the foundation of
human rights can be traced to the twin ideas that human beings are born equal in dignity and
rights, and that all human beings have to be treated with equal concern and respect’ (Clapham
2007:143). Unless of course, one behaves illegally, and cannot be viewed equally. An
individual is not entitled to liberty, therefore, if a fair procedure demonstrates the necessity of
incarceration. ‘Few contest the need for certain convicted criminals to be deprived of their
liberty’ (Clapham 2007:97).

Privacy is a central component of general human rights and is about balancing the right to
privacy against other interests, particularly the public interest in freedom of expression.
Contrary to popular belief there is not always a conflict between privacy and freedom of
expression. ‘…the perception of inevitable conflict between free speech and privacy is
exaggerated and simplistic…an examination of the values underlying each reveals them to be
in many respects mutually supportive, rather than invariably antagonistic.’ (Phillipson &
Fenwick, ibid., at 662.) Significantly, the right to freedom of expression is an individual
human right which is protected under the Human Rights Act (HRA) 1998:

Freedom of Expression under Article 10

1) Everyone has the right to freedom of expression. This right shall include freedom to
hold opinions and to receive and impart information and ideas without interference by
public authority and regardless of frontiers.

2) The exercise of these freedoms, since it carries with it duties and responsibilities, may
be subject to such formalities, conditions, restrictions or penalties as are prescribed by
law and are necessary in a democratic society in the interests of national security,
territorial integrity or public safety, for the prevention of disorder or crime, for the
protection of health or morals, for the protection of the reputation and rights of others,
for preventing the disclosure of information received in confidence or for maintaining
the authority and impartiality of the judiciary.

As a society we have developed our human rights understanding from various
philosophers. John Locke believed in natural rights152 and tacit consent, whereby you agree to

152 John Locke’s Second Treatise of Government, 1960, considered men in a state of nature where they
enjoyed a state of liberty, yet it was not a state of licence (natural rights). Locke reasoned that everyone
‘is bound to preserve himself’ so when his own preservation is not threatened everyone should ‘as much
as he can...preserve the rest of mankind’. For Locke, ‘every man has a right to punish the offender and be
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live by the rules of the state that you occupy. In his *Epistola de tolerantia* of 1689, he calls ‘tolerance’ the starting point of every reasonable morality. Perhaps there is a level of tolerance required for the operation of the database. Natural rights are the rights of the individual, considered beyond the authority of any government or international body to dismiss, such as the right to life. Defining an agreed concept of human rights is problematic because the values underpinning these declarations vary according to the group or state’s definition. One of the significant aspects of the concept of HR’s for criminology is associated with the definition of crime; if basic privileges provide the means by which individuals can fully participate within human society, then their deprivation could be regarded as criminal. Therefore the institutions within any socio-legal system that lead to violations of these rights, resulting in racism, sexism or poverty for example, may be regarded as criminal.

It has not been long since HRs were officially implemented. Various bodies and lists of rights exist, such as the United Nations Declaration of Human Rights and the European Convention on Human Rights and Fundamental Freedoms. The provisions contained in Article 8 of this convention are pivotal to human existence free from personal and private interference. Art.8 is used frequently by human rights groups to buttress their claims against various infringements, as seen by the ECtHR ruling discussed later. The right to equality before the law and protection against discrimination has been central to conceptions of basic human rights that underpin the formation of the United Nations and the European Union. Protection against discrimination is recognised in Article 7 of the Universal Declaration of Human Rights, and in Article 14 of the European Convention on Human Rights. Many Human Rights organisations are against the apparent inequality of the database; for example the higher proportion of men and ethnic minorities stored on it. However this is reflective of the people taken into custody and could be solved by implementing a mass database.

Stan Cohen coined the term ‘moral panic’ in 1972 and concentrated mainly on media reaction to events in the news. However the sensationalism of events is closely linked to the embellished and overstated nature of science fiction claims and attacks on the DNA database. As identified in chapter 2, the HR group GeneWatch appear to work by creating moral panics through the sensationalising of new technological advances.

The social context of moral panics was developed by Stuart Hall in 1978. Moral panics have been seen as inevitable and periodic occurrences for societies undergoing a reaffirmation or re-definition of moral boundaries, however they can often make situations worse by creating a spiral of reaction, fear, and un-rest. Some HR groups operate on a high moral ground, making claims about what is wrong and what is right. HR’s can enjoy the privilege of overriding other HR’s depending on societal influence, culture, Government

executioner of the law of nature’. Civil government enforced the law of nature and stopped men from acting as their own judge. He considered that this social contract, freely entered into, entitled the government to enforce laws for as long as the government respected the trust placed in it (tacit consent). Further to this, ‘men may be restrained from invading other rights and from doing hurt to one another’ (Clapham 2007:7). I would argue that DNA collection is not ‘a hurt’. And any invasion on your rights is justifiable in order to preserve the rest of mankind.

---

153 Universal in 1940. France & the US were first to employ HR’s in 1970’s. The UK may be trailing in this respect it’s leniency might be measured by the size of the DB

154 This is debatable however as a global DB does not consult social inclusion and a mass DB could mask the issue.
In chapter one I discussed the poor prosecution rate for rape and this could indicate that the human rights of men are privileged over women’s rights.

Although HR’s appear to be concerned about the greater good, their actions can be detrimental in some cases, through the operation of fear and numerous requests by human rights that the DB not expand. Their angelic appearance is deceiving because in reality their claims often work by creating a moral panic. The process of a moral panic produces an increase in social control responses, such as escalation, in which there are calls for ‘strong measures’ to counter the threat. It could be argued that the ECtHR ruling was in escalation to concern over ‘innocents’ being stored on the database – hence why permanent retention of profile data has now been deemed invasive to privacy despite it’s relatively insensitive, numerical format.

Another aspect to attitudes towards Human Rights and privacy is ‘political correctness’. The term PC is used to describe language, ideas, policies, or behaviour seen as seeking to minimise offense to gender, racial, cultural, disabled, age or other identity groups. Critics argue that political correctness is censorship and endangers free speech by limiting what is considered acceptable public discourse, especially in university and the political forums. People ascribing to PC attitudes would probably advocate human rights, even if some of those human rights hinder scientific research or crime control measures.

Some conservative critics of political correctness argue that it is ‘a form of coercion rooted in the assumption that in a political context, power refers to the dominion of some men over others, or the human control of human life; by this argument, ultimately, it means force or compulsion’ (Bailyn 1992:55). This argument holds that correctness in this context is subjective, and corresponds to the sponsored view of the government, minority, or special interest group that these conservative critics oppose. They claim that ‘by silencing contradiction, their opponents entrench their views as orthodox, and eventually cause it to be accepted as true, as freedom of thought requires the ability to choose between more than one viewpoint’ (Strauss 1952:23).

Thomas Nagel asks in his book Mortal Questions, ‘why only look at rights when there are so many other considerations?’ Human rights are not paramount. Although they are ubiquitous in modern British society, they do not always have to be the most important consideration. By focussing too much on them as an issue, it almost sanctions and authenticates their relentless pursuit, which merely perpetuates HR concerns; such issues take away from the central question, and in this dissertation, that is the crisis of sexed violence and how the database might address it.

**Database privacy concerns**

A prior concern among civil liberty groups is the sampling procedure itself. The media have documented various controversies surrounding the incidence and procedure of sampling (shown in chapters 2 and 3). Under Section 65 of the Police and Criminal Evidence Act (PACE) 1984, the definition of ‘intimate’ was ‘a swab taken from any part of a person’s body other than body orifices’. The Criminal Justice and Public Order Act (CJPA) 1994, amended S.63 PACE, to include saliva swabs and hair plucked from the head as a non-intimate sample.

155 There are some philosophical contentions about civil liberty values and how they are lesser (if at all) than the importance of a conviction.
[Which also include, footprints, skin swabs and nail clippings.] This sample can be obtained from an arrestee, once in custody and if necessary without their consent.

A buccal swab in the mouth orifice is a scraping of tissue from the inside of a person’s cheek and for GeneWatch and other HR groups this type of sample is considered invasive in today’s society. Before this category was widened, intimate samples could only be obtained with written consent from the arrested person by a medical practitioner, however a jury could draw inferences from a refusal to give a sample. Parliament made this change so as to facilitate collection of DNA evidence without consent. The definition of intimate has changed over the course of 10 years and this could reflect societies changing attitude, and acceptance, of intimacy. Liberty groups would argue that the Government has invaded our private space in an unacceptable and intrusive manner; however I have argued that this intrusion is justified against the gains. Consent is a primary concern involved with privacy risk.

These risks have been amplified by the fact that there is no general right to privacy in English law other than a right to informational autonomy.156 Within the legal system there are several indirect methods of protecting privacy and human rights. These are:  
A) Defamation – slander etc.
B) Trespass – infringe, intrude etc.
C) Protection From Harassment Act 1997
Judge Sedley LJ has commented that:  
‘concept of privacy does…accord recognition to the fact that the law has to protect not only those people whose trust has been abused but those who simply find themselves subjected to an unwanted intrusion into their personal lives. The law no longer needs to construct an artificial relationship of confidentiality between the intruder and victims: it can recognise privacy itself as a legal principle drawn from the fundamental value of personal autonomy’ (Douglas v Hello! 2003).

The Action for Breach of Confidence can be used in cases regarding DNA. The Law Commission explains the action for breach of confidence as,  
‘a civil remedy affording protection against the disclosure or use of information which is not publicly known and which has been entrusted to a person in circumstances imposing an obligation not to disclose or use that information without the authority of the person who imparted it’ (HMSO 1981:10).

In regards to the DNA database, a specific law in the UK criminal justice system to prevent your DNA from being collected or stored has not yet been implemented, although changes to the law are due in 2010 as a result of the ECtHR ruling. It is still maintained by the Government that DNA collection is justified for criminal justice and any invasion to one’s privacy has been partially accepted for the purpose of crime control.

The Right to Privacy and Family Life under Article 8 is guaranteed under our domestic law (ECtHR). It is applicable to DNA and privacy cases:
1) Everyone has the right to respect for his private and family life, his home and his correspondence.
2) There shall be no interference by a public authority with the exercise of this right except such as is in accordance with the law and is necessary in a democratic society in the

156 The ‘residual approach’ in legal practice is where loopholes exist after laws are implemented; the residue can be used for many privacy cases.
interests of national security, public safety or the economic well-being of the country, for the prevention of disorder or crime, for the protection of health or morals or for the protection of the rights and freedoms of others.

To summarise, there is unlikely to be a breach of Article 8 if the interference with the applicant’s private life is, for example, in the interests of national security and there are adequate controls in place. However the discourses embedded in this Article are concerning; the emphasis on his private and family life, and the masculine nature of the value placed on respecting ones privacy is covertly protecting sexed violence occurring in the home. Ultimately concerns about the database also originate from the fear that there are no privacy laws in place to prevent its misuse. However, as identified in chapter 2, there are very specific procedures maintained by the Government and the FSS to prevent misuse.

S. And Marper v The United Kingdom

Michael Marper is a British man objecting to the retention of his DNA information on the DB. The decision to retain his sample on the DB was initially upheld by the High Court in 2003. In that Judgement, Judge Lord Justice Sedley considered ‘a universal DNA database’. At paragraph 87 Sedley wrote:

‘I would certainly not assume that a comprehensive national DNA database or samples bank, if one were to be lawfully compiled, would constitute an unacceptable invasion of privacy. It would be for Parliament to decide whether the intrusion and surveillance involved in assembling and maintaining such a resource is an acceptable price to pay for its advantages. Certainly the information available to this court suggests that, subject to these considerations, a universal DNA register would be a real and worthwhile gain in the endeavour to ensure that the guilty, and only the guilty, are convicted of crimes. In other words, whether it is the unconvicted population as a whole whose bodily samples are kept or only that section of it which has faced charges, the justification is the same’ (The Register 10 September 2007).

Although domestic courts had found in favour of the Government’s position, Marper appealed on the grounds that police contravened the Human Rights Act 1988 and the European Court of Human Rights ruled on the case in December 2008, making the permanent retention of DNA data illegal. The judgment recognises the need for an approach which discriminates between different categories of offending and defined periods of storage and so the Home Office published the public consultation paper ‘Keeping the Right People on the Database’ in May 2009. The main proposals are:

• **Samples**¹⁵⁸ – the destruction of all samples, whether convicted or not. Retention for a maximum period of up to 6 months solely for the purpose of confirming suitability of the sample for DNA profiling purposes.

• **Profiles** – retention of all profiles for those convicted and automatic deletion after 6 years of profiles for persons arrested but not convicted of a recordable offence.

• **Violent and sex offences and terrorism**¹⁵⁹ – indefinite retention of all profiles

---

¹⁵⁷ I recognise that this is the terminology that has always been used for writing statues however I argue that it contributes to the masculine hegemony inherent within our legal system.

¹⁵⁸ The Government will be looking at the destruction of around 4.5 million samples, within the next 2 years – this is going further than the ECHR judgement, due to the deep concern some people have about ‘living samples’ being retained by the state.

¹⁵⁹ Evidence shows that there is a span of 4-15 years within which retention periods could be justified. The Jill Dando institute work suggests that 52% of subsequent offending takes place within the first 6 years of initial conviction, and two thirds within 12 years. Therefore the Scottish model is not sufficient.
for those convicted and automatic deletion after 12 years of profiles for persons arrested but not convicted or acquitted.

- **Young people** – those under 18 years old whether or not convicted of an offence (unless it is a violent or sex offence), will have their profiles deleted on reaching 18 years old, provided they have been subject to only a single event of arrest or conviction prior to reaching that age.

(H.O Press Briefing 2009)

My initial response to this approach is that it does discriminate between categories of offending and highlights the seriousness of sexed violence. Furthermore, the set time limits on retention would limit the potential for future governments to misuse the data to restrict people's rights and freedoms. GeneWatch, however, think the UK Government has continued to misinterpret the ruling and thinks these retention times are far too long, both for innocent people and for people with convictions or cautions for minor offences (GeneWatch Web 2009). Conversely I argue that these proposals have detrimental implications to the effective functioning of the DB that are potentially massive. Human rights have sought destruction of the database and won.

As highlighted throughout chapter 3, retention of DNA data is essential for case success; Operation Phoenix and Vagabond were successful thanks to the retention of DNA profiles from minor crimes; Operation Advance and Recall were achievable thanks to the preservation of samples for future improvements in profiling; Kiszko, Wright and Campbell would not have occurred had data been deleted after six (or twelve) years.

The family of Sally Ann Bowman is against the recent ruling, whose killer was convicted as a result of DNA taken after he was arrested following a pub brawl and subsequently acquitted. In May 2002, Kensley Larrier was arrested for the possession of an offensive weapon. His DNA was taken and loaded to the DNA database, although the proceedings were then discontinued. Two years later, DNA from a rape investigation was speculatively searched against the database and matched his sample. Larrier received a 5 year custodial sentence and was entered on the sex offenders register for life. Convictions have occurred for serious crimes of culprits who had had their DNA taken and retained for a previous crime where they were arrested, but not convicted (Smith, J. H.O. 2008). These opportunities in the future will be missed under the proposals to reduce retention periods.

The main and most important proposal is the deletion of samples – this is a huge ‘win’ for critics because samples have the potential to contain sensitive data – yet this is a loss for the CJS because it affects the ability to develop DNA testing and pre-date crimes and needs to be longer than six months. Yet the ruling went further than the deletion of samples and ‘the European court was at pains to say that retention of numerical profiles (even without the bodily samples) engages the right to respect for private life’ (Fairclough, A. 7th May 2009). This is not proportionate and has gone too far in its attempt to secure human rights.

The 6 and 12 year retention periods are proportionate and safeguard the rights of the individual and acknowledge the concerns of the public on this important issue.

160 The DNA of all children under 10 – the age of criminal responsibility – held on the database has already been removed.

161 Judgement: The DNA profiles' capacity to provide a means of identifying genetic relationships is in itself sufficient to conclude that their retention interferes with the right to the private life of the individuals concerned. CASE OF S. AND MARPER v. THE UNITED KINGDOM Online – Available at: http://cmiskp.echr.coe.int/tkp197/view.asp?item=1&portal=hbkm&action=html&highlight=Marper &sessionid=30588350&skin=hudoc-en. [Accessed 24 September 2009]
Refer to Jeffrey’s comment in chapter 2 - ‘there is no concern to be raised over police access to boring STR’s’. (Jeffrey’s presentation 2007) – So why has the ECtHR responded in this way? I maintain that all profiles should be stored indefinitely.

Had the DB been in the public domain earlier, errors may have been prevented, and fears would not have escalated within the media and human rights groups to allow for this disappointing ruling. I believe this decision could permanently taint our understanding of privacy and affect the CJS.

The proposals have been controversial in the media because the Home Office is not destroying the samples of those persons acquitted for their crime, and thus failing to implement the judgement fully – although these proposals are not yet enshrined in law. ‘The Home Office is trying to justify intrusion into privacy rights with inconclusive and misleading ‘research.’ The new proposals maintain a major distinction between the ‘genuinely innocent’, such as volunteers, whose profiles will not be uploaded at all, and those forced to give their DNA on arrest, whose profiles will be retained for at least six years, or 12 if they are accused [but not convicted] of a serious sexual, violent or terrorist offence (Fairclough, A. 7 May 2009).

The constant reference to ‘innocents’ remaining on the database is in contrast to the previous understanding that having your DNA data on the DB never meant criminality per se – it was merely a criminological tool for exoneration and identification purposes. ‘The ECTHR said it was very concerned about stigmatisation that comes from being on the database. But you are not going to feel less stigmatised by the difference between six and twelve years’ (Sturcke, J. 7th May 2009). I further question the reliability of the research to support these retention periods. I am concerned that recidivism will occur amongst criminals once they know their data has been deleted, especially in cases of sexed violence.

Although it is necessary to consider the dangers in order to prevent them, anxious claims create moral panics. Professor Alec Jeffreys has presumed the illegal use of DNA data by some authorities, ‘today unscrupulous investigators can easily get your DNA profile from saliva on a coffee cup or cigarette butt and then use it to show whether you are the real parent of your child. It's illegal but simple to do, and I am very sure it occurs quite often. It is a gross invasion of a person's privacy’ (The Observer 8 August 2004). The illegal use of the DB to locate paternal relationships is damaging to the DB. Furthermore, it is unfortunate that the DB can be viewed as a serious risk to the discovery of absentee,

---

162 Short Tandem Repeat – current method of extracting a DNA profile – which can also identify kinships.
163 I am frankly astonished to find, at Annex C to the consultation paper, a rather embarrassed-sounding Ken Pease of the Jill Dando Institute attempting to justify these new retention periods on the basis of a minuscule sample of some 500 people taken from the Metropolitan Police Area over three separate days (one of which he says might be a bank holiday and therefore a bit skewed). Apparently, we can deduce from this sample that those arrested but not convicted are actually slightly more likely to commit crime in the future than those who are convicted but given a non-custodial sentence. (Fairclough, A. 7th May 2009)
164 I believe the reason the Home Office has proposed these retention periods for arrested but not convicted persons is due to flaws within the CJS. If you’re arrested but not charged there must have been an error or injustice in the police/court process so it is better to take the data and avoid criminals escaping the net.
165 ‘What is more, police can now covertly take DNA samples, for example from the used coffee cup of a suspect’. (Daily Mail January 21 2006)
surreptitious fathers, despite the criminological gains. The discourses operating here are an example of preserving male interests, where the protection of paternal relationships is more concerning than exposing criminals. This contributes to the current state of crisis we face today regarding sexed violence.

A discourse exists where our current attitude to privacy contributes to women’s subjugation and the issue of sexed violence being ignored within the CJS. This discourse has always been in circulation and it is important to unveil the guise of privacy contributing to the ignorance of SV. The domestic sphere is an issue and privacy of the domestic life is also a problem. Our claim to privacy can endure the act of SV in the home and so long as the domestic sphere is viewed as private, abuses of this kind will continue to occur un-reported. Unfortunately private attitudes to the domestic sphere transfer into cases of SV occurring outside the home. Any sex act is deemed highly private, even an offence of rape and this contributes to women being unable to take rape charges through to the prosecution level. Challenging our paranoia about the retention of our internal and external privacy could help because it is currently working against a large majority. I will now look at the history of our CJS in relation to the domestic sphere and patriarchy before I look at masculinity theory.

History & masculinity theory

Historically there has always been a poor representation and legal standing of women which remains today. Our understanding of privacy can be drawn from years of hegemonic and patriarchal discourse. By looking at the historical background of women and the legal system in and around the eighteenth century, we can see how patriarchal and hegemonic attitudes have survived.

The development of the patriarchal state and the enforcement of gendered ideologies placed women as servants. Regulation occurred through the patriarchal family. Police acted on political imperatives and influenced ideas and discourses about sex and race. The CJS is set up to police the public, not private, arena and this is why police today remain reluctant to police the domestic space. ‘Police involvement only occurred in cases of serious or public violence; they intervened only if noise or bodies were polluting the good order of the public street’ (D’Cruze 1998:69). Men were rarely sentenced for ‘domestic’ crimes. The Lord Advocate of Scotland gives an excuse as:

‘Sentences of imprisonment could well have an adverse effect upon a family by removing the ‘breadwinner’, and imposing heavy fines will likewise reduce the ‘purchasing power’ of the family and place the burden of subsidising such families on the taxpayer’ (Select Committee 1975 cited in Dobash & Dobash 1992:208)

This communicates a sanctioning of private violence against women. In court women survivors are silenced and endure the questioning of the respectability of their family and a trial of their personal character. The importance placed on chastity stemmed from patriarchy and meant that women behaved as the exclusive property of one man rather than common property to all men. There once was a common law principle that married women had no separate legal identity, therefore, if a woman was unmarried, she was under the control of her father and/or her husband to be. Further to this, if a woman had a ‘bad character’, her consent could be assumed, or become irrelevant to any violence, even gang rape (Clark 1983:19). Furthermore husbands had the legal right to use ‘moderate correction’ to chastise their wives physically for misbehaviour: it was suggested that if a stick was used it should not be thicker than a man’s thumb (Shoemaker 1998:104).
Patriarchy and chastity were used as forms of control from an early time and the Police enforced these conventions through their police work (D’Cruze 1998:18) As stated by Farrell, ‘part of the police’s function is to defend the institution of the family, which often means sacrificing the well-being of the women and children’. In modern capitalist society it is our patriarchal system that places more importance on the nuclear family remaining united, than the importance of women’s rights in a home. Therefore women are further controlled and policed by the roles they are expected to perform as the primary carer. ‘The nuclear family reproduces nurtures and controls the future labour force’ (Farrell 1992:15).

The current Conservative Party policy views strong families as essential for the maintenance of social order. ‘Acknowledging violence and abuse within the family has the potential to open up the private world of the family to external scrutiny, and therefore to challenge the image of the ideal strong family’ (Saraga 2001:195). The idea that a married woman can be raped by her husband is still relatively new. Some power has been restored to women world-wide by making this illegal in 1995, however with racial divides and privacy issues concealing sexed violence in the home, the power is still maintained and controlled by our patriarchal system.

Masculinity is a point of view, which assumes or takes for granted our privileges, usually implicitly or explicitly in the interests of men. Crime and victimisation is about the articulation of the ways in which ‘power is manifest in individual interactions, especially amongst those who have the benefits of structured privileges because they are men in a gender stratified society’ (Newburn & Stanko in Jewkes & Letherby 2002:266).

Connell developed the term ‘hegemonic masculinity’ in 1987; it is a ‘version of masculinity which pervades all aspects of public and private life providing a normative model against which all behaviours are judged’ (Connell cited by Walkate 1995:97). However, it is this ‘normative’ cultural script that provides the excuse for men’s sexed and racialised violence, by removing their agency for their criminal act. Walkate finds that ‘the male defendant, in rape trials especially, is also denied a sense of agency for his own actions; he succumbs to his natural sexual urges’ (Walkate 1995:143). Thus the biased attitude of the law towards its subjects is reflected and supported within the emergence of masculinity theory.

Masculinity theory could be ‘associated with the legitimisation of men’s access to violence as a personal and political resource’ (Walkate 1995:98). Walkate says that ‘the perpetration of sexual violence is just one way in which the expression of ‘doing gender’ by men is accomplished in relation to women’ (Walkate 1995:98). Walkate says that ‘the state is a mode of masculine expression’ (Walkate 1995:182).

Hegemonic masculinity is the set of ideas, values and representations and practices associated with ‘being male’ which is commonly accepted as the dominant position in gender relations in a society. ‘It is the culturally dominant form of masculinity where

---

166 ‘Police officers generally come to regard domestic assault as a ‘normal’ occurrence in run-down inner-city neighbourhoods, where victims because of their powerlessness may be seen to forfeit their right to protection. For example, domestic violence assault committed against Asian women by Asian men is often seen as a ‘family matter.’ (Edwards 1989:211) Furthermore domestic violence was under-policed because it was claimed that police intervention would cause conflict with the community leaders because of the importance of the patriarchal structure in Asian communities. (Muncie & McLaughlin 2001:223) However, one has to challenge the importance of patriarchal structures in every religious community and in every Government body.
hierarchies of dominance and subordination among men and between men and women come to be commonly accepted’ (Jefferson 2001:138). This is further expressed through the power relations of patriarchy; that is, ‘the maintenance of male power and control over women and children’ (Radford 2001:232). Feminist campaigning has informed criminology and jurisprudence through its analysis of law as a patriarchal institution reflecting and reproducing male dominance.

Who creates these laws then and is it a conscious conspiracy? Thornton seems to blame men for the gender order in which we live, ‘how are men going to release the shackles imprisoning their minds so that women are viewed in other than one of a number of stultifying stereotypes? After all, the cultural construction of gender is a product of the male mind’ (Thornton 1989:121). Hollway seems to agree with Thornton that there is ‘collaboration with men in the oppression of women’ and that ‘as the mouthpieces for legal, psychiatric and journalistic discourses, men collaborated in reproducing a view of the world which masks men’s violence against women’ (Hollway 1981:102). However she then goes on to contradict herself by saying that this subordination is unintentional, ‘the discourses…have the effect of distorting systematically (though, not intentionally) the understanding of men’s masculinity and its expression through their sexuality’ (Hollway 1981:102). Therefore, these discourses and cultural scripts have so much power because it is just the way we think. The problem lies in the hegemony and the discourse, not necessarily in ‘man himself’. ‘The power of the discourse resides in its hegemony, in the way it passes as truth, and in the way its premises and logic are taken for granted’ (Hollway 1981:102).

These approaches are common and only through counter hegemonic theory and analysis can they be deconstructed. Hegemony is powerful because it is achieved by consent and further to this; there is no neutral objective because you do not have to be a man to have masculinist perspectives. According to Gramsci (1987), hegemonic masculinity is a ‘social ascendancy achieved in a play of social force that extends beyond contests of brute power into the organization of private life and cultural processes’ (Thornton 1989:119). Women and men live by cultural roles that are inscribed by a hegemonic society; it is a ‘learned formula.’ As Foucault quotes ‘the code they come to define is not that of law but that of normalisation’ (Foucault 1976:70). These discourses unwittingly serve to legitimate men’s violence by diverting attention from personal responsibility and agency, to pathological reasons beyond their control.

A modern form of privacy as masculinist

The CJS cannot satisfactorily police male violence against women when the maleness of crime is accepted and women are seen as obedient. Today, juries still ascribe to the cultural scripts used by men. Bandalli finds that, ‘it is contrary to our culture to enforce responsibility in family relationships on men. Women bear that responsibility’ (Bandalli 1995:74). Moreover, women and children are vulnerable to isolation and its consequences within the private sphere of the home. ‘The privacy afforded this sphere is a contributing factor in the oppression which women experience’ (Burke 2001:168). Gordon challenges the idea that state intervention is always an intrusion into family privacy and a violation of civil liberties, asking ‘whose privacy?’ and ‘whose liberties?’ are being violated. Outrage over state intervention, she suggests, ‘was frequently an outrage over a territorial violation, a challenge to male authority’ (Gordon 1989:296).

Nowadays women have more equal rights to men and in many spheres of life, men and women are viewed the same. It could be argued that changes within familial roles
has initiated panic over the maintenance of control within patriarchal institutions and also over the collection and databasing of DNA. Because maintenance of the family unit is considered important in society, intrusion of the familial home may be seen as potentially damaging to patriarchal values and the family unit itself. Criminal acts of abuse occur in the home under the guise of privacy. Therefore the value placed on privacy protects and preserves such violence.

Privacy values are also used as an objection to the taking and retention of DNA, even if this is justified for crime control purposes. The reluctance to accept the NDNAD could be related to a modern concept of privacy which is masculinist; protecting male interests because criminal behaviour remains a male dominated act, especially sexed crime.

This (extreme) form of privacy is modern because it has recently evolved as a response to technical advances in forensics, the Human Rights Act 2001 and the Criminal Justice and Police Act 2001. It has been employed by so called civil liberty and human rights discourse and it inadvertently operates to hinder women’s justice and necessary beneficial crime control methods. It seems that any opposition to the collection and storage of DNA is partly reflective of a prior male concern that privacy, self, home, castle and kingdom is being invaded and punishment will be the consequence. The definition of secret, private, personal information is partly determined by sexual and/or bodily aspects which are masculine in essence. Privacy is gendered due to sexed connotations. In addition, the property masculinist view of ‘mine and what belongs to me’ is similar to that of privacy with its connotations of ownership and protection. Even numerical DNA profiles are now deemed capable of tangible ownership, as personal and private information, even though the data means nothing without context. This is not a proportionate or common sense response to privacy concerns around the DB.

This concept of privacy as modern and masculinist could be preventing necessary development of the DB – a system that could operate to aid detection and conviction in cases of sexed violence. It could be argued that our elusive defence for privacy is because we are (subconsciously) ascribing to the concept of a masculine and modern understanding of privacy. The concept of ‘privacy’ is a masculinist knowledge that passes as truth and because the law produces this truth it is powerful. The language of this discourse has serious repercussions and impact because it works to marginalise and ‘other’ people. Is society trying to protect a version of privacy which is masculinist?

Presently, the police are utilising the DNA database to achieve success in various projects and operations. Therefore this tool circuitously confronts SV and patriarchy by forcing these cultural discourses out into the open.

---

167 Kant’s The Doctrine of Right spans the relationship between Kant’s moral and political philosophy, dealing with the issue of rights and ownership, the status of the woman in relation to the man in marriage rights, use of the body and ownership of the body. Ancient Greeks thought the concept of privacy was an inferior realm and originates from the word ‘deprivation’ which is derogatory – similarly women were considered private. The popular were public.

168 Other masculinist themes are dualist and affective. The duality of the DB refers to the internal or external concerns of privacy and challenges to the DB are affective. The challenges made by HR groups are similarly masculinist.
Confronting privacy as masculinist

I have postulated a theory of privacy as masculinist and how this could be problematic to the DB in today’s society. If we understood the masculinist history that informs our conception of privacy, we would better understand objections to the DB based on this conception. Consulting and adjusting the reasons for privacy concerns may allow a more open and rational response to DB developments. Recognising how privacy claims are sexed through hegemony should allow for a more fair critique of the DB. Introducing systems which submit control and remove the guise of so many excuses can only be valuable to SV and crime as a whole. I have argued that the essence of privacy as masculinist could have contributed to the strict regulations proposed by GeneWatch (in chapter 2) and the ECtHR ruling. Allowing the permanent retention of DNA profiles from citizens, whether they have been charged or not may challenge this attitude to privacy and allow reasonable control within an area of crime that is currently in a state of crisis.

The idea that the state has access to our personal information provokes scepticism around state surveillance and control. Thus, fear and anxiety encourages a need to protect what is private and ‘ours’. The concept of ‘Big Brother’ originated from George Orwell’s 1984. The irony of this is that violent crime has proliferated despite emergence of a perceived Big Brother state, insinuating that control and surveillance is not excessive, but needs to be. In the film ‘Enemy of the State’ the underlying theme asks ‘what gives you the right to come into my home?’ The contempt about any Government body invading your privacy by coming into your home is concerning because it has prevented abuses in the home from being noticed and punished. This can be extended to the expressed concern about DNA collection and ‘coming into my body’ – effectively, to identify or exonerate the perpetrator of a crime. The Government has that right to protect you and part of your civil obligation is to respect that. Crucially however, these concerns take us further and further away from the real problem of violence, especially sexed violence, and how it needs to be stopped.

Being autonomous is about being able to govern yourself and having a certain degree of independence and anonymity. It is an important aspect for many individuals. The value we place on autonomy is directly linked to the value we place on our privacy. Agency, however, is more about your personal responsibility and as an agent you are the cause and means for any action. Agents have the power to act and make choices and one has to think about how we act in society to get along with others. This consideration of others is the essence of society thus agency is critical to the well being and functioning of society; not anonymity. The NDNAD encourages agency.

There is also a Utilitarian perspective which should be employed with regard to the database. Utilitarianism is in sharp contrast to HR theory and shows that we must not simply take HRs as the voice of ethics. Utilitarianism is the idea that the moral worth of an action is solely determined by its contribution to overall utility, that is, its contribution to happiness or pleasure as summed among all persons. It is thus a form of consequentialism, meaning that the moral worth of an action is determined by its outcome. Utility is the good to be maximised and has been defined by various thinkers as happiness or pleasure (versus sadness or pain), though preference Utilitarians like Peter Singer define it as the satisfaction of preferences (Rosen 2003:23).

---

169 As proposed by Locke
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Jeremy Bentham derived the rule; the good is whatever brings the greatest happiness to the greatest number of people. However because the formulation recognised two different and potentially conflicting principles, Bentham dropped the second part and talked simply about ‘the greatest happiness principle’. In fact victims of SV are not the greatest number of people, but criminal conduct should be a consideration for the greatest number of people. Utilitarianism is not just about criminal conviction but about humanity for men and women.

Negative Utilitarianism (NU) requires us to promote the least amount of evil or harm, or to prevent the greatest amount of suffering for the greatest number. Proponents argue that this is a more effective ethical formula, since the greatest harms are more consequential than the greatest goods. The founder of NU referred to an epistemological argument, ‘It adds to clarity in the fields of ethics, if we formulate our demands negatively, i.e. if we demand the elimination of suffering rather than the promotion of happiness’ (Popper 1945). Therefore, it could be that the implementation of the database could eliminate SV and rectify the issue.

In his essay On Liberty, John Stuart Mill argued that utilitarianism requires that political arrangements satisfy the ‘liberty principle’ (or harm principle), according to which ‘the only purpose for which power can be rightfully exercised over any member of a civilized community, against his will, is to prevent harm to others’ (Mill 1974:68). In regards to the DB, if collecting DNA can be viewed as causing harm, then this is justified because it may prevent future harm to others.

In order to overcome perceived shortcomings of both systems, several attempts have been made to combine utilitarianism with Kant's categorical imperative. For instance, James Cornman proposes that in any given situation we should treat as means as few people as possible, and treat as ends as many people as are thus then consistent with those means. He refers to this as the ‘Utilitarian Kantian Principle’ (Cornman 1982:355). Therefore the ends justify the means.

Other consequentialists may consider happiness an important consequence, but in addition, they argue that consequences such as justice or equality should also be valued, regardless if they increase happiness or not. The database may not increase happiness; however, as a system it could increase justice and confidence in our CJS. Ultimately SV is a social problem. If the social problem to be dealt with is violence, yet the way violence is represented is violent, there is clearly a major problem within our strategy of law. These problems are made more complex due to the highly sexed and racialised cultural scripts which inform our understanding. The importance of maintaining equality is essential for DNA collection so that it cannot be viewed as ‘violent’ and perhaps this is where consideration of a compulsory national DNA database should be encouraged. It is questionable how the ECtHR found retention of DNA profiles a greater harm than the benefits it brings.

Unfortunately, to confront patriarchal oppression, women cannot use the law and legal apparatus to seek justice ‘when the language and procedures of these social processes and institutions are saturated with patriarchal beliefs and structures’ (Dobash & Dobash 1992:518). However the use of the law must still be recognised as problematic and limited as a mechanism for change as it ‘tends to frame issues in terms of individual pathology and, consequently, to offer individual remedies’, and because ‘the law has traditionally encompassed men’s accounts of events because it is men who legislate and then interpret the law’ (Gelsthorpe & Morris 1990:143-144).
The private sector should be subject to laws. However Farrell argues that no cosmetic changes can affect such an established social problem, ‘the increase in police powers and the setting up of specially trained police units does little to prevent VAW. Social problems cannot be solved by the exercise of state force and increased use of prison detention. There is no simple penal solution for problems whose roots lie deep within the nature of society’ (Farrell 1992:137).

However, although the DNA database could be seen as cosmetic, I have argued that within its implementation are various factors which combat the issue of SV. Firstly, the act of setting it up is showing recognition of a social problem. This effectively creates a discourse which would confront the social problem from within. Secondly, by asking people to submit their DNA, current attitudes towards ownership and privacy are being challenged and this could eventually change this attitude on a continuum with VAW. Thirdly, the very substance of DNA is so relevant to prosecuting cases of SV it can only give more power to women as victims.

**Conclusion**

Privacy does have inherent values applicable to areas of life which are not solely masculinist. I argue for the acceptance and establishment of another definition of privacy which is applicable to some attitudes and behaviours. In this chapter I have defended the DB against the sexed agenda of privacy. If a modern concept of privacy can be understood in terms of masculinity, resistance to the DB by human rights can also be understood in these terms. By resisting the collection of DNA and a system which could benefit cases of sexed violence, SV continues in a state of crisis and our CJS remains unsuccessful and patriarchal.

Implementation of the DB is a system which could improve prosecution rates and crime control. A DNA database for the public good is a moral argument and needs to be debated with fairness and sensitivity. DNA detection is undeniably part of our society and an essential tool for one of society’s main priorities of crime control. ‘The relevant question about surveillance today is not whether we should live in a surveillance society, but how’ (McGrath 2004:2).

Importantly, all advances should be contested within a reasonable way. Authority has to have discretion and many aspects of privacy and civil liberties are essential to a happy human existence. The acceptance of a masculinist attitude to privacy is a cumulative process of small steps and changing discourse. This can be problematised to allow for DNA retention and DB development, and effectively mean improved crime control and changing attitudes to SV. Agency is critical, not anonymity. Unfortunately, however, this changing discourse has come too late and the recent ECTHR judgement has ruled against permanent retention of DNA profiles, out of respect for human rights and privacy. I propose that the Strasbourg court was ascribing to a form of privacy as masculinist in its extreme decision.

Education is also essential to facilitate understanding of DNA in forensic criminal cases. The media, which currently fuels unjustified fears, should be targeted to ensure fair dissemination of news. By recognising that our society has to embrace electronic surveillance systems, the fixation and fear of a big brother state can be addressed and the CJS can progress. ‘It is rudimentary to ‘avoid the value judgements about surveillance’s threat to privacy’ (McGrath 2004:9). Nonetheless, it is essential that some regulations remain in place and be governed by strict laws, such as the retention of DNA profiles only, as appose to
biological samples. The concerns raised throughout chapter 2 are mainly fears of a future, that without regulation, could become reality. Although I do not agree that one should act on their fears, but on their aspirations, it would be naive to ignore these possibilities. Therefore I will conclude by reinforcing the regulation of DB laws as forever critical. The ECtHR ruling may change the current policy on DNA collection and retention but this has not occurred yet...
Conclusion

Modern day society continues to fight against becoming a victim of crime. The availability of DNA profiling has proved successful in identifying individuals from evidence found at crime scenes, even where no fingerprints could be found. The evolvement of DNA technology is sure to deter offenders, as the success of DNA profiling continues to prevent crime. The opportunities to make criminals feel vulnerable are immense and those opportunities must be seized. Furthermore, “the presence of DNA can have additional benefits not represented in the statistics, such as reducing the time of the investigation, stopping criminals earlier in their careers and reducing subsequent court time (Andy Burnham MP cited in GeneWatch 2008:5).

The topics covered in this dissertation have covered a variety of disciplines and this is due to the very nature of the database which has legal, criminological, philosophical and sociological implications. I have tried to resolve the competing discourses in this dissertation by using the issue of sexed violence as a starting point. I have argued that with due consideration to all aspects of the database, it should, and could, be recognised as a tool which benefits cases of sexed violence just as well as other volume crimes.

In chapter 1, I demonstrated how the severity of sexed violence has been ignored by the criminal justice system and this has contributed to high levels of incidence and unacceptably low conviction rates. The Government has implemented several measures to affect a change in attitude towards women and rape, however these attitudes are deeply imbedded and unfortunately the majority of police policies have failed to meet targets and have not seen through with initial intentions. This inadvertently demonstrates a lack of concern towards the issue of rape and negative attitudes therefore remain – perpetuating the existence of the crime. There is conflict here because a database does not, in itself, confront stereotypes; however, perhaps the committed running of a system which could make a difference would show more serious conviction from the Government (and patriarchal system) in putting an end to the crime of rape. This may one day help to change attitudes, through recognition AND action.

This area of crime is in a state of crisis. Home Office initiatives have not yet been successful in improving this area of the law and the success from Specialist Domestic Violence Courts (SDVCs) and Independent Sexual Violence Advisers (ISVAs) is slow. The issue of consent and the overall burden of proof, as identified by Pateman continues to hinder conviction in cases of SV. Furthermore, cultural issues around consent hinder the process of criminal justice. In 2002 Harman called for ‘cultural change and criminal courts to take men’s routine ‘domestic’ violence against women more seriously’ (Womack, 2002). Effective prevention and early intervention is important, however, whilst nothing is currently being done to help, the NDNAD should be maximised as a tool of forensic identification by the CJS for success in cases of sexed violence.

In chapter 2, I gave a synopsis on the various changes in the law which have occurred to facilitate the taking and retention of DNA profiles and how these policies have been refuted by GeneWatch and the ECtHR. Despite the ECtHR ruling I stand by the fact that...

---

the majority of concerns raised by critics remain misunderstood and unfounded. Through the explanation of the differences between profiles and samples I showed that GeneWatch had not been proportionate in their argument and the media contribute to moral panics surrounding the database through apocalyptic claims. DNA news stories lend themselves to dramatisation. The sensationalism of journalistic rhetoric is ignorant of real issues and objective facts. And parochialism excludes groups such as Liberty, the Local Government Information unit, and university researchers, from contributing to discourse because they are not considered local. This is why GeneWatch adopts a subjective argument, so that it can be accepted within mainstream discourse.

Criminal experts such as Dr McCartney also think there is a reason to fear having your DNA on the database due to partial profiles and the personal cost of being involved with an investigation, such as the investigative techniques of familial searching (McCartney 2008). However I argued that the potential risks posed by the database are not justified as a reason to prevent or hinder its use, as these are based on fears of misuse rather than actual misuse. Critics of the NDNAD, although considerate to the maintenance of civil liberties, should recognise that the continual success in the detection of crime remains to benefit society as a whole. I provided statistics to detail the number of offenders who have been identified and convicted of crimes since the launch of the NDNAD in 1995. Production of such statistics can appear impressive and reassuring to the police, government and other agencies; yet behind every single statistic there inevitably lies a victim of crime, and it is they who will experience real reassurance knowing that justice has been done. This is the real proof that the National DNA Database has had an overwhelming impact on the detection of crime. Ultimately whilst the human rights of citizens are being acknowledged, the human rights of women as victims of violence are being ignored and this is the crucial issue.

It is necessary to be aware of the state as oppressor and dictator. Using this balanced understanding, the database could be adapted and accepted as a positive and effective tool for crime control, regulated by reasonable rules to restrict oppression. The continuous success of identification of offenders through DNA is paramount, as is the continuous development and enhancement of current techniques. In chapter 3, I identified how DNA databasing could improve the crisis area within criminal justice by securing more convictions thanks to a variety of improved forensic techniques and successful cold case reviews. I used the Pitchfork case as an example of the exoneration abilities of the database, and the tragic case of Kiszko provided justification for the CJPA 2001. Further to this, the permanent retention of DNA profiles should be accepted to achieve improved crime prevention and control for sexed violence. Development of the database could increase the number of rapes solved and consult some of the ethical issues about misrepresentation. I discussed deterrence theory and ask debate that the reduction of crime works whether it is due to increased detection and incapacitation of prolific offenders or through anticipatory conformity.

In chapter 4, I showed that although privacy has inherent values, these are not fundamental rights and have to be balanced against other interests. Some human rights considerations such as VAW are necessary and reasonable responses. However the human rights response to the DB in relation to Article 8 is not proportionate. What used to be considered a criminological tool of DNA profiles is now considered a databank containing thousands of poor innocent people. The ECtHR ruling implies that the reliability of DNA profiling and interpretation is no longer debatable, but that possibilities for misuse by the Government is the issue. The DB is battling against an intangible fear and wider moral perspective. So much ideology is at stake by intervening in such a sensitive debate and privacy concerns are being ideologically and politically manipulated.
Violence against women occurs under the guise of privacy. I postulated a theory of privacy as masculinist to explain why some human rights groups would attack a tool within the criminal justice system despite its invaluable contribution to crime detection. Furthermore, if DNA databasing is an infringement to our personal liberty and privacy, then this should be accepted as a ‘reasonable sacrifice’ for the benefits of improved sexed violence conviction success and a potential reduction in incidence.

In order to achieve full acknowledgment of violence against women, society and the criminal justice system alike should address conceptions of privacy as masculinist and accept that privacy risks within the database are justified by its criminological gains. Some human rights considerations hinder this progress where they emerge from a gendered (masculine) conception of privacy. The NDNAD can be a useful tool in aiding and securing convictions where a feminist theoretical framework supports women as victims of sexed crime, contrary to perspectives that see the database as counter to human rights.

Ultimately although the database has proved successful, the efficiency and future of the database depends on the implementation of various improvements. A compromise is necessary between operation and regulation. Tackling sexed violence is the crucial matter, therefore the potential risks discussed in chapter 2 need to be minimised. Unfortunately the lack of transparency by the Home Office and the failures which occurred during the development phase has had negative consequences for the DB future via the ECtHR ruling. I hope one of the outcomes from this ruling include improvements within police performance to ensure the effective running of the DB from now on. ‘The strengths of the DNA database can only be safeguarded if they enjoy the confidence and trust of the public’ (Smith, J. H.O. 2008). There needs to be a balance between liberty, autonomy, privacy, equality and informed consent and to achieve this, we need mechanisms which ensure that systems are used fairly and equitably and in accordance with democratic principles.

Firstly it is essential that DNA samples are tested correctly and efficiently, this means that the collection, storage and analysis must be exacting, thorough and constant. Communication between the police and the forensic science service is essential to ensure that contamination does not occur. There needs to be a swifter delivery of forensic material for analysis by the police or laboratories. ‘Pinch points must be identified, to enable more forensic data to be collected and to make use of it more quickly and effectively’ (H.O 2005:11).

Secondly, expert opinion is persuasive and this has an effect on juror’s understanding therefore the court is not the ideal place for scientific debate. Money and research should be going into helping courts understand DNA evidence and providing expertise for the defence. Education is essential for every citizen within the UK so that an objective understanding of DNA forensic evidence can be achieved. The value of discourse needs to occur so that the database can work for victims of sexed violence through the justice system.

\[171 \text{ Incompetent errors made by the police and Home Office, such as the Campbell oversight and failed merger with the PNC} \]
Thirdly it is absolutely fundamental that more crime scene stains are sampled and stored on the database. Recorded crime in 2006/07 was 5,428,273, but only 3,976,090 profiles are stored on the database (GeneWatch 2008:7) so I would encourage the retention of crime scene samples in every instance. I conclude that once the required improvements are made to the NDNAD; there will be an increased number of crimes detected.

Finally it is necessary to avoid falling into the trap of technological determinism of the dystopians; that the new technologies mark the move towards an Orwellian future of totalitarian control, because this is not inevitable. The database should be a reflexive and utilitarian system. I find that the existence of the database is pioneering and advantageous on many levels. ‘The idea of surveillance as a new space – with different possibilities for communication and behaviour – is liberating’ (McGrath 2004:viii). Lyon says that ‘there is an urgent need to consider how the new technologies of mass surveillance can be harnessed to encourage participation rather than exclusion, strengthen personhood rather than diminish it, and be used for benevolent rather than malign purposes’ (Lyon 1994:230).

Home Secretary Jacqui Smith doesn’t believe for one moment that we are a nation under CCTV in what critics call a surveillance society. Smith says ‘surveillance strengthens the frontline against crime, with handheld computers and mobile fingerprint devices meaning the police can spend more time out of the station. It is clear that we need to respond and adapt to technological change with a proportionate, fair and common sense approach’ (Smith, J. H.O. 2008).

Two main issues have been identified as affecting the low prosecution rate of sexed violence. Firstly, lack of evidence, and secondly, consent. If the NDNAD is able to help solve the issue of evidence, then we are one step further in dealing with the more cultural issue of consent. Thus, if the value of the NDNAD could be portrayed as just as valuable to SV as it is to volume crime, and also as a powerful relentless operation, perhaps this perceived intent to cease SV would also transfer into the familial home, where it is most common. Tackling offenses like rape require a strong approach.

There has not been any research conducted into the effect of DNA evidence (presence or absence) in cases of sexed violence in the UK and this also reflects attitudes to sexed violence as invalid. Therefore I cannot provide a true figure of the difference this makes in a court. Here is a crucial opportunity for future research. Although there is value in the empirical evidence of the DB, more work needs to be done in order to make the value operative.

Conviction success for cases of sexed violence is due to evidence and guilty pleas and DNA databasing contributes to this end. I would hope that HR groups would cease in their attack of this system with regards to the benefits it could bring to violent crime and court justice. Unfortunately the ECtHR ruling prevents this desired outcome.

In conclusion, some human rights objections around the privacy risks posed by the NDNAD should still be contested and accepted in order to support victims of sexed violence through improved conviction rates and a possible reduction in incidence. By acknowledging the benefits of the database for this end, further acknowledgment of violence against women can be achieved and this could also transfer into the familial home.

It could be that the Government decides not to implement the proposals set in their consultation paper. Chris Sims, ACPO lead on Forensic Science and Chief Constable of Staffordshire Police, said ‘the police service recognises that the use of personal information
by the state poses ethical questions, even when that use is in the pursuit of justice. DNA technology is a powerful weapon against crime and its use must follow principles of good policing. But we should also be clear: any outcome which reduces the ability of the service to protect the public and bring those guilty of serious crimes to justice is a cause for serious concern and careful consideration’ (ACPO Latest News 2009).
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